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Important Statement

Thank you for choosing our product. Before using this product, please read this user manual carefully to avoid risks
of danger to the users of this product or those nearby and damaging the device. Follow these instructions to

ensure that your product functions properly and completes verifications in a timely manner.

Unless authorized by our company, no group or individual shall take excerpts of or copy all or part of these

instructions nor transmit the contents of these instructions by any means.

The products described in this manual may include software that is copyrighted by our company and its possible
licensors. No one may copy, publish, edit, take excerpts of, decompile, decode, reverse-engineer, rent, transfer,
sublicense, or otherwise infringe upon the software's copyright unless authorized by the copyright holder(s). This is

subject to relevant laws prohibiting such restrictions.

As this product is regularly updated, we cannot guarantee exact consistency between the actual
product and the written information in this manual. Our company claims no responsibility for any

disputes that arise due to differences between the actual technical parameters and the descriptions

in this document. The manual is subject to change without prior notice.

______________________________________________________________________________________



About This Manual

This manual introduces the operations, interfaces and functions of Linux Visible Light Product. For installation,

please refer to the Quick Start Guide of the product accordingly.

Features and parameters with Y are not available in all devices.

All pictures shown are for illustration purpose only. Pictures in this manual may not be exactly consistent with

the actual products.
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1 Notice for Use

1.1 Finger Positioning %

Recommended fingers: index, middle, or ring fingers; avoid using the thumb or pinky, as they are difficult to

accurately press onto the fingerprint reader.

»  Proper fingerprint placement:

F "’:’":"":":"’“":"1 ] Press your finger onto the fingerprint reader.
I- ) Ensure that the center of your finger is aligned with the fingerprint
| [ e : .

I-", ol «%_ 1 reader.

»  Improper fingerprint placement:

A LN (PR L

Too close to the edge Vertical Crooked Too low

NOTE: Please use the correct method when pressing your fingers onto the fingerprint reader for registration and

identification. Our company will assume no liability for recognition issues that may result from incorrect usage of

the product. We reserve the right of final interpretation and modification concerning this point.
1.2 Standing Position, Facial Expression and Standing Posture

® Therecommended distance

l ",
)

The distance between the device and a user whose height is within
L 14m-1.8m is recommended to be 0.5m. Users may slightly move
forwards and backwards to improve the quality of facial images

‘ captured.

",

m
il ek
. -
o I . R T e T M

3.5m

® Facial expression and standing posture

YES
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YES

Note: During enrolment and verification, please remain natural facial expression and standing posture.
1.3 Face Registration

Try to keep the face in the center of the screen during registration. Please face the camera and stay still during face

registration. The page looks like this:

1 | Enrodl Face

2 Linux Visible Light Product User Manual



1.4 Standby Interface

After connecting the power supply, enter the following standby interface:

M A-08-15 - 55 = -]

15:51

2019-06-13  Thursday

Welcomea

Notes:

1. Click — toenterthe User ID input interface.
2. When there is no super administrator set in the device, click - to enter the menu. After setting the super
administrator, it requires the super administrator’s verification before entering the menu operation. For the

security of the device, it is recommended to register super administrator the first time you use the device.

3. % The switch of punch state can be done directly by using the screen shortcut keys. Click anywhere on the

screen without icons, and six shortcut keys appear, as shown in the figure below:

Linux Visible Light Product User Manual 3



2018-08-14 1555 & B

Chahiin Chagk-Dul
oDl Brmaik-In
Cvarima-in Crvariima- Gl

Press the corresponding shortcut key to select the current punch state, which is shown in green. Please refer to "7.5

Shortcut Key Mappings" below for the specific operation method.
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1.5 Virtual Keyboard

Tl

ESC

Note: The device supports the input of English, numbers and symbols. Click [En] to switch to English keyboard.
Press [123] to switch to the numeric and symbolic keyboard, and click [ABC] to return to the alphabetic keyboard.
Click the input box, virtual keyboard appears. Click [ESC] to exit the input.
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1.6 Verification Mode

1.6.1 Fingerprint Verification %

® 1:N fingerprint verification mode

Compares the fingerprint that is being pressed onto the fingerprint reader with all of the fingerprint data that is
stored in the device.

The device will enter the fingerprint authentication mode when a user presses his/her finger onto the fingerprint
scanner.

Please follow the correct way to place your finger onto the sensor. For details, please refer to section 7.7 Finger
Positioning.

Verification is successful.

]
Lsar D 1
iy =.'|_|"|.'-'|'|I
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Verification is failed.

k|

Failed to varlfy

IFagal Frgegrinl
Ligar D
wmiihy '-'I'IJFI'.I'Illl

® 1:1 fingerprint verification mode

Compares the fingerprint that is being pressed onto the fingerprint reader with the fingerprints that are linked to

User ID input via the virtual keyboard.

Users may try verifying their identities with 1:1 verification mode when they cannot gain access with 1: N
authentication method.

Clickthe "~ button on the main screen to enter 1:1 fingerprint verification mode.

1. Input the user ID and press [OK].
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e B Y - o

LRk ]

If the user has registered face and password in addition to his/her fingerprints and the verification method is set to

fingerprint/ password/ face verification, the following screen will appear. Select the fingerprint icon

fingerprint verification mode.

[ETT A

2. Press the fingerprint to verify.

@ 2 o

i

(©

to enter
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3. Verification is successful.

I

= L[5 s

Succassiully verifiad

Home A
Lipay 1D 1
Warily . Fngareini

4 Verification is failed.

I

=2 183

Failed to varlly

[Fagal Fngaein|
Usar D §
Wiy - Fingarpiini
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1.6.2 Password Verification

Compare the entered password with the registered User ID and password.

Click the = button on the main screen to enter the 1:1 password verification mode.

1. Input the user ID and press [OK].

1 2 3 &

4 5 6 o

T 8 9 w
£st 0 1 o

If an employee registers face and fingerprint in addition to password, the following screen will appear. Select the

? icon to enter password verification mode.
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g 10 1

2. Input the password and press [OK].

e
)
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Verification is successful.

Verification is failed.

Home | &
Ll 1D | 1

Vaiily - Paaswon

Faibed to varily
Emout Invalid passwaornd
Ligar D 1

Waiily - Py ianart
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1.6.3 Facial Verification

® 1:N face verification
Compare the acquired facial images with all face data registered in the device. The following is the pop-up prompt

box of comparison result.

= B5c13:00

i)
11

. 410 T

® 1:1 face verification

Compare the face captured by the camera with the facial template related to the entered user ID.

Press = on the main interface and enter the 1:1 facial verification mode.

1. Enter the user ID and click [OK].
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LRk ]

If an employee registers password and fingerprint in addition to face, the following screen will appear. Select the

‘ icon to enter face verification mode.

I

== -

Imierr 1002 1

® R o

After successful verification, the prompt box "successfully verified" will appear.
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e LY =]

Marm A
Liser 01
Weily  Fate

LS

If the verification is failed, it will prompts “Please adjust your position!”.
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1.6.4 Combined Verification %

To increase security, this device offers the option of using multiple forms of verification methods. A total of 11

different verification combinations can be used, as shown below:

= Warficaton Moda
® | Agply roup Modoe

() PaaswordFingeeprndFace
("1 Fingemint snly

() User ID anly

() Password

[ Lhissd |0 Fingaepsning

[} FingenprintsPassword

() Wsar 1D Fingarprings Password
) Faza Oy

() Face+Frgempsinl

() FaoosPassword

I;___i Fi i+ Fimgarpeini+ PRsswond

Notes:
1) "/"means‘or’ and "+" means“and"

2)  You must register the required verification information before using the combination verification mode,
otherwise the verification may fail. For example, if a user uses Face Registration but the verification mode is

Face + Password, this user will never pass verification.
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2 Main Menu

Press . on theinitial interface to enter the main menu, as shown below:
= L PRAR T
. _.I'_ -~ )
) Wy
Lnmr kgt [ SO Svalnn
EH, J e
Feesige Claln i Arreee Comd | LESA Wlaeper
' : i =
- (=
Afisdancs Aerirlel Swtuti beln
Items Descriptions
User Mgt. To add, edit, view, and delete basic information about a user.
To set the permission scope of the custom role and enroller¥, that is, the rights to operate
User Role
the system.
COMM. To set the relevant parameters of network, PC connection, cloud server and Wiegand.
To set parameters related to the system, including date & time, attendance/access logs setting,
System
face, fingerprinty parameters, reset to factory and USB upgrade k.
Personalize To customize settings of interface display, voice, bell, punch state options and shortcut key .
Data Mgt. To delete all relevant data in the device.

Access Control

To set the parameters of the lock and the relevant access control device.

USB Manager
*

To upload or download specific data from a USB drive.

Attendance
Search

Query the specified attendance/access record, check attendance photos and blacklist photos.

Linux Visible Light Product User Manual
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To automatically test whether each module functions properly, including the LCD, voice,
Autotest
fingerprint sensor¥, camera and real-time clock.

System Info To view data capacity, device and firmware information of the current device.

3 User Management

3.1 Adding Users

Click User Mgt. on the main menui.
= User Mt
e LISeT

Al Usgrs

Dhsplay Shyle

Click New User.
® Register a User ID and Name

Enter the user ID and name.

i Plaee Llear

Llear (O 2
Maire

Lizear Sz ornial Usar
Fingerprrd a
Face a
FPaaawand

Llzaar =taaila a

Loz Contol Foc

Notes:

1) Auser name may contain 17 characters.

2)  The user ID may contain 1-9 digits by default.

3)  During the initial registration, you can modify your ID, which cannot be modified after registration.
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4)  Ifamessage "Duplicated ID" pops up, you must choose another ID.

® Setting the User Role

There are two types of user accounts: the normal user and the super admin. If there is already a registered
administrator, the normal users have no rights to manage the system and may only access authentication
verifications. The administrator owns all management privileges. If a custom role is set, you can also select user

defined role permissions for the user.

Click User Role to select Normal User or Super Admin.

- | User Hale

Mrarayial Lt
L | ing] e |

Lid =t Aflimam

Note: If the selected user role is the Super Admin, the user must pass the identity authentication to access the
main menu. The authentication is based on the authentication method(s) that the super administrator has

registered. Please refer to 7.6 Verification Method.
® Register fingerprintyk

Click Fingerprint to enter the fingerprint registration page. Select the finger to be enrolled.
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Plaase selec! Mo Brger o be ennalad

Press the same finger on the fingerprint reader three times. Green indicates that the fingerprint was enrolled

successfully.
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® Register face
Click Face to enter the face registration page. Please face the camera and stay still during face registration. The

registration interface is as follows:

al fnrcdl Face

® Register password
Click Password to enter the password registration page. Enter a password and re-enter it. Click OK. If the two

entered passwords are different, the prompt "Password not match" will appear.
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Passnond

1 2 3 &
4 5 6 ~
F i B g o
TS0 0 17

Note: The password may contain one to eight digits by default.

® Register user photo

When a user registered with a photo passes the authentication, the registered photo will be displayed.

Click User Photo, click the camera icon to take a photo. The system will return to the New User interface after
taking a photo.
Note: While registering a face, the system will automatically capture a picture as the user photo. If you do not want

to register a user photo, the system will automatically set the picture captured as the default photo.

® Access Control Rolex

User access control sets the door unlocking rights of each person, including the group that the user belongs to, the
verification mode, duress fingerprint and whether to apply group time period.

Click Access Control Role > Access Group, assign the registered users to different groups for better management.
New users belong to Group 1 by default, and can be reassigned to other groups. The device supports up to 99
access control groups.

Select verification mode for the user, click Access Control Role > Verification Mode.

Duress Fingerprint: The user may specify one or more fingerprints that have been registered as a duress
fingerprint(s). When press the finger corresponding to the duress fingerprint on the sensor and pass the verification,
the system will immediately generate a duress alarm.

Select whether to apply group time period.
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| Acongs Conirod | Wanhoaton Moo

Aoress Gavun 1 8] Apply Group Modo
yerileniion Modas Appay Tardup Menla I:I Passracrl FingasprirFacs
Buress Fingargning 1 s iraes] l:-:l Fingarpeinl anly
Appiy Group T Penod ( () User 1B onby

() Pasgaced

() User ID+Fingarpring

() Fingemprints Passaon

(1 Wsar |0 Fingerprings Passwarnd
() Face Oeiy

I:I Face+Frgemrinl

() Fape+Easswond

I:I Faco+Firgapeinis Passwond

3.2 Search for Users
Click the search bar on the user list and enter the retrieval keyword (The keyword may be an ID, surname or full

name.). The system will search for the users related to the information.

g | All Laery

o
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3.3 Edit Users

Choose a user from the list and click Edit to enter the edit user interface:

o Lter 14 = Fdll -1 &

=l Llsar [ i

Jclzz Flare a,
Lzar Szl Wermnl User
Fingerpnnd 1
Face 1
Paggwend 0 eewiin
Llssar =z u]

Lcoznns Condol Foo

Note: The operation of editing a user is the same as that of adding a user, except that the user ID cannot be

modified when editing a user. Operation method refers to "3.1 new users"

3.4 Deleting Users

Choose a user from the list and click Delete to enter the delete user interface. Select the user information to be

deleted and click OK.

Note: If you select Delete User, all information of the user will be deleted.
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4 User Role

If you need to assign some specific permissions to certain users, you may edit the “User Defined Role” under the

User Role menu.

You may set the permission scope of the custom role (up to 3 roles) and enrollery, that is, the permission scope of

the operation menu.

Click User Role on the main menu interface.

= User Hole

E User Defmed Bole 1
[! User Defined Aole 2

ﬂ Lises Dehmed Bole 3

E Enwalles

1. Click any item to set a defined role. Click the row of Enable Defined Role to enable this defined role. Click Name

and enter the name of the role.
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| Lszr Jefred Fole L

=olde Telicwl Bnle
Jame LaorDefred Aole

Jelive Loy 140

2. Click Define User Role to assign the privileges to the role. The privilege assignment is completed. Click Return.

s | Usar Dafined Bk 1

[ uimer Mg, Mirws L
Comm. #ll Users
Sysiom Dispiay Style
Paracrali se
Drata Mgl
Ancess Confrol
LISE Maragar

Alleniarcs Search

Auloles

Cyatam Inda

Note: During privilege assignment, the main menu is on the left and its sub-menus are on the right. You only need
to select the features in sub-menus. If the device has a role enabled, you may assign the roles you set to users by

clicking User Mgt. > New User > User Role.
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User Hale

|

If no super administrator is registered, the device will prompt "Please enroll super admin first!” after clicking the

enable bar.
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5 Communication Settings

Set parameters of the network, PC connection, cloud server and Wiegand.

Tap COMM. on the main menu.

] erema

—

L PO Commbpion
vrd
|
f | Clioit] Sarvne =alirg

B wegand Sonur

5.1 Network Settings

When the device needs to communicate with a PC over the Ethernet, you need to configure network settings and
ensure that the device and the PC are connecting to the same network segment.

Click Ethernet on the Comm. Settings interface.
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—

Etherned

F addiress 150 165 143.1%0
Submeet Mask 15 5 1550
o] iy 192.168.165.1
DS u0u0.a
TCP COMM. Part

HCP

Display in Status Bas B

Item Descriptions

The factory default value is 192.168.1.201. Please adjust them according to the
IP Address

actual network situation.

The factory default value is 255.255.255.0. Please adjust them according to the
Subnet Mask

actual network situation.

The factory default address is 0.0.0.0. Please adjust them according to the actual
Gateway

network situation.

The factory default address is 0.0.0.0. Please adjust them according to the actual
DNS

network situation.

The factory default value is 4370. Please adjust them according to the actual
TCP COMM. Port

network situation.

c Dynamic Host Configuration Protocol, which is to dynamically allocate IP

DHCP

addresses for clients via server.

Display in Status Bar

To set whether to display the network icon on the status bar.

Linux Visible Light Product User Manual
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5.2 PC Connection

To improve the security of data, please set a Comm Key for communication between the device and the PC.
If a Comm Key is set, this connection password must be entered before the device can be connected to the PC
software.

Click PC Connection on the Comm. Settings interface.

) L unrer e

Cedn e a
Cowic IC 1
Item Descriptions
Comm Key: The default password is 0, which can changed. The Comm Key may
Comm Key
contain1-6 digits.
Identity number of the device, which ranges between 1 and 254. If the
Device ID communication method is RS232/RS485, you need to input this device ID in the

software communication interface.
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5.3 Cloud Server Setting

This represents settings used for connecting with the ADMS server.

Click Cloud Server Setting on the Comm. Settings interface.

D

Server made A0k E

Enable Demain kame

Server faddress 0000

Server port A0ET

Frialile Prosy Server

Claud Serser Seiting

Item

Description

Enable Domain
Server Address
Name

When this function is enabled, the domain name mode “http://.." will be
used, such as http://www.XYZ.com, while “XYZ" denotes the domain

name when this mode is turned ON.

Disable Domain Server Address

IP address of the ADMS server.

Name
Server Port Port used by the ADMS server.
Enable Proxy When you choose to enable the proxy, you need to set the IP address
Server and port number of the proxy server.
5.4 Wiegand Setup

To set the Wiegand input and output parameters.

Click Wiegand Setup on the Comm. Settings interface.
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= hiegand setup

wiegand Input

wiegand Output

»  Wiegand input

i wiczand Qptions

wiezand Mermat

Wiezand Bits 16

Pulss widthius! 100

Fulzs Intersal lus) 100

I Type Gaddms ki e
Item Descriptions
Wiegand Format Values range from 26 bits, 34 bits, 36 bits, 37 bits, and 50 bits.
Wiegand Bits Number of bits of Wiegand data.

The value of the pulse width sent by Wiegand is 100 microseconds by default, which
Pulse Width(us)

can be adjusted within the range of 20 to 100 microseconds.

The default value is 1000 microseconds, which can be adjusted within the range of
200 to 20000 microseconds.

Pulse Interval(us)

ID Type Select between User ID and badge number.

Definitions of various common Wiegand formats:

Wiegand Format | Definitions

Wiegand26 ECCCCCCCCCcccoeccceecccceco
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Consists of 26 bits of binary code. The 1% bit is the even parity bit of the 2" to 13" bits,
while the 26" bit is the odd parity bit of the 14" to 25" bits. The 2" to 25" bits are the card

numbers.

Wiegand26a

ESSSSSSSSCCCCCCCCCCCCCCcco
Consists of 26 bits of binary code. The 1% bit is the even parity bit of the 2" to 13" bits,
while the 26" bit is the odd parity bit of the 14™ to 25" bits. The 2" to 9" bits are the site

codes, while the 10" to 25" bits are the card numbers.

Wiegand34

ECCCCCCCCCCCCCccCccccccecccccccccco
Consists of 34 bits of binary code. The 1% bit is the even parity bit of the 2" to 17" bits,
while the 34" bit is the odd parity bit of the 18" to 33" bits. The 2" to 25" bits are the card

numbers.

Wiegand34a

ESSSSSSSSCCCCCCCCCCCCCCcCceccceccco
Consists of 34 bits of binary code. The 1% bit is the even parity bit of the 2" to 17 bits,
while the 34" bit is the odd parity bit of the 18" to 33" bits. The 2" to 9™ bits are the site

codes, while the 10™ to 25™ bits are the card numbers.

Wiegand36

OFFFFFFFFFFFFFFFFCCCCCCCCCCCCCCCCMME

Consists of 36 bits of binary code. The 1% bit is the odd parity bit of the 2" to 18" bits,
while the 36" bit is the even parity bit of the 19" to 35" bits. The 2™ to 17 bits are the
device codes. The 18" to 33" bits are the card numbers, and the 34" to 35" bits are the

manufacturer codes.

Wiegand36a

EFFFFFFFFFFFFFFFFFFCCCCCCCCCCCCCCCCOo
Consists of 36 bits of binary code. The 1% bit is the even parity bit of the 2" to 18" bits,
while the 36" bit is the odd parity bit of the 19" to 35" bits. The 2" to 19" bits are the

device codes, and the 20™ to 35" bits are the card numbers.

Wiegand37

OMMMMSSSSSSSSSSSSCCCCCCCCCCCCCCCCCCCE

Consists of 37 bits of binary code. The 1* bit is the odd parity bit of the 2™ to 18" bits,
while the 37" bit is the even parity bit of the 19" to 36" bits. The 2" to 4™ bits are the
manufacturer codes. The 5" to 16™ bits are the site codes, and the 21 to 36™ bits are the

card numbers.

Wiegand37a

EMMMFFFFFFFFFFSSSSSSCCCCCCCCCCCCCCCCo

Consists of 37 bits of binary code. The 1% bit is the even parity bit of the 2" to 18" bits,
while the 37" bit is the odd parity bit of the 19" to 36" bits. The 2™ to 4" bits are the
manufacturer codes. The 5™ to 14™ bits are the device codes, and15" to 20" bits are the

site codes, and the 21 to 36" bits are the card numbers.

Wiegand50

ESSSSSSSSSSSSSSSSCCCCCCCCCCCCCCCCCcCcccccccccccccco
Consists of 50 bits of binary code. The 1% bit is the even parity bit of the 2" to 25" bits,
while the 50" bit is the odd parity bit of the 26" to 49" bits. The 2" to 17" bits are the site

codes, and the 18™ to 49™ bits are the card numbers.
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“C "denotes the card number; “E” denotes the even parity bit; “O” denotes the odd parity bit; “F" denotes the

facility code; “M" denotes the manufacturer code; “P” denotes the parity bit; and “S” denotes the site code.

»  Wiegand output

o wiczand dpticns
wiezand Moermat
WIEEENE nUEpUt bits i6
Failzd 10 C
Site Cole b
Fuilss Widthlis! 1amn
Fulses inlervalius By
ITh Ty el pe: B o
Item Descriptions
Wiegand Format Values range from 26 bits, 34 bits, 36 bits, 37 bits, and 50 bits.
After choosing the Wiegand format, you can select one of the corresponding output digits
Wiegand output bits
in the Wiegand format
led If the verification is failed, the system will send the failed ID to the device and replace the
Failed ID
card number or personnel ID with the new ones.
It is similar to the device ID. The difference is that a site code can be set manually, and is
Site Code

repeatable in a different device. The valid value ranges from 0 to 256 by default.

The time width represents the changes of the quantity of electric charge with
Pulse Width(us)
high-frequency capacitance regularly within a specified time.

Pulse Interval(us) The time interval between pulses.

ID Type Select between User ID and badge number.
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6 System Settings

Set related system parameters to optimize the performance of the device.

Click System on the main menu interface.

Sysiam
Dabz Tarsd
LR S T e
Face

D Fingenprint

Rl

6.1 Date and Time

Click Date Time on the System interface.
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= Dl Tima

Mlanual dale ard fmae
Fd-Hiour Tirress .
Ciale Formal - R 0

Cavlight Saving Time

1.You can manually set date and time and click Confirm to save.

2. Click 24-Hour Time to enable or disable this format and select the date format.
% 3. Click Daylight Saving Time to enable or disable the function. If enabled, select a daylight saving mode and set

the switch time.

= Nepllight Sawing SeLIp = Negplight Seving AL

St Monlh 1 el Doty (IR ET
St Waak 1 Tt Tives HIM K]
Ewt Day Surelay Erd Data 0000
St imee dG: 0o ered Time dG: 0o
Ervd Menin 1

Erel Wank 1

Ervl Oy Svrelay

ered lime a0
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Week mode Date mode
When restoring the factory settings, the time (24-hour) and date format (YYYY-MM-DD) can be restored, but the

device date and time cannot be restored.

5Note; For example, the user sets the time of the device (18:35 on March 15, 2019) to 18:30 on January 1, 2020.
After restoring the factory settings, the time of the equipment will remain 18:30 on January 1, 2020.

6.2 Attendance/Access Logs Setting

Click Attendance/Access Logs Setting on the System interface.
pam | Atterdnnca
Cuplicaie Purch Parnod|m) Mo
Camara WModa Mo |
Dimplay Lser Phala
Alpharumenc User ID
Abnmcdanos Log Abart
Ciyelic Dalate ATT Dails Diieaatobest]
Cyclic Delete ATT Phodo
Cyclic Dedade Blackisi Phailo
Canfirm Seraen Dalag|s)
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Item Description
Duplicate Punch Within the set time range, the attendance record of the same person will not be
Period (m) saved; the valid value ranges from 1 to 999999 minutes.

Whether to capture and save the current snapshot image during verification. There

are 5 modes:
No Photo: No photo is taken during user verification.
Take photo, no save: Photo is taken but is not saved during verification.
Camera Mode
Take photo and save: Photo is taken and saved during verification.
Save on successful verification: Photo is taken and saved for each successful
verification.

Save on failed verification: Photo is taken and saved during each failed verification.

Linux Visible Light Product User Manual 37



Display User Photo

Whether to display the user photo when the user passes verification.

Alphanumeric User ID

Whether to support letters in a User ID.

Attendance Log Alert/

Access Logs Warning

When remaining record space reaches a set value, the device will automatically
display a remaining record memory warning. Users may disable the function or set a

valid value between 1 and 9999.

Cyclic Delete ATT

Data/Access Records

When attendance/access records have reached full capacity, the device will
automatically delete a set value of old attendance/access records. Users may disable

the function or set a valid value between 1 and 999.

Cyclic Delete ATT
Photo

When attendance photos have reached full capacity, the device will automatically
delete a set value of old attendance photos. Users may disable the function or set a

valid value between 1 and 99.

Cyclic Delete Blacklist
Photo

When blacklisted photos have reached full capacity, the device will automatically
delete a set value of old blacklisted photos. Users may disable the function or set a

valid value between 1 and 99.

Confirm Screen

Delay(s)

The length of time that the message of successful verification displays. Valid value:

1~9 seconds.

Face Detect Interval

(s)

To set the facial template matching time interval as needed. Valid value: 0~9 seconds.

6.3 Face Parameters

Click Face on the System interface.
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Item

Description

1:N Match Threshold

Under 1:N verification mode, the verification will only be successful when the
similarity between the acquired facial image and all registered facial templates is
greater than the set value. The valid value ranges from 65 to 120. The higher the
thresholds set, the lower the misjudgment rate, the higher the rejection rate, and vice

versa.

1:1 Match Threshold

Under 1:1 verification mode, the verification will only be successful when the
similarity between the acquired facial image and the facial templates enrolled in the
device is greater than the set value. The valid value ranges from 55 to 120. The higher
the thresholds set, the lower the misjudgment rate, the higher the rejection rate, and

vice versa.

Face enrollment

threshold

During face registration, 1:N verification is used to determine whether the user has
been registered. The current face is registered when the similarity between the

acquired facial image and all registered facial templates is greater than the set value.

Face pitch angle

To limit the pitch angle of face in face recognition, the recommended threshold is 20.

Face rotation angle

To limit the rotation angle of face in face recognition, the recommended threshold is

20.

Image Quality

To get the quality threshold of facial images. When the value of image quality is
greater than the set value, the device will accept the facial images and start the

algorithm processing, otherwise, the device will filter the facial images out.

LED light triggered
threshold

Detect ambient light intensity. When the ambient brightness is less than the
threshold, the fill light is turned on; When ambient brightness is greater than this

threshold, the fill light does not turn on. The default value is 80.

Motion Detection

Sensitivity

During face verification, the moving facial images collected in time are compared
with all the facial images in the device by the corresponding algorithm. If the value is
greater than or equal to the set value, it means that the verification passes; otherwise,

it means that the verification fails.

Live detection

If enabled, it will automatically detect whether there is a moving person in front of

the device.

Live detection

threshold

Detect whether there is a moving person in front of the device to determine whether
face recognition is enabled. The default value is 100. The valid value ranges from 0 to

100.

Notes

Improper adjustment of the exposure and quality parameters may severely affect the
performance of the device. Please adjust the exposure parameter only under the

guidance of the after-sales service personnel of our company.

Linux Visible Light Product User Manual 39



6.4 Fingerprint Parametersy

Click Fingerprint on the System interface.
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Item Descriptions

Under 1:1 verification method, the verification will only be successful when the similarity
1:1 Match between the acquired fingerprint data and the fingerprint template associated with the
Threshold

entered user ID enrolled in the device is greater than the set value.

Under 1:N verification method, the verification will only be successful when the similarity
1:N Match between the acquired fingerprint data and the fingerprint templates enrolled in the device
Threshold

is greater than the set value.

To set the sensibility of fingerprint acquisition. It is recommended to use the default level
FP Sensor “Medium”. When the environment is dry, resulting in slow fingerprint detection, you can set
Sensitivity the level to "High” to raise the sensibility; when the environment is humid, making it hard to

identify the fingerprint, you can set the level to “Low".
1:1 Retry In 1:1 Verification, users might forget the registered fingerprint, or press the finger
Times improperly. To reduce the process of re-entering user ID, retry is allowed.
Fingerprint To set whether to display the fingerprint image on the screen during fingerprint enrollment
Image or verification. Four choices are available:
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Item Descriptions

Show for enroll: to display the fingerprint image on the screen only during enroliment.
Show for match: to display the fingerprint image on the screen only during verification.

Always show: to display the fingerprint image on screen during enrollment and verification.

None: not to display the fingerprint image.

6.5 Factory Reset

Restore the device, such as communication settings and system settings, to factory settings (Do not clear

registered user data).

Click Reset on the System interface.
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Click OK to reset.

6.6 USB Upgradek

Click USB Upgrade on the System interface.
The device's firmware program can be upgraded with the upgrade file in a USB drive. Before conducting this
operation, please ensure that the USB drive contains the correct upgrade file and is properly inserted into the

device.
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7. Personalize Settings

You may customize interface settings, voice, bell, punch state options and shortcut key mappings.

Click Personalize on the main menu interface.
Porsortlirg
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7.1 Interface Settings

You can customize the display style of the main interface.

Click User Interface on the Personalize interface.
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Item Description
Wallpaper To select the main screen wallpaper according to your personal preference.
Language To select the language of the device.

Menu Screen Timeout

(s)

When there is no operation, and the time exceeds the set value, the device will
automatically go back to the initial interface. You can disable the function or set the

value between 60 and 99999 seconds.

Idle Time To Slide
Show (s)

When there is no operation, and the time exceeds the set value, a slide show will be

played. It can be disabled, or you may set the value between 3 and 999 seconds.

Slide Show Interval (s)

This refers to the time interval switching different slide show pictures. The function

can be disabled, or you may set the interval between 3 and 999 seconds.

Idle Time To Sleep (m)

If you have activated the sleep mode, when there is no operation, the device will
enter standby mode. Press any key or finger to resume normal working mode. You

can disable this function or set a value within 1-999 minutes.

Main Screen Style

To select the main screen style according to your personal preference.
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7.2 Voice Settings

Click Voice on the Personalize interface.
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Item Description
Voice Prompt Select whether to enable voice prompts during operating.
Touch Prompt Select whether to enable keypad sounds.
Volume Adjust the volume of the device; valid value: 0-100.
7.3 Bell Schedules%
Click Bell Schedules on the Personalize interface.
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® Adda bell
1. Click New Bell Schedule to enter the adding interface:
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Item Description

Bell Status Set whether to enable the bell status.

Bell Time At this time of day, the device automatically rings the bell.

Repeat Set the repetition cycle of the bell.

Ring Tone Select a ring tone.

Internal bell delay(s) Set the duration of the internal bell. Valid values range from 1 to 999 seconds.

2. Back to the Bell Schedules interface, click All Bell Schedules to view the newly added bell.

® Edita bell
On the All Bell Schedules interface, tap the bell to be edited.

Click Edit, the editing method is the same as the operations of adding a bell.

® Delete a bell
On the All Bell Schedules interface, tap the bell to be deleted.

Tap Delete and select [Yes] to delete the bell.

7.4 Punch State Optionsk

Click Punch State Options on the Personalize interface.
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Item Description
To select a punch state mode, which can be:
Off: To disable the punch state key function. The punch state key set under Shortcut Key
Mappings menu will not work.
Manual Mode: To switch the punch state key manually; the attendance status will be
automatically reset after timeout.
Auto Mode: The punch state key will switch to a specified status according to the
predefined schedule set under Shortcut Key Mappings.

Punch State Mode
Manual and Auto Mode: The main interface will display the auto-switch punch state
key. However, users are still able to select alternative attendance statuses. After timeout,
the manually switching punch state key will become auto-switch punch state key.
Manual Fixed Mode: After the punch state key is manually switched, the punch state
key will remain unchanged until being manually switched again.
Fixed Mode: Only the fixed punch state key will be shown. Users cannot change the
status by pressing other keys

Punch State
The time duration for the time out, i.e. remaining inactive in the main menu.

Timeout (s)

Punch State
To set whether an attendance status must be selected during verification.

Required
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7.5 Shortcut Key Mappings%

Users may define shortcuts as attendance status or functional keys. On the main interface, when the shortcut keys

are pressed, the corresponding attendance status or function interface will quickly display.

Click Shortcut Key Mappings on the Personalize interface.
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1. Click the shortcut key to enter the shortcut key setting interface, and select the function as punch state key or

function key (such as new user, all users, etc.), as shown in the figure below:
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2. If the key is defined as a function key, the setting is completed; If set to a punch state key, set the punch state

value (valid value 0~250), the name and switch time.

How to set the switch time?

The switch time is used in conjunction with the punch state options. \When the punch state mode is set to auto

mode, the switch time should be set. Select the switch period and set the switch time every day, as shown in the

figure below:
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Note: When the function is set to Undefined, the device will not enable the punch state key.
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8. Data Management

To delete the relevant data in the device.

Click Data Mgt. on the main menu interface.

[rata MgE

B3] oelete oai

8.1 Delete Data

Click Delete Data on the Data Mgt. interface.
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Item

Description

Delete Attendance
Data/Access

Records

To delete attendance data/access records conditionally.

Delete Attendance

Photo

To delete attendance photos of designated personnel.

Delete Blacklist
Photo

To delete the photos taken during verifications which are failed.

Delete All Data

To delete information and attendance logs/access records of all registered users.

Delete Admin Role

To remove administrator privileges.

Delete Access

Control

To delete all access data.

Delete User Photo

To delete all user photos in the device.

Delete Wallpaper

To delete all wallpapers in the device.

Delete screen

savers

To delete the screen savers in the device.

Note: When deleting the attendance data/access records, attendance photos or blacklisted photos, you may select

Delete All or Delete by Time Range. Selecting Delete by Time Range, you need to set a specific time range to delete
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Set the time range and click OK.
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9. Access Control

Access Control is used to set the schedule of door opening, locks control and other parameters settings related to

access control.

Click Access Control on the main menu interface.

Beonss Conind

§ Acoess Canbold Oypiinns
D Thimie SeFndlile
L ! Aolclays

L | Accoss Goups

™1 Combsnad Vi heafion

ﬂ Dursss Cinliang

To gain access, the registered user must meet the following conditions:
1.The current door unlock time should be within any valid time zone of the user time period.
2. The user's group must be in the door unlock combination (when there are other groups in the same access

combo, verification of members of those groups are also required to unlock the door).

In default settings, new users are allocated into the first group with the default group time zone and access combo

as“1" and set in unlocking state.
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9.1 Access Control Options

To set the parameters of the control lock of the terminal and related equipment.

Click Access Control Options on the Access Control interface.
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Item

Description

Gate control mode

*

Whether to turn on the gate control mode or not, when set to ON, on this interface will

remove Door lock relay, Door sensor relay and Door sensor type function.

Door Lock Delay (s)

The length of time that the device controls the electric lock to be unlock. Valid value:

1~10 seconds; 0 second represents disabling the function.

Door Sensor Delay
(s)

If the door is not closed and locked after opening for a certain duration (Door Sensor Delay), an

alarm will be triggered. The valid value of Door Sensor Delay ranges from 1 to 255 seconds.

Door Sensor Type

There are three types: None, Normal Open, and Normal Close. None means door sensor is not in
use; Normal Open means the door is always opened when electricity is on; Normal Close

means the door is always closed when electricity is on.

Door Alarm Delay

(s)

When the state of the door sensor is inconsistent with that of the door sensor type, an alarm will
be triggered after a specified time period, i.e. the Door Alarm Delay. The valid value ranges from

110 999 seconds. 0 means immediate alarm.

Retry Times to

Alarm

When the number of failed verification reaches a set value, which ranges from 1 to 9

times, an alarm will be triggered. If the set value is “None’, the alarm will never be
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triggered due to failed verifications.

Door available

time periodk

To set time period for door, so that the door is available only during this.

Normal Close Time

Period

Scheduled time period for “Normal Close” mode, so that no one can gain access during

this period.

Normal Open Time

Period

Scheduled time period for “Normal Open”mode, so that the door is always unlocked

during this period.

Master deviceyk

When setting up the master and slave, the status of the master can be set to out or in.
Out: The record verified on the host is the exit record.

In: The record verified on the host is the entry record.

Auxiliary input

configuration

Set the door unlock time period and auxiliary output type of the auxiliary terminal
device. Auxiliary output types include None, Trigger door open, Trigger Alarm, Trigger

door open and Alarm.

Valid holidays

To set if Normal Close Period or Normal Open Period settings are valid in set holiday time

period. Choose ON to enable the functions during holiday.

Speaker Alarm

To transmit a sound alarm or disassembly alarm from the local. When the door is closed

or the verification is successful, the system will cancel the alarm from the local.

The restored access control parameters include door lock delay, door sensor delay, door

Reset Access

sensor type, normal close time period, normal open time period, auxiliary input
Setting

configuration and alarm. However, erased access control data in Data Mgt. is excluded.
9.2 Time Schedule

The entire system can define up to 50 time periods. Each time period represents seven time zones, i.e. one week,

and each time zone is a valid time period within 24 hours per day. User can only verify within the valid time period.

Each time zone format of the time period: HH MM-HH MM, which is accurate to minutes according to the 24-hour

clock.

Click Time Schedule on the Access Control interface.

1. Click the grey box to input a time zone to search. Enter the number of time zone (maximum: 50 zones).
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2. Click the date on which time zone settings is required. Enter the starting and ending time, and then press OK.
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Notes:

1. When the ending time is earlier than the starting time, such as 23:57~23:56, it indicates that access is prohibited
all day; when the ending time is later than the starting time, such as 00:00~23:59, it indicates that the interval is
valid.

2. The effective time period to unlock the door: open all day (00:00~23:59) or when the ending time is later than the
starting time, such as 08:00~23:59.

3.The default time zone 1 indicates that door is open all day long.

9.3 Holiday Settings

Whenever there is a holiday, you may need a special access time; but changing everyone's access time one by one
is extremely cumbersome, so you can set a holiday access time which is applicable to all employees, and the user

will be able to open the door during the holidays.

Click Holidays on the Access Control interface.
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® Add a New Holiday
Click Add Holiday on the Holidays interface and set the holiday parameters.
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® Edita Holiday

On the Holidays interface, select a holiday item to be modified. Click Edit to modify holiday parameters.

® Delete a Holiday

On the Holidays interface, select a holiday item to be deleted and click Delete. Click OK to confirm deletion. After

deletion, this holiday is no longer displayed on All Holidays interface.

9.4 Access Groupsk

This is to easily manage groupings and users in different access groups. Settings of an access group such as access
time zones are applicable to all members in the group by default. However, users may manually set the time zones
as needed. User authentication takes precedence over group authentication when group authentication modes
overlap with the individual authentication methods. Each group can set a maximum of three time zones. By default,

newly enrolled users are assigned to Access Group 1; they can be assigned to other access groups.

Click Access Groups on the Access Control interface.
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Note:

1. There is a default access group numbered 1, which cannot be deleted, but can be modified.
2. A number cannot be modified after being set.
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3. When the holiday is set to be valid, personnel in a group may only open the door when the group time zone
overlaps with the holiday time period.

4. When the holiday is set to be invalid, the access control time of the personnel in a group is not affected during
holidays.

® Edita Group

On the All Groups interface, select the access group item to be modified. Click Edit and modify access group
parameters.

® Delete a Group

On the All Groups interface, select the access group item to be deleted and click Delete. Click OK to confirm

deletion. The deleted access group is no longer displayed in All Groups.
9.5 Combined Verification Settings

Access groups are arranged into different door-unlocking combinations to achieve multiple verifications and
strengthen the security.
In a door-unlocking combination, the range of the combined number N is: 0 < N < 5, and the number of members

N may all belong to one access group or may belong to five different access groups.

Click Combined Verification on the Access Control interface.

Caombaned Verdicalion

Click the door-unlocking combination to be set. Click the up and down arrows to input the combination number,

then press OK.
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Examples:
The door-unlocking combination 1 is set as (01 03 05 06 08), indicating that the unlocking combination 1 consists
of 5 people, and the 5 individuals are from 5 groups, namely, access control group 1 (AC group 1), AC group 3, AC

group 5, AC group 6, and AC group 8, respectively.

The door-unlocking combination 2 is set as (02 02 04 04 07), indicating that the unlocking combination 2 consists
of 5 people; the first two are from AC group 2, the next two are from AC group 4, and the last person is from AC

group 7.

The door-unlocking combination 3 is set as (09 09 09 09 09), indicating that there are 5 people in this combination;

all of which are from AC group 9.

The door-unlocking combination 4 is set as (03 05 08 00 00), indicating that the unlocking combination 4 consists
of three people. The first person is from AC group 3, the second person is from AC group 5, and the third person is

from AC group 8.

Delete a door-unlocking combination

Set all group number as 0 if you want to delete door-unlocking combinations.

9.6 Duress Options Settings

If a user activated the duress verification function with specific authentication method(s), when he/she is under
coercion during authentication with such method, the device will unlock the door as usual, but at the same time a

signal will be sent to trigger the alarm.

Click Duress Options on the Access Control interface.
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Item Description

When a user uses any fingerprint to perform the 1:1 verification, an alarm signal will be
Alarm on 1:1 Match
generated, otherwise there will be no alarm signal.

Alarm on 1:N When a user uses any fingerprint to perform 1:N verification, an alarm signal will be

Match generated, otherwise there will be no alarm signal.

When a user uses the password verification method, an alarm signal will be generated,
Alarm on Password _ ‘ .
otherwise there will be no alarm signal.

Alarm signal will not be transmitted until the alarm delay time is elapsed. The value
Alarm Delay (s)
ranges from 1 to 999 seconds.

Set the 6-digit duress password. When the user enters this duress password for
Duress Password

verification, an alarm signal will be generated.
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10. USB Managerk

You can import user information, access data and other data from a USB drive to computer or other devices.
Before uploading or downloading data from or to the USB drive, insert the USB drive into the USB slot first.

Click USB Manager on the main menu interface.
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Item Descriptions

Download access
To download access data within a specified time period or all data to a USB drive

records
User Data To download all user information from the device to a USB drive
User Portrait To download all user pictures from the device to a USB drive
To download attendance photos stored in the device within a specified time period or all
Attendance Photo

attendance photos from the device to a USB drive. Picture format is JPG

To download blacklisted photos taken after failed verifications within a specified time period
Blacklist Photo

or all pictures taken after failed verifications from the device to a USB drive
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10.2 Upload
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Item Descriptions
Screen To upload a screen saver from a USB drive to the device. Before uploading, you may select Upload
Saver selected picture or Upload all pictures.
To upload a wallpaper from a USB drive to the device. Before uploading, you may select Upload
Wallpaper | selected picture or Upload all pictures. The images will be displayed on the screen after manual
settings.
User Data | To upload all user information from a USB drive to the device.
User To upload a JPG picture named with a user ID from a USB drive to the device. Before uploading, you
Portrait may select Upload Current Picture or Upload All Pictures.
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11. Attendance Search

When the identity of a user is verified, the attendance/access record will be saved in the device. This function

enables users to check their attendance/access logs.

Click Attendance Search on the main menu interface.
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The process of searching for attendance and blacklist photos is similar to that of searching for attendance/access

records. The following is an example of searching for attendance/access records.

On the Attendance Search interface, click Attendance/Access Record.
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1. Enter the user ID to be searched and click OK. If you 2. Select the time range in which the records you want
want to search for records of all users, click OK without to search for.

entering any user ID.
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3. The record search succeeds. Click the record in 4. The below figure shows the details of the selected

green to view its details. record.
p Parsonal Record Saarch =2 Fronal Rocom Saascn = IF
i T840 18040 168:40 18:80 1840 1 A a1t 1838 H 255
1640 18:40 16:38 18:30 16:12 1 A 0811 1438 15 258
18:10 18:10 i A DE-f1 e 16 3%
0812 Numisar of Fasars 20 i A D&1T1E3E 15 1
1 14:43 14:43 14:43 14:43 14:43 i B pEANITE 1 1

1443 1443 1443 14:43 1443
14:43 1443 1405 1408 1408
14:07 13:58 13:58 13:58 1384
5-11 Humber of Feconis 06
1 TE:3G 1836 10:38 18:36 18:38
1714
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12. Autotest

To automatically test whether all modules in the device function properly, which include the LCD, voice, fingerprint

sensork, camera and real-time clock (RTC).

Click Autotest on the main menu interface.
s | Aulchest
E Tesl Al

TaslLCD

Tasl Vaice

Test Fingerpnnd Sensor

Cam mesling

008 a8

Tagl Clock RTC

Item Description
Test All To automatically test whether the LCD, audio, camera and RTC are normal.

To automatically test the display effect of LCD screen by displaying full-color, pure white,
TestLCD and pure black to check whether the screen displays colors normally.

To automatically test whether the audio files stored in the device are complete and the
Test Voice

voice quality is good.

Test Fingerprint To test the fingerprint sensor by pressing a finger on the scanner to check if the acquired

fingerprint image is clear. When you are pressing a finger on the scanner, the fingerprint
Sensork

image will display on the screen.

To test if the camera functions properly by checking the pictures taken to see if they are
Camera testing
clear enough.

To test the RTC. The device tests whether the clock works normally and accurately with a
Test Clock RTC

stopwatch. Touch the screen to start counting and press it again to stop counting.
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13. System Information

With the system information option, you can view the storage status, the version information of the device, and so

on.

Click System Info on the main menu interface.

Systom info

E Device Capacty

|....: e # imlo

| ! Firivisdar® Inlo

Item

Description

Device Capacity

Displays the current device's user storage, password, fingerprinty and face storage,

administrators, attendance/access records, attendance and blacklist photos, and user

photos.

Device Info

Displays the device's name, serial number, MAC address, face algorithm version information,

platform information, and manufacturer.

Firmware Info

Displays the firmware version and other version information of the device.
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14. Connect to ZKBioSecurity Software

14.1 Set the Communication Address

» Deviceside
1. Click COMM. > Ethernet in the main menu to set IP address and gateway of the device. (Note: The IP address

should be able to communicate with the ZKBioSecurity server, preferably in the same network segment with the

server address)
2. In the main menu, click COMM. > Cloud Server Setting to set the server address and server port.

Server address: Set as the IP address of ZKBioSecurity server.

Server port: Set as the service port of ZKBioSecurity (The default is 8088).

- Ethermel 2 Cloud Serser Sewing
| P hddress | SErvE nnie AlMA
Subinet Mask Erisibile: Drrizatien S
| Crarlew ay 12.168.1¢ | serueer Adress UL
] Sefver port EIEL
FOOMM Fart . Crvalile: Prosy Serder
CP
Display n SLatus Bar

> Software side

Login to ZKBioSecurity software, click System > Communication > Communication Device to set the adms

service port, as shown in the figure below:
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14.2 Add Device on the Software

Add device by searching. The process is as follows:

1) Click Access Control > Device > Search Device, to open the Search interface.

2) Click Search, and it will prompt [Searching...... 1.

3)  After searching, the list and total number of access controllers will be displayed.

e e
|
|
[ s PO
! T T T e i
Ve P Farmre e v
s Lo ¥ oew -
[e— | - A T ] — ——
e
= CETE = g EHE T i -

4) Click Add after the device to complete adding.
14.3 Add Personnel on the Software

1. Click Personnel > Person > New:
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i I s
First Mame Last Name | |
Gemdar _ v [ | :._
Certiicals Type I " Carlificabe Number | o ) o
Social Securty Number Mokile Phone |

Reservation Code 123456 Eithetsy ' {Optimai Size 120°140).
Pusilion I—H{ Card Number I—{ =
Biological Templats uantty @ 0 § 0 Hire Date [ ]

Access Contnod Time Allendance Elevabar Conlrol [Piale Roagister Pessonne Delail

Leweis Settings 2l Supensser Ha .

o Mastar Check Al
Claar A1 Device Operaicn Role Cwrdinary Liser -

Datay Passage =
Ditsabied =
Sed Valid Time (]

2. After setting all parameters, click OK.

Note: For other specific operations, please refer to ZkBioSecurity User Manual.
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Statement on the Right to Privacy

Dear Customers:
Thank you for choosing this hybrid biometric recognition product, which was designed and manufactured by
ZKTeco. As a world-renowned provider of core biometric recognition technologies, we are constantly developing

and researching new products, and strive to follow the privacy laws of each country in which our products are sold.

We Declare That:

1. All of our civilian fingerprint recognition devices capture characteristics, not fingerprint images, and do not
involve privacy protection.

2. None of the fingerprint characteristics that we capture can be used to reconstruct an image of the original
fingerprint, and do not involve privacy protection.

3. As the provider of this device, we will assume no direct or indirect responsibility for any consequences that
may result from your use of this device.

4. If you would like to dispute human rights or privacy issues concerning your use of our product, please directly
contact your employer.

Our other police fingerprinting devices or development tools can capture original images of citizens' fingerprints.

As to whether or not this constitutes infringement of your rights, please contact your government or the final

supplier of the device. As the manufacturers of the device, we will assume no legal liability.

Note:

Chinese law includes the following provisions on the personal freedoms of its citizens:

1. There shall be no illegal arrest, detention, search, or infringement of persons;

2. Personal dignity as related to personal freedom shall not be infringed upon;

3. Adcitizen's house may not be infringed upon;

4. Aditizen's right to communication and the confidentiality of that communication is protected by law.

As a final point we would like to further emphasize that biometric recognition is an advanced technology that will
undoubtedly be used in e-commerce, banking, insurance, legal, and other sectors in the future. Every year the
world is subjected to major losses due to insecure nature of passwords. Biometric products serve to protect your

identity in high-security environments.
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Eco-friendly Use

'{-F'\ e This product's "eco-friendly use period" refers to the period during which this product will

4

\'..q) not leak toxic or hazardous substances, when used in accordance with the conditions in
this manual.

e The eco-friendly use period indicated for this product does not include batteries or other
components that are easily worn down and must be periodically replaced. The battery's

eco-friendly use period is 5 years.

Hazardous or Toxic Substances and Their Quantities

Hazardous/Toxic Substance/Element
Component Hexavalent Polybrominated
Mercury Cadmium Polybrominated
Name Lead (Pb) chromium diphenyl ethers
(Hg) (Cd) biphenyls (PBB)
(Cre+) (PBDE)
Chip Resistor X O O O O O
Chip capacitor X O O O O O
Chip inductor X O O O O O
Diode X O O O O O
ESD component X O O O O O
Buzzer X O O O O O
Adapter X O O O O O
Screws O O O X O O

O: indicates that the total amount of toxic content in all of the homogeneous materials is below the limit

requirements specified in SJ/T 11363—2006.
X indicates that the total amount of toxic content in all of the homogeneous materials exceeds the limit
requirements specified in SJ/T 11363—2006.
Note: 80% of this project's components are made using non-toxic, eco-friendly materials. Those which contain

toxins or harmful materials or elements are included due to current economic or technical limitations which

prevent their replacement with non-toxic materials or elements.
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FCC warning:
Any Changes or modifications not expressly approved by the party responsible for compliance could void
the user's authority to operate the equipment.

Note: This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection against
harmful interference in a residential installation. This equipment generates uses and can radiate radio
frequency energy and, if not installed and used in accordance with the instructions, may cause harmful
interference to radio communications. However, there is no guarantee that interference will not occur in
a particular installation. If this equipment does cause harmful interference to radio or television
reception, which can be determined by turning the equipment off and on, the user is encouraged to try to
correct the interference by one or more of the following measures:

-Reorient or relocate the receiving antenna.

-Increase the separation between the equipment and receiver.

-Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
-Consult the dealer or an experienced radio/TV technician for help.

The device has been evaluated to meet general. This equipment should be installed and operated with
minimum distance 20cm between the radiator and your body. This transmitter must not be co-located or
operating in conjunction with any other antenna or transmitter.

This device complies with part 15 of the FCC Rules. Operation is subject to the following two conditions:

This device complies with part 15 of the FCC Rules. Operation is subject to the

(1) This device may not cause harmful interference,

(2) This device must accept any interference received, including interference that may cause

undesired operation.

Supplier’ s Declaration of Conformity

47 CFR § 2.1077 Compliance Information

Unique Identifier Trade Name:Smart Access Control Terminal,
Model No. : SpeedFace—-V5L

Responsible Party - U.S. Contact Information

ZK Technology LLC DBA ZK Teco

200 Centennial Avenue, Suite 211, Piscataway, NJ 08854, US
https://www. zktechnology. com/

ZK Building, Wuhe Road, Gangtou, Bantian, Buji Town,
Longgang District, Shenzhen China 518129

Tel: +86 755-89602345
Fax: +86 755-89602394

www.zkteco.com

Copyright©2019 ZKTECO CO,, LTD. All rights reserved.
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