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About This Guide

introduction

The MK2000 MicroKiosk Product Reference Guide provides information on installing,
operating and programming the MK2000Q.

Note: Unless otherwise noted, the term MK2000 refers to allf
configurations of the device.

Chapter Descriptions

Following are brief descriptions of each chapter in this guide.

Chapter 1, MK2000 Introduction, provides an overview of the MK2000 that
includes quick start-up instructions, parts of the MK2000, features and scanning
modes.

Chapter 2, Instalfation, describes the hardware setup and installation of the
MK2000.

Chapter 3, Setup and Configuration, describes the MK2000 configuration steps.
Chapter 4, Transferring Files o the MK2000, describes how to use Microsoft®
ActiveSync for communication between the MK2000 and a host computer.

Chapter 5, Resident Demo Application, describes the browser-based Resident
Demo Application. Includes an operational overview of the MK2000 using the
Demo application.

Chapter 6, System Features, describes the wide range of capabilities used to
support independent application development on the MK2000.

Xi
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Xii

Chapter 7, Soflware Development Environments, describes the software
development applications.

Appendix A, Technical Specifications, provides technical information about
MK2000.

Appendix B, Spectrum24 Nelwork Configuration describes how to configure the
Spectrum?24 wireless connection.

Appendix C, AirBeam Smart describes the AirBeam Smart product, and how it is
used to transfer software packages between a host computer and the MK2000.
Appendix D, Demo Application Bar Codes, provides the sample bar codes that are
required for use with the Demo Applications.

Appendix E, Terminal Configuration Manager, provides the TCM (Terminal
Configuration Manager) overview. TCM is used to specify and load files into the
flash memory of the MK2000 using the terminal’s Initial Program Loader {IPL).
Appendix F, Upgrade Procedtires, provides instructions on using the IPL mode to
upgrade flash partitions.

Appendix G, Troubleshooting, provides troubleshooting procedures for correcting
problems encountered with the MK2000.

Appendix H, Setting Scanner Parameters provides a table which lists the defaults
for all scanning parameters.

Glossary, provides definitions of technical terms used in this document.
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Notational Conventions

This document uses these conventions:

L]

“User” refers to anyone using an application on the terminal.

“You" refers to the End User, System Administrator or Technical Support person
using this manual as a reference to install, configure, operate, maintain and
troubleshoot the MK2000.

{lalics are used to highlight specific items in the general text, and to identify
chapters and sections in this and related documents. It also identifies names of
windows, menus, menu items, and fields within windows.

BOLD identifies buttons to be tapped or clicked.

Bullets (+) indicate: '

» lists of alternatives or action items.

« lists of required steps that are not necessarily sequential.

Numbered lists indicate a set of sequential steps, i.e., those that describe step-by-
step procedures.

Related Publications

The following is a list of documents that may provide additional useful information about
configuring the MK2000:

MK2000 Quick Reference Guide, pin 72-57769-xx

MK2000 SDK (Software Development Kit}, p/n MK2000CESDK-x.xx

MK2000 SMDK (Symbol Mobility Developer Kit) for NET

AirBeam Package Builder Product Reference Guide, p/n 72-55769-xx

MK2000 PCK Product Reference Guide, p/n 72-65252-xx

MK 2000 MSR Magnelic Stripe Reader Quick Reference Guide, p/n 72-34435-xx

Service Information

For equipment problems, contact the Symbot Support Center. Before calling, have the
model number and serial number at hand.

Call the Support Center from a phone near the equipment so that the service person can
try to talk you through the problem. If the equipment is found to be working properly and the

xiii
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problem is symbol readability, the Support Center will request samples of your bar codes
for analysis at our plant.

If the problem cannot be sclved over the phone, you may need to return the equipment for
servicing. If that is necessary, you will be given specific directions.

Symbol Support Center

For service information, warranty information or technical assistance contact or call the

Symbol Support Center in:

United States

Symbol Technologies, Inc.

One Symbol Plaza

Holtsville, New York 11742-1300
1-800-653-5350

United Kingdom
Symbol Technologies
Symbol Place

winnersh Triangle, Berkshire RG41 5TP

United Kingdarmn
0800 328 2424 (Inside UK)
+44 118 945 7529 (Outside UK)

Australia

Symbol Technologies Pty. Lid.

432 St Kilda Road

Melboumne, Victoria 3004
1-800-672-906 (Inside Australia)
+61-3-9866-6044 (Outside Australia)

Denmark/Danmark

Symbol Technologies AS

Dr. Neergaardsvej 3

2870 Harsholm

7020-1718 (Inside Denmark)
+45-7020-1718 (Outside Denmark)

Xiv

Canada

Symbol Technologies Canada, Inc.
2540 Matheson Boulevard East
Mississauga, Ontario, Canada L4W 4Z2
905-629-7226

Asla/Pacific

Symbol Technologies Asia, Inc.
230 Victoria Street #04-05

Bugis Junction Office Tower
Singapore 188024

337-6588 (Inside Singapore)
+655-337-6588 (Outside Singapore)
Austria/Osterreich

Symbol Technologies Austria GmbH
Prinz-Eugen Strasse 70/ 2.Haus
1040 Vienna, Austria
01-5055794-0 {Iinside Austria)
+43-1-5055794-0 {Qutside Austria)

Europe/Mld-East Distributor Operations
Conlact your local distributor or call
+44 118 845 7360



Finland/Suomi

Oy Symbol Technolagies
Kaupintie B A 6

FIN-00440 Helsink], Finland

9 5407 580 (Inside Finland)

+358 9 5407 580 (Oulside Finland)

Gennany/Deutchland

Symbol Technologies GmbH
Waldstrasse 66

D-63128 Dietzenbach, Germany
6074-49020 (Inside Germany)
+49-6074-49020 (Quiside Germany)

Latin America Sales Support

2730 University Dr.

Coral Springs, FL 33065 USA
1-800-347-0178 (Inside United States)
+1-954-255-2610 {Qutside United States)
954-340-9454 (Fax)

Netherlands/Nederland

Symbol Technologies

Kerkplein 2, 7051 CX

Postbus 24 7050 AA

Varsseveld, Nelherlands

315-271700 (Inside Netherlands)
+31-315-271700 (Oulside Netherlands)

About This Guide

France

Symbol Technologies France
Centre d'Affaire d'Anlony

3 Rue de la Renaissance

92184 Antony Cedex, France
01-40-96-52-21 (Inside France)
+33-1-40-86-52-50 (Oulside France)

Italyfitalia

Symbol Technologies Italia S.R.L.
Via Cristoforo Columbo, 49
20090 Trezzano S/N Navigilo
Milano, Italy

2-484441 (Inside Italy)
+38-02-484441 (Outside Italy)

Mexico/México

Symbol Technologies Mexico Ltd.

Torre Picasso

Boulevard Manuel Avila Camacho No 88
Lomas de Chapultepec CP 11000
Mexico Cily, DF, Mexico

5-520-1835 (Inside Mexico)
+52-5-520-1835 (Oulside Mexico)

Norway/Norge

Symbol's registered and mailing address:
Symbol Technologies Norway
Hoybratenveien 35 C

N-1055 OSLO, Norway

Symbo!'s repair depal and shipping address:
Symbol Technologies Norway
Enebakkveien 123

N-0680 OSLO, Norway

+47 2232 4375

xv
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South Africa Spaln/Espania

Symbol Technologies Africa Inc. Symbol Technologiss S.L.
Block B2 Avenida de Bruselas, 22
Rutherford Eslate Edificio Sauce

1 Scolt Street Alcobendas, Madrid 28108
Waverly 2090 Johannesburg Spain

Republic of South Africa Telephone: +34.91.324.4000
11-809 5311 (Inside South Africa) Service Telephone: +34.91.324.4000
+27-11-809 5311 (Outside South Africa) Fax: +34.91.324.4010
Sweden/Sverige

“Letter” address:

Symbol Technologies AB

Box 1354

5-171 26 SOLNA

Sweden

Visit/shipping address:

Symbol Technologies AB
Solna Strandviag 78
5-171 54 SOLNA
Sweden

Switchboard: 0B 445 29 00 (domestic)

Call Center: +46 8 445 29 29 (intermational)
Support E-Mail:

Sweden. Support@se.symbol.com

If the Symbol product was purchased from a Symboel Business Fartner, contact that
Business Partner for service.

For the latest version of this guide go to: http://www.symbol.com/manuals.



Chapte;?
MKZ2000 Introduction

Overview

The MK2000 MicroKiosk allows shoppers to become more self-sufficient in the retail
environment. |t provides consumers access to data critical to making an informed
purchasing decision, including verifying prices on bar coded merchandise and
obtaining up-to-the-minute information on in-store promotions. In addition to price
verification, the MK2000's large easy-to-read display can be used as an electronic
billboard for instant in-store merchandising and multimedia presentations to promote
seasonal sales and upcoming events, The touch screen and programmable function
buttons enhance in-store applications and allow for customer interaction.

A Demo Application is available far download from: http://devzone.symbol.com.

1-1
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MK2000 Parts

The MK2000 parts are shown in front, rear and bottern views. See Figure 1-1 on page 1-3,
Figure 1-2 on page 1-4 and Figure 1-3 on page 1-5. The parts include:

+ Touch screen

»  Speakers and microphone
= Scanner window

= Function buttons

= Access covers

+  External poris.

Touch Screen LCD

Full color 6.4 inch {16.26 cm) diagonal full VGA active matrix LCD (640 X 480 pixels) ideal
for presenting text, graphics and motion video clips. The touch screen feature provides
greater user interaction and enhances the capabilities of custom designed applications.

Speakers and Microphone
The MK2000's speakers are ideal for multimedia applications.

The MK2000 also has a built-in front-mounted microphone which can be used for voice
recording.

Scanner Window
The scanner window protects the scan engine.

Function Buttons

The MK2000 has four programmable function buttons (shown in Figure 1-1 on page 1-3).
The buttons are functionally identified A, B, € and D {from right to left) for reference
purposes in this docurnent only. The alphabetic button labeling is not physically present on
the MK2000. These buttons are programmable to allow the user to perform various tasks
such as navigating through an application and making decisions when prompted. For a
detailed description of setting the buttans’ values, refer to Remapping Builons on page 6-6.
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Access Covers

The rear of the MK2000 has three access covers that allow access to the expansion card
slot features of the MK2000. Expansion card slot access is intended only for development
or mainienance purposes and requires removal of the access cover.

Touch
Screen
Function
Button (A} ™ Function
\ - Button (D)

Function
Button (B)

Function
Button {C)

Speakers (2)

Scanner

Microphone Window

Figure 1-1. MK2000 Front View
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PCMCIA Access Cover* Vertlcal
Keyhole Cable Run
Mounts (4)
p N N\
O E) 5 e
kOj C Compact
Flash
vesa | S o] Access
Mounts (4} Cover'
P
/ g (D @
Accessory
Bay O @
Connections
Access ° i °
Cover*
o o

Figure 1-2. MK2000 Rear View

Caution

*While any of the access covers are removed, the user must follow proper
ESD (Electro-Static Discharge) precautions to avoid damaging sensitive
components. Proper ESD precautions include, but are not limited to,
working on an ESD mat and ensuring that the operator is properly
grounded. Failure to apply proper ESD precautions may cause damage to
the MK2000 and could potentially void your warranty.

1-4
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Scannerf
Ethernet/ Printer

Bias-T Power Headphonpes Jack {RS-232)

AN _
Lo \a o =

R | | i
L/ >
/

O&
o& i —

N\
| [\

RS 485 Line-Out
Lefl and Right
External Speakers

-

Figure 1-3. MK2000 Bottom {(Connectors) View

External Ports
The MK2000 has the following external ports located at the rear/bottom (see Figure 1-3):

« RSB485
« Ethemet/ Bias-T (Power-over-Ethemet)
= Power

» Line out - Left and Right External Speakers
* Headphones
*  Scanner/Printer (RS-232, powered).

RS-485

RS-485 (10-conductor RJ-45 plug) is sometimes termed the Multidrop LAN since it can
connect several MK2000s in a LAN network environment. See Figure 2-10 on page 2-17.
These devices are all connected to a single pair wire (i.e., transmit and receive share the
same two wires).

1-56
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Ethernet/Bias-T

Wired Ethernet: Power via AC Qutlet

The Ethernet / Bias-T port can be used for an Ethernet data connection. It uses a 10-
conductor RJ-45 plug. With this Ethernet installation the MK2000 receives power via the
Symbol approved power supply.

Wired Ethernet: Power via Power-over-Ethernet

The MK2Q00 supports Power-over-Ethernet (POE) Symbol Technologies' Bias-T
functionality. When an Ethernet (10/100Base-T) cable is connected to the Ethernet/Bias-T
port, in addition to being the conduit for data exchange, it can also be used as a conduit to
provide power to the MK2000.

Power Port

The MK2000 can be powered by a Symbol power supply plugged into the power port (2.0
mm barrel jack connector) on the rear of the MK2000. For additional information, refer to
Power on page 2-10 and/or Technical Specifications on page A-1.

Line out - Left and Right External Speakers

Provides connections (3.5 mm) for left and right external speakers. Each line is powered,
2.2 walts per channel. Intermal speakers are muted when the external speakers are
connected.

Headphones Jack

Provides a standard 3.5 mm headphcne connection. This standard jack is compatible with
headphones used on many portable audio products (MP3 players). Headphones that do
not protrude into the ear are recommended. The internal and external speakers are
disabled when the headphones jack is used.

Scanner/Printer (RS-232)

The Scanner/Printer (R3-232) port (RJ-45 jack, 10 conductor) is powered (5V/500mA} and
can be used for serial communication with a host, connection of an external device such as
a decoded scanner or portable printer. It is important to confirm the cable pin-outs before
attaching the cable. For cable pin-outs, refer to Scanneir/Printer (RS-232) Port Conneclions
on page 2-23.
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MK2000 Features

Programmable Function Butfons

The MK2000 has four function buttons that are programmable. These buttens can be
programmed to allow users to perform various tasks such as navigation through an
application or selecting between varicus options. See Figure 7-1 on page 1-3.

Bar Code Scanner

Provides superior scanning capabhilities. Omni-directional scan pattern decodes all
traditional 1D bar codes. In addition, 2D symbologies such as PDF and composite codes
can be scanned in Smart Raster mode, refer to Bar Code Scanning on page 1-9.

Software

Open architecture development tools are used to ease application development including
Microsoft® Windows® CE .NET operating system, Internet Explorer 5.5 and Windows CE
Media Player.

Touch Screen
The touch screen provides user interaction and enhances the capabilities of custom
designed applications.

Magnetic Stripe Reader (Optional)

An optional three-track Magnetic Stripe Reader (MSR) module can be attached 1o the
MK2000. The Magnetic Stripe Reader provides the capability to read and process loyalty
card and credit card transactions.

Memory
The MK2000 standard system cenfiguration contains 64 MB flash/32 MB DRAM. The Flash
Memary is non-volatile and is responsible for storing the system firnware.

The Dynamic Random Access Memory {DRAM) is used for storage of system pararneters,
user programs and data and for use by the system as a whole during normal program
executions. ltems such as bitmaps can also be stored and retrieved for later use.

Connectivity Options
The MK2000 connectivity options include wired 10/100 Mbps Ethemet, Printer/Scanner
{R5-232) and R5-485 as well as wireless 802.11 2Mbps and 802.11b 11Mbps.

1-7
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Two Expansion Card Slots

The MK2000 contains two expansion slots: one Personal Computer Memory Card
International Association (PCMCIA) slot and one Compact Memory Flash (CF) slot. The
PCMCIA card slot also has a connection to an internal antenna (for an RF card). Cornmon
uses for the expansion card slots include enabling the insertion of:

= Spectrum 24 wireless radio card (FCMCIA slot only)
*  Flash memory card.

Note: When a Compact Flash card is added to the MK2000, it effectively adds more Flash
memory.

Power Options

As an alternative to the standard Symbol approved power supply, power can be supplied
by Power Over Ethemet (POE). The POE option may be utilized even if an Ethernet cable
is not used for data transmission.

Mounting Options

The MK2000 can be mounted using the standard Symbol provided mounting options; wall
mounting and pole mounting, refer to MK2000 Mounting on page 2-3. The MK2000 can
also be mounted using any commercially available bracket cor stand that conforms to the
100 mm Video Electronics Standards Association (VESA) Flat Pane! Monitor Physical
Mounling Interface (FPMPMI™) mounting standards.

Signage (Optional)

A user designed foam core sign can be attached to the MK2000 using the optional Signage
Mounting Kit. The Signage Mounting Kit placard mounting brackets will accommodate foam
core or other rmaterial signs in the range from 1/8" to 3/8” in thickness, refer to Signage on
page 2-18.

Software Development Kit (SDK)

Two software developer kits exist for the MK2000. The conventional SDK (refer to
Conventional SDK on page 7-2) covers unmanaged (C and C++) and thin client {(browser
and RDP) applications, and the SMDK for .NET (refer to Symbof Mobilily Developer Kit
{SMDK)} for .NET on page 7-2) covers managed (C# and VB.NET} applications.

1-8



Bar Code Scanning

MK2000 introduction

The MK2000 automatically decodes a bar code presented in its field of view. It decodes all
traditional retail bar codes plus PDF, RSS and composite bar codes.

Scanning Modes

The MK2000 operates in a number of selectable scanning modes, Table 1-1 lists the

MK2000 scan modes:
Table 1-1. Common Scan Modes
Scan Mode Description Scan Pattern
Cyclone This is a highly efficient

Omnldirectlonal
1D Scan Pattern
{factory default)

omnidirectional scan
patlern which decodes 1D
and EANAJCC reduced
space symbolegies in any
orientalion

Nole: While in this moda,
the MK2000 doas not
decode 2D bar codes like
PDFA17.

Always Raster

Directly opens the laser o

Scan Pattern a full sized Rasler patlern.
Decodes 1D, PDF417,
RSS and Composite
Codes.

Smart Raster Crealas a single scan [Ine

Scan Pattern which opens vertically for

PDF417 symbols using the
Smart Raster fealure. This
feature autodetects lhe
type of bar code belng
scanned and adjusts its
pattern accordingly. This
provides optimal
performance on 1D,
PDF417, EANAJCC, RSS
and Composite Codes.

i-9
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Scanning Guidelines

When scanning a bar code:

* Hold the bar code at an angle which does not cause specular refiection (refer to
Specufar Refiection on page 1-14).

* Hold the bar coded item close for small bar codes and farther away for large bar
codes.

Cyclone Omnidirectional

In Cyclone Omnidirectional mode the scan paftern is set to decode standard and EAN/UCC
reduced space symbologies in any crientation. This mode cannot be used to decode 2D
bar codes like PDF417.

&3("""4‘ <D

?-"‘"ﬁi—r
¢

Figure 1-4. Cyclone Omnidirectional Pattern
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Smart Raster

In Smart Raster mode, a single scan line pattern appears. If the bar code is a standard bar
code, the scanner decodes the symbol. If the bar code is a 2D bar code, the scanning
patterns open up to a full, optimized Raster pattern as soon as the scanner is properly
aligned over the bar code.

Single Scan Line Pattern

e —— T T
Open Raster Pattem

»
1

—————————————————

Y-Axis

e ——————
——————
——————————————

¥

Horizontal Displacement (X - Axis)
Figure 1-5. Smart Raster Scanning Pattern

When using the Raster pattern, the pattern must cover the top and bottom of the 2D symbol.
If it does not completely cover the bar code pull the bar code further away until the pattern
completely covers the bar code. Make sure the scan pattern extends at least three quarters
of an inch beyond the edges of the bar code.

+ - |« »| 34" [«

Figura 1-6. Raster Pattern Expanded Over PDF417 Bar Code

-1
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If the vertical scan pattern is not high enough to cover a “tall” PDF417 symbol, move the
bar code slowly down toward the bottom of the scan beam, keeping the bearn horizontal to
the rows and then slowly back upward to the top. Alternatively, move the bar code further
away from the scanner until the scan pattern covers a larger portion of the bar code in the
vertical direction.

v i

Figure 1-7. Moving Scan Pattern Upward and Downward on “Tall” PDF417 Bar Code

The scan heam does not have to be perfectly parallel with the top and bottom of the symbol
{up to a 4°tilt is permitted).

Ensure the symbol is in good condition.
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Scanning Composite (2D) Bar Codes

A composite bar code is a combination of a standard bar code (R5S, UPC/EAN or UPC/
EAN-128) and a 2D bar code (CC-A, CC-B or CC-C).

When scanning a composite bar code:

»  Keep the scan pattern paralle! to the 2D symbol's rows.

» Hold the bar coded itern at an angle which does not cause specular reflection (refer
to Specufar Reflection on page 1-14).

+ Hold the bar code close for small bar codes and farther away for large bar codes.

= When using the single scan line pattern, aim the scan line at the middle of the 2D

portion. The scan pattern will open up to an optimized Raster pattern and decode
both the 2D and standard bar code portion of the composite code.

Aim the single scan lina at the center of Rasier patlern will expand to decode
the 2D porilon both portions

Figure 1-8. Composite Scanning
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Specular Reflection

When laser beams reflect directly back into the scanner from the bar code, they can “blind”
the scanner and make decoding difficuit. This phenomencn is called specular reflection.

To avoid this, scan the bar code so that the beam does not bounce directly back. But don't
scan at too oblique an angle; the scanner needs to collect scattered reflections from the
scan to make a successful decode. Practice quickly shows what tolerances to work within.

Slde Views

Specular reflection. No specular
Reflected beam is refleclion.
wilhin specular dead Decode can ocecur.

zone and prevenls !
decoda.

Tilt Bar Code At Slight Angle {Up to 30%)
Figure 1-9. Avoiding Specular Reflaction

When scanning a 1D bar code, there is only a small specular dead zone to avoid (+ 2° from
the direct laser beam). The specular dead zone is larger for scanning PDF417 (+ 9° from
the direct laser beam). However, the scanner is not effective if its beams hit the bar code's
surface at an angle greater than 30° from the normal to that surface.
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Installation

Overview

This chapter describes the MK2000 installation. Topics covered include:

*  Unpacking
» Installation steps
*  Mounting

*  Providing power
» Communications interfaces
» Installing accessories
» Peripherals
« Signage
»  Connectlor pin-outs
« Optional accessories.

Unpacking the MK2000

Remove the MK2000 from its packing and inspect it for damage. Keep the packing,
it is the approved shipping container and should be used if the MK2000 ever needs
to be returned for servicing.
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Installation Overview

To install the MK2000 perform the following six steps:
1. Select the mounting method:
»  Wall Mount
*  Pole Mount
» Desk Mount.
Refer to MK2000 Mounting on page 2-3 for mounting instructions.

2. Select the method of supplying power:
= Symbal AC power supply
= Power-over-Ethemet.
Refer to Power on page 2-10 for power connection options.

3. Select the data communications method:
= Wired Ethemet {10/100 Base-T cable)
+  Wireless Ethemet (2Mb or 11Mb RF)
+  Wired RS-485 (serial cable)
= Wired Scanner/Printer (RS-232, serial cable).
Refer to Communication Interfaces on page 2-11.
4. Select optional peripherals:
+ Printer
» External hand held scanner
Refer to Peripherals on page 2-18.
5. For Configuration settings:

» To configure the MK2000 refer to: Configuration Utility on page 3-3, Sysiem
Menu on page 3-40, or the Windows® CE desktop (Control Panel Configuration
Paramelers on page 3-41).

« Access the Windows® CE Deskiop. Refer to Accessing the Windows® CE
Desktop on page 6-5.

6. Add a sign to the MK2000 (if desired). Refer to Signage on page 2-18.

2-2
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MK2000 Mounting

The MK2000 can be mounted on a wall, pole or counter top. See Figure 2-1 on page 2-3
for mounting dimensions. Separately sold mounting accessories are listed below:

+  Wall Mounts

« Pole Mount Kit, see page 2-7

= VESA Mounling, see page 2-8.
(4x) 4mm X .7 PITCH THREADED HOLES

PER VESA FLAT PANEL MONITOR
PHYSICAL MOUNTING INTERFACE STANDARD

— 128 i 5.00
. 1.81 3.94 I =129 —
| 3 g |
\ -2
N 19 9 | ou & N
! ) N | P z ‘ZD‘\ ]
8 o _@)t. o E
2 D 35 \
no
'¢" ==
8
e} o <
23 a
« ™~
; i
2 T 1074
-
A e~y @< |
[ g on
gt 52 ﬁ
O WgxT
— lilJ @ if -
5E5
[ ]
5on =
XYXEao
0.58— 7.57 [ 44|
8.92
NOTES: q
ALL DIMENSIONS PROVIOED IN INCHES 3.51

THE MK2000 |5 DESIGNED TO BE USED WITH VESA FLAT PANEL MONITOR
PHYSICAL MOUNTING INTERFACE STANDARD MOUNTING BRACKETS OR SYMBOL'S
KEYHOLE SLIDE-ON MOUNTING BRACKETS.

T ALSO HAS THE ABILITY TO BE PLACED lNTO A FLUSH PANEL KIOSK ENVIRONMENT
BY SETTING IT INTQ AN 8.0 X 8.63 OPENING

Figure 2-1. Mounting Dimensions
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MK2000 Wall Mounting Options
The MK2000 mounting options include:

Wall Mount Kit (see page 2-4)
Recessing the MK2000 into a kicsk or wall (see page 2-6).

Using the Wall Mount Kit

1.
2.

24

Determine the MK2000 mounting location.

Follow the instructions and use the terplate provided with the MK2000. Four #10
wood screws are provided for securing the Connector/Port Cover to the wall. The
installer may need to source alternate fasteners appropriate for the wall material.

Connect the cables to the MK2000 (see Figure 1-3 on page 1-5) and ensure the
cables have been routed and secured correctly (see Figure 2-4 on page 2-6).
Cables that are incorrectly mounted or secured may become pinched when the
terminal is attached to the Connector/Port Cover. install the Connector/Port Cover,
place the keyholes on the back housing over the shoulder head bolts protruding
fromn the plate and slide the MK2000 to the left and down to secure in place. Refer
to Wall Mounting Kit on page 2-5 and Mounting Directions on page 2-5.

After the MK2000 is installed, screw one 8-32 pan head screw (lock screw) into the
Connector/Port Cover tab (located at the top left corner). Hand tighten the screw or
for additional security use a nylon locknut (not included). This screw prevents
removal of the terminal.

When the mounting is completed, return to Instaifation Overview on page 2-2 and
proceed with step 2, Sefect the method of supplying power.

When the power installation is completed, return to /nstalfation Overview on page
2-2 and proceed with step 3, Select the data communications method.



Installation

o=
Lock Screw/
Mounting
Plate Tab
Shoulder

Head Bolts (4)

Connector/Port Cover

Figure 2-2. Wall Mounting Kit

Mova to the left first

Move down g - T
second

Figure 2-3. Mounting Directions
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Vertical Cabla Run\

Figure 2-4. Cable Routing

Recessed Wall/Kiosk Mounting

To recess the MK2000, use the same basic steps outlined in Using the Walf Mount Kit on
page 2-4. The exception is that an opening needs fo be cut. The opening should be 8.63"
minimum height x 8.0" minimum width, in a wall or kiosk. The back housing is placed into
the opening. Refer to Wall Mouniing Kit on page 2-5 and Mounting Directions on page 2-5.
Symbol does not provide hardware to support this installation. Recessed mounting may
degrade the wireless network performance.



Installation

Pole Mounting

A Pole Mounting Kit is available for mounting the MK2000. The Pole Mounting Kit can
accommodate poles up to 11.5 inches in diameter.

1.

2.

To install the MK2000 using the Pole Mounting Kit, wrap the pole mount straps
around the pole and tighten.

Secure the connector port cover to the pole mount bracket using the four shoulder
SCrews.

Connect the cables to the MK2000 (see Figure 1-3 on page 1-5) and ensure the
cables have been routed and secured comrectly (see Figure 2-4 on page 2-6).
Cables that are incorrectly mounted or secured may become pinched when the
terminal is attached to the Connector/Port Cover.

Position the MK2000 kevholes located on the back housing, {see Figure 1-2 on
page 1-4) over the shoulder head bolts and slide the MK2000 to the left and down
to secure in place. Referto Wall Mounting Kit on page 2-5 and Mounting Directions
on page 2-5.

After the MK2004 is installed, screw one 8-32 pan head locking screw into the pole
mount bracket bottom left tab. See Figure 2-5 on page 2-8. Hand tighten the locking
screw or for additional security use a nylon locknut (not included). The locking
screw prevents removal of the terminal.

When lhe power installation is completed, return to instaifation Overview on page
2-2 and proceed with step 3, Select the data communications method.

2-7
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T,

ey,
Locking Scraw”-7
Shoulder Screws {4) "
ConneclorfPorl Cover/

Figure 2-5. Pole Mount Kit

VESA Mounting

The MK2000 includes provisions for mounting using industry standard VESA mounting
solutions. See Figure 2-6 on page 2-9 and Figure 2-1 on page 2-3. The MK2000's rear
housing includes four VESA® standard (M4 threads at a 100mm x 100mm spacing) screw
holes. The VESA® (Video Electronics Standards Association) industry standard mounting
interface allows many Off-the-Shelf 3™ party stands to be used with the MK2000. To find
commercially available Off-the-Shelf stands, search the internet for “VESA Mount”.

Symbol also offers an optional VESA Mounting Kit. The kitincludes a Connector/Port Cover
which provides enhanced security by covering the MK2000's cables and ports (see Figure
2-6 on page 2-9).

1. Route and secure the cables, confirming that the cables are not pinched. See
Figure 2-4 on page 2-6. Position the Connector/Port Cover between the 3rd party
VESA mount and the MK2000. The MK2000 is secured to the VESA mount with
four M4 screws. The Connector/Pert Cover protecls the cables and connections at
the back of the MK2000 and prevents tampering.

2-8
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2. When the power installation is completed, return to /nstallation Overview on page
2-2 and proceed with step 3, Select the dala communications method.

VESA Accessory part
of 3rd Party Solution
{Not Supplied)

VESA Mounting Kit,
Connector/Port Covear
{Optlional)

Figure 2-6. VESA Mounting
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Power

The MK2000 power can be supplied by using the Symbol universal AC power supply or by
using Symbol's BiasT, the Power-over-Etherniet option.

AC Power Supply Connection

The MK2000 can be powered by the Symbol universal AC power supply plugged into the
power port on the rear of the MK2000 via a 2.0mm barrel jack. The power supply has a
positive center pin and the outer tab is ground. It is compatible with:

= 120V 60Hz (North America)
+ 230V 50Hz ({Intemational excluding Japan)
= 100V 50/60Hz (Japan).

To connect the Symbol universal AC power supply:

1. Insert the power supply's barrel connector into the MK2000's power part. See
Figure 1-3 on page 1-5.

2. Route the power cable. See Figure 1-3 on page 1-5.

Plug the Symbol AC power supply into a wall outlet.

4. When the power installation is cormpleted, return to Instalfation Overview on page
2-2 and proceed with step 3, Select the data communications method.

@

Power-Over-Ethernet Connection

The Ethemnet cable in the Power-over-Ethernet (POE) installation has two components,
power and data. The Ethernet cable can be used to supply only power, only data or both
power and data.

Power Connection (Attach the Ethernet cable):
1. Connect the Ethemet cable to the Ethernet port on the MK2000. See Figure 1-3 on
page 1-5 for port locations. Ensure the Ethernet cable is terminated according to
the Ethernel [ Bias-T Port Connections described in Table 2-2,
2. Plug the other end of the Ethernet cable into the POE Bias-T module.

3. If Ethernet cable will be supplying both power and data, proceed to Installation
Overview on page 2-2 and proceed with step 2, Sefact the method of supplying
power. If Ethernet cable will only be supplying power proceed directly to /nstallation
Overview on page 2-2 and proceed with step 3, Select the data communications
method.
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4. Connect the DC Power Supply to the Bias-T module.
Data Connection:

Connect a patch cable from the Bias-T (Power-over-Ethernet) module to the host system’s
Ethernet port.

Communication Interfaces

The MK2000 communications interfaces include both wired and wireless solutions:

*  Wired Ethemet (10/100Base-T cable)

*  Power via AC ouflet (see page 2-11)

* Power via Power-over-Ethemet {see page 2-12)
»  Wireless Ethemet (2Mb or 11Mb RF)

= Power via AC outlet (see page 2-11)

= Power via Power-over-Ethernet (see page 2-12)
«  Wired RS-485 (serial cable). See page 2-15.
»  Wired RS-232 (serial cable). See page 2-16.

To configure the communications interfaces, refer to the Configuration Utility on page 3-3.
To access the Windows® CE Desktop, refer to Accessing the Windows® CE Desktop on
page 6-5.

Wired Ethernet

The MK2000 communication options include a wired Ethernet connection {10/100Base-T

cable). When a wired Ethernet connection is used the MK2000 can be powered either using
the MK2000's Symbol AC power supply connected to an AC outlet, or by receiving Power-
cver-Ethernet through the Ethemet cable.

Wired Ethernet: Power via AC Qutlet

With this option, the MK2000 communicates to the host via a 10/100Base-T Ethernet cable
and receives power via a Symbol AC power supply plugged into an AC outlet. Referto AC
Power Supply Connection on page 2-10.

1. Connect the Ethernet cable to the LAN port on the MK2000. See Figure 1-3 on
page 1-5.

2. Ensure the Ethernet cable is terminated according to Table 2-2 on page 2-22.

3. Plug the other end of the Ethernet cable into the host system’s LAN port.

2411
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Wired Ethernet: Power via POE

The POE installation option allows the MK2000 to cornmunicate and receive power on the
same 10/100Base-T Ethernet cable. See Figure 2-7 on page 2-13 and Figure 2-8 on page
2-14,

Caution

POE should NOT be used in conjunction with an external power supply
connected to the power port on the MK2000. Using two power sources
may damage the MK2000 and/or the network.

1. Connect the Ethernet cable to the MK2000 Ethernet / Bias-T port. See Figure 1-3
on page 1-5.

2. Ensure the Ethernet cable is terminated according to Table 2-2 on page 2-22.

3. Plug the other end of the Ethernet cable into the Bias-T (POE) module.

4. Connect a patch cable from the Bias-T (POE) module to the host system's LAN
port.

5. Connect the DC Power Supply to the Bias-T module.

2-12
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Customer Switch / Hub
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o l 000000 m P/N 50-24000-024
DC Power
Supply
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Figure 2-7. MK2000 Power-Over-Ethernet, Network Connactivity
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Customer Switch / Hub
(Main Computer Room / MDF)
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Flgure 2-8. Alternate MK2000 Power-Over-Ethernet, Network Connactivity
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Wired RS-485 Setup

The MK2000 can communicate with a host via a wired RS-485 serial connection. Typically
the MK2000 Symbol AC power supply is used with this communications interface.

For MK2000s installed where pre-existing PCK 9100, PCK 9140 or MK1000 wiring exists,
the pre-existing wiring can be plugged directly into the MK2000.

RS-485 is a two-wire muitidrop netwark: RS-485 signal and RS-485 inverted signal. See
Figure 2-10 on page 2-17 for an illustration of a two-wire network.

When installing an RS-485 configuration, ensure each MK2000 is connected directly to the
RS-485 bus with correct polarity (see Figure 2-9).

Wire nuls or connedor/_.__

block may e used L

-
=

W

coo!

Figure 2-9. Connector Block

The cable required for an RS-485 installation should meet or exceed the following
specifications:

1 twisted pair 26 AWG (7/34) tinned copper

twisted pair foil wrapped - 100% coverage

nominal impedance 120 ohims

capacitance between twisted pair 10-25 pF per foot
capacitance between conductors & shield 20-35 pF per foot
DG resistance of each conductar 45 ohms per 1000 feet
DC resistance of shield 10 ohms per 1000 feet.
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If the host does not support RS-485 and RS-485 is the desired communication interface,
an R5-232 to RS-485 conversion box is required. The conversion box must be sourced
locally and configured per manufacture's instructions. The conversion box is not available
from Symbol Technologies.

To install the MK2000 with a host that does not support RS-485:

1. Connect the conversion box to the host using an RS-232 cable.
2. Aitach the RS-485 cable.

* Connect the RS485 cable to the LAN port on the MK2000. See
Figure 1-3 on page 1-5 for port locations. Ensure the cable is terminated
according to the RS-485 Port Connections described in Table 2-3.

+ Plug the other end of the RS-485 cable into the converter box.

3. When the data communications installation is completed, return to instaffation
Overview on page 2-2 and proceed with step 4, Sefect optional peripherals.

Wired RS-232 Setup

The MK2000 can communicate with a host using a serial cable connected to the Scanner/
Printer {(RS-232) port.

1. Connect the RS-232 serial cable to the Scanner/Printer (RS-232) port on the
MK2000. See Figure 1-3 on page 1-5 for port locations. Ensure the cable is
terminated accerding to the Scanner/Printer (RS-232) Port Connections pin-outs
described in Table 2-4.

2. Plug the other end of the serial cable into the host.
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Peripherals

The RS-232 port can be used for serial communication with a host, connection of a
peripheral device like a printer or for the connection of a decoded peripheral scanner. For
port locations, see Figure 1-3 on page 1-5. The Scanner/Printer (RS-232) port can also
supply power (5 Vdc up to 500maA) to peripheral devices using a “virtual® COM port that
enables power to the connector.

It is impertant to confirm the connector pin-out before attaching the cable. For connector
pin-ouls, refer to Scannen Printer (RS-232) Port Connections on page 2-23. To connect a
peripheral device:

1. Attach the peripheral device's cable to the Scanner/Printer (RS-232) port on the
MK2000. See Figure 1-3 on page 1-5 for port locations. Ensure the cable is
terminated properly. For ScannerfPrinter (RS-232) Porf Connections pin-outs refer
1o Tabie 2-4.

2. If not already connected, plug the other end of the cable into the peripheral device.

COM Port
Table 2-1. COM Port

CoM Port Connector
COM1 RS-485 RS-485
COM4 RS-232 (no power) Scanner/Printer
COMB RS-232 (with 5 VDC) Scanner/Printer

Signage

The Signage placard mounting brackets and attaching screws are provided in the Signage
Mounting Kit. The mounting brackets will accommodate foam core or other material signs
mounted on the MK2000, in the thickness range of 1/8" to 3/8". Refer to Figure 2-1 on page
2-3 for cutout dimensions.

Signage Mounting Kit Installation:

1. Position the mounting brackels on the back of the MK2000 as shown in Figure 2-
11 on page 2-20. Attach the mounting brackets using supplied screws.
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Instaliation

Trim the sign (customer provided) to 7 5/8 inch wide and 7 1/4 inches high. Refer
to the dimensions shown in Figure 2-1 on page 2-3. The cutout in the sign is shown
in Figure 2-12 on page 2-21.

Slide the sign under the mounting brackets. See Figure 2-12 on page 2-21.
The finished sign will be displayed as shown in Figure 2-12 on page 2-21.

2-19



HiJ/‘J MK2000 MicroKiosk Product Reference Guide

Placard Mounling Brackels

Figure 2-11. Placard Mounting Brackets, Installation
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MK2000 Display Signage

Figure 2-12. Sign Installation
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Connector Pin-Outs

Table 2-2 through Table 2-4 describe the MK2000 connector pin outs. See Figure 1-3 on
page 1-5 for port locations.

10-Pin

Pin 10 \\ ’_I—|_|‘\_‘ f/Pin 1
[~ e

Figure 2-13. 10-Pin Connector Port

Ethernet | Bias-T Port Connections

The Ethemet connector provides the interface for both the ethernet signals and power
supply voltage to the MK2000 through a single Ethemet cable. If power to the MK2000 is
being provided via POE, do NOT use the Symbol AC power supply.

Table 2-2. Power-over-Ethernet Connections

Pln Dascription
Pin 1 Reserved/Do nol Usse
Pin 2 TXD (+)
Pin 3 TXD (-)
Pin 4 RXD (+)
Pin 5* Bias-T VCC
Pin 6 Bias-T VCC
Pin 7 RXD {-)
Pin 8* Bias-T GND
Pin 9* Bias-T GND
Pin 10 Raserved/Do nol Use
* Used only with Power-over-Ethernet
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RS-485 Port Connections
Table 2-3. RS-485 Connector: 10-Pin
Pin Description
Fin 1 R5-485 (+)
Pin 2 RS-485 (+)
Pin 3 Reserved
Pin 4 Reserved
Pin5 USB PWR
Pin& USB -
Pin7 USB +
Pin 8 RS-485 (-)
Pin 9 GND
Pin 10 RS-485 {-)

Scanner/Printer (RS-232) Port Connections

This connector pin-out can be used for both serial communication from the host to the
MK2000 andfor communication between an external hand held decoded scanner and the
MK2000. The powered Scanner/Printer (RS-232) port specification are: RJ-45 jack, 10
conductor, 5V/500mA.

Table 2-4. Scanner/Printer {RS-232) Connector: 10-Pin

Pln Description
Pin 1 +5V
Pin 2 Not Used
Pin3 RXD (input}
Pin 4 Not Used
Pin 5 RTS (oulpul)
Pin 6 GND
Fin 7 CTS (input}
Pin8 Mot Used
Ping TXD (output)
Pin 10 Not Used
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Optional Accessories

The instructions below describe how the following optional accessories are mounted to the
MK2000:

= Magnetic Stripe Reader
 RFCard

Caution

“When any of the access covers are removed, the user must follow proper
ESD (Electro-Static Discharge) precautions to avoid damaging sensitive
components. Proper ESD precautions include, but are not limited to,
working on an ESD mat and ensuring that the operator is properly
grounded. Failure to apply proper ESD precautions may cause damage to
the MK2000 and could potentially void your warranty.
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Magnetic Stripe Reader Mounting
The optional Magnetic Stripe Reader {(MSR) is mounted to the MK2000 as follows:

Note: The addition of the MSR to the MK2000 increases the lotal wioth of
the MK2000 from 8.92 inches to 11.5 inches. The height and depth
do not change.

1. Place the MK2000 face down on a flat surface. Use caution not to damage the
touch panel display.

Move up ﬁrslT

Move to the right second

Figura 2-14. Removal Directions
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2. Remove the three screws shown in Figure 2-15 from the back of the MK2000 and
remove the protective cover. Retain only the screw from the protective cover. Two
new {longer) screws are provided with the MSR.

Protactive
Cover

Figure 2-15. Removing the Cover and Screws

Caution

*When any of the access covers are removed, the user must follow proper
ESD (Electro-Static Discharge) precautions to avoid damaging sensitive
compenents. Proper ESD precautions include, but are not limited to,
working on an ESD mat and ensuring that the operator is properly
grounded. Failure to apply proper ESD precautions may cause damage to
the MK2000 and could potentially void your warranty.
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Installation

1. Connect the MSR cable connector to the MK2000 as shown in Figure 2-16.

Figure 2-16. Connecting the MSR Cable to the MK2000

2. Align the MSR mounting holes with lhe MK2000 Iocation as shown in Figure 2-17.
Position the MSR in its mounting location.

Figure 2-17. Positioning the MSR on the MK2000
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3. Secure the MSR to the MK2000 as shown in Figure 2-18. Use the shorter screw
previcusly removed and retained, and two new (longer) screws provided with the
MSR.

Install
Three Screws

Figure 2-18. Securing the MSR to the MK2000

Figure 2-19 shows the M3R mounted to the MK2000 and ready far card reading.

jﬂl

)

)

-

Figure 2-19. View of MSR Mounted to the MK2000
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Installing/lRemoving RF Card
The RF Card is removed from or installed in the MK2000 as follows:
1. Place the MK2000 face down on a flat surface with the PCMCIA access cover

toward you, as shown in Figure 2-20 on page 2-29. Use caution not to damage the
touch panel display.

2. Remove the PCMCIA access cover.

OQ O
TN IR
N
AN A
E \ o
o § o

\
N
\ o
9“1 / _% J©
o / o J

PCMCIA Access Cover* 7
Figure 2-20. MK2000 Rear View

Caution

*When any of the access covers are removed, the user must follow proper
ESD (Electro-Static Discharge) precautions to avoid damaging sensitive
components. Praper ESD precautions include, but are not limited to,
working on an ESD mat and ensuring that the operator is properly
grounded. Failure to apply proper ESD precautions may cause damage to
the MK2000 and could potentially void your warranty.
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3. Remove the RF Card as shown in Figure 2-21.

)

Carsfully Disconnect
cable

Pull connector straight

out from back of card

®

Cover end of cable
with kapton tape

@

Remove bracket

Press efector butlon

@

Slide RF Card out

RF Card slot

Figure 2-21. Removing the RF Card from the MK2000

4, Install the RF Card as shown in Figure 2-22.

/'r:\_“\
\ _ ; i f z ‘ _. Slide F@Card in

Install bracket {only if
MKZ2000 is being
transported)

Connect cable

Figure 2-22. Installing the RF Card in the MK2000

5. Install the PCMCIA access cover previously removed.
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Chapter 3
Setup and Configuration

Overview

This chapter describes the setup and configuration of the MK2000's applications,
communications and network settings which include parameters such as the device name,
internet browser settings, AirBeam related parameters, date and time setup and several
other key settings.

The settings described above can be configured remotely or locally. When configured
remotely, the MK2000 is set up via an Ethemet or wireless connection and no user
intervention with the MIK2000 is required. When configured locally, the MK2000 is set up by
a user with physical access to the MK2000's touch screen.

Whether configured remotely or locally, the MK2000 uses a configuration registry file called
mkconfig.reg to set parameters on the MK2000 and persist them between power down and
power up cycles. The mkconfig.reg file's settings are accepted when the mkeonfig.reg file
is present in the MK2000's Application folder and the MK2000 is rebooted.

The MK2000's parameters can be set locally or remotely via one of the three methods listed
in Table 3-1 on page 3-2.

3-1
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Notes:

3-2

Table 3-1. Methods of Configuring the MK2000

Configuration Method Remote Local Comments
Configuration Utility X Refer to Note 1
Systern Menu X Refer to Note 2
Control Panel X Refer to Nola 3

Using the Configuration Utility, all parameters can be configured rermotely. The
utility is a Windows® based program which runs on a host computer and generates
a configuration registry file {(mkconfig.reg}. Once the file is loaded on the MK2Q00
and it is rebooted, the file automatically configures the MK2000. Refer to
Confriguration Ulility on page 3-3.

Using the System Menu functicon, all configuration parameters can be set locally on
the MK2000. System Menu is identical to the Configuration Utility, except that a
virtual keybeard on the MK2000 is used to enter information. When System Menu
is exited, the user is prompted to save the changes. Saving the changes
autornatically updates the configuration registry file (mkconfig.reg) and overwrites
the existing settings. However, the MK2000 must be rebooted for the values fo be
accepled. Refer to Systerm Menu on page 3-40.

Using the Contral Panel, a limited number of parameters can be changed locally
using the Control Panel function on the MK2000 Start menu. The functions listed
in Table 3-9 on page 3-41 may be changed, however only the Stylus Settings/Touch
Screen Calibration is recommended to be set using the Control Panel. Changes
made via the Control Panel must be saved to the mkeconfig.reg configuration file
by selecting Start/Programs/Save Configuration, otherwise the settings will not
persist across power-down and power-up cycles.

Since Start-Save Configurafion and System Menu-Save both update the
mkeconfig.reg file, you must be careful if both methods are used. Save
Configuration pulls the current parameter values from the registry and writes them
to the mkconfig.reg file. System Menu reads the current contents of the
mkconfig.reg file and allows the user to edit it, and then writes themn back to the
mkconfig.reg file.
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Configuration Utility

The MK2000's Configuration Utility is a simple to use, menu-based Windows® utility for
streamlining large and small site deployments. The utility allows a user to configure,
discover, automate remote staging and monitor MK2000s.

The utility's functionality falls into five major categories:

« Generating a device configuration file

»  Performing discovery {detection) of MK2000s on a network
»  Managing out-of-box site staging of MK2000s

« Remote monitoring

=« Remotely initiating select device functionality

The Configuration Utility (version 1.35) functionality listed above is available with the
MK2000 Operating System version 1.1.

Generating Configuration Files

The Configuration Utility can generate a file which, when loaded onto an MK2000,
configures the MK2000. This file (mkconfig.reg) gives a system administrator complete
control to customize the MK2000's network communication settings, DHCP options,
network device name, application launch sequence, browser home page, AirBEAM
settings, date and time setup and much maore.

Once the file has been generated, it must be loaded onto the MK2000* and the MK2000
rebooted. Upon powering up the MK2000, the mkconfig.reg file is read and its parameters
used to automatically configure the MK2000. This service uses the regmerge boot-time
registry update suported by Symbol terminals for persistent storage. Refer to the MK2000
SDK documentation for “regmerge” information.

If an MK2000 with a mkconfig.reg file loses power, the parameters set within the
configuration file persist and automatically re-establish at next power-up.

Note: “The mkconfig.reg file must be loaded into the Application folder (\Application).

Performing Discovery (Detection) of Devices on a Network

The Configuration Utility discovers the |P addresses of MK2000s on a network. For
discovery to occur, the host computer running the utility and the MK2000(s) must be
operating on the same subnet.
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When the Configuration Utility broadcasts a request for discovery, the MK2000(s) respond
with their IP address. The Configuration Utility displays the IP addresses of all responding
MK2000s in a list box. Refer to Remote Devices - Info Tab: Detected Device Information on
page 3-12.

Managing Out-of-Box Site Staging of MK2000s

An mkconfig.reg configuration file can be lcaded to a MK2000 either locally or remotely.
The file must be copied to \Applicatiommkconfig.reg.

Remote Configuration (no local user infervention required)

The MK2000 is configured by default to use DHCP and for 524 wireless to use an ESSID
of “101". If the network supports this configuration, then you can remotely configure the
MK2000 as follows.

1. Connect the MK2000 to the network via a wireless or Ethemnet connection.

2. Using the Configuration Utility, discover the IP address that the MK2000 has been
granted (refer to Remote Devices - Info Tab: Detected Device informalion on page
3-12).

3. Transfer the mkoonfig.reg file to the MK2000's Application folder via an FTP
command {specific instructions depend on your FTP software). Use the
Configuration Ulility to send a remote reboot command to reset the MK2000 (refer
to Action Buftons on page 3-15).

Local configuration (local user intervention required)

Copy the configuration file to the MK2000's Application folder, then manually reboot the
MK2000. The mkeonfig.reg file can be copied to the MK2000 using one of the following
methods:

= USB (ActiveSync 3.7) connection or

» Compact flash card.

Remote Monitoring

The Configuration Utility can be used to determine MK2000 specific information. After
performing discovery, an MK2000 can be selected from the discovery list. For the selected
MK2000, a connection is established between the Configuration Utility and the MK2000.
The MK2000 specific information can then be selected for viewing, such as:
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«  Software Version Information: Applications / drivers / OS / Platform
Refer to Remote Devices - Software Tab: Version Information on page 3-14.

- RAM and Flash Memory Usage: Total / free memory
Refer to Remote Devices - Storage Tab: Memory Availability and Usage on
page 3-14.

» Hardware Information: Processor type and CPU speed
Refer to Remote Devices - Devices Tab: Hardware Device Information on page
3-13.

« Device Up Time: Displays how long an MK2000 has been operating
Refer to Remote Devices - Info Tab: Detected Device Information on page 3-
12.

Remotely Initiating Select Device Functionality

The Configuration Utility can be used to remotely initiate select functionality on MK2000s.
After performing discovery, desired MK2000s can be highlighted from the discovery list.
The highlighted MK2000s can have remote functionality initiated like taunching AirBEAM
Smart or rebooting the MK2000. Refer to Action Buftons on page 3-15.

Configuration Utility Installation

The Configuration Utility is available for downlead from Symbol's Developer’'s Zone web
site (http://devzone.symbol.com/).

1. Download the Gonfiguration Utility install file and save it on the host computer’s
hard drive.

2. Select Start-Run from the Windows® task bar.
3. Using the Browse button, locate the Configuration Utility install file and select OK.
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4. The Configuration Ulility First Install Screen welcomes the installer and provides
copyright information. Select Next to continue.

|Findgwaliniaiay

Figure 3-1. Configuration Utility First Install Screen

5. The Configuration Utifity Select Instalfation Folder screen provides the installer with
the directory information for the installation. Enter a new install path or accept the
default path, and select the Confguratlon Utlllty users. Cllck Next to continue.

15 Conlapu alices IN&Iy

Select Inslallalion Folder
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Figure 3-2. Conﬁguratlon Utility Select Installation Folder
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6. The Configuration Utility Confirm installation screen allows the installer to confirm
the installation. Click Next to continue.

L Cndypaatran g iy

Confimn Inslallalion

Thw ieicliae bt ey o vt Cordgrresion Ukl 00

Ui e | emin | [T oo ]

Figure 3-3, Configuration Utility Confirm Installation

7. The Configuration Ulility Installation Complete screenconfirms the installation was
completed successfully. Click Close to exit.

|& Continurolion LERtY

Instlafliaion Complela %

Coniguntin Uney has been socnebayiorited:
CQouesdl L R

PR "| st [T oo}

Figure 3-4. Configuration Utility Installation Complete
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Configuration Utility Main Screen

The Configuration Utility main screen provides an overview of the main grouping of
parameters. See Figure 3-& on page 3-8. The main configuration category listings are:

»  Applications - includes parameters related to Internet Explorer and Slide Show4.
«  Communications - includes parameters related to Onboard Wired Ethernet,
Spectrum24 11 Mbps and Spectrum24 2 Mbps communication settings.

»  System Configuralion - includes parameters related to MK2000 system setftings
such as backlight intensity, volume and sounds, date/time, button configurations,
regional settings, user applications, etc.

» Update - includes parameters related to the onboard FTP Client and AirBeam
updates.

® System Configuration
=-Updste

Figure 3-3. MK2000 Configuration Utility

Opening a Configuration File
Two oplions are available with the Configuration Utility:

«  Create a new mkeonfig.reg file, or
= Moedify an existing file.

The file options and folder structure are described below.
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Creating a New File

From the Configuration Utility on the host computer, a new mkconfig.reg file can be created.
Select File/New from the menu bar. The first time the file is saved from the Configuration
Utility after modifying parameters, choose File/Save As and save the .reqg file in a folder on
the host computer. The default file name is newconfig.reg. The file can be assigned any
name desired, but the file must be renamed mkconfig.reg before it is transferred to the
MK2000's Application folder.

Modifying an Existing File

From the Configuration Utility on the host computer, choose Fife-Open from the menu,
select a file with a .reg extension and click OK. This loads the configuration file settings into
the Configuration Utility. Modifications can then be made using the Configuration Utility.
When done making maodifications, choose File-Save. The new settings are applied to the
mkconfig.reg file that was opened for modification.

Folder Structure
Two main points must be noted about the folder structure in the Configuration Utility:

*  The first time the configuration file is saved from the Configuraticn Utility, save the
mkconfig.reg file in a folder that you specify on the host computer. The next time
the file is modified and saved, it is automatically saved in the last folder that you
saved a file to.

+ The next time you open the Configuration Utility and select Fite/Open, it
automatically goes to the last folder that you saved 4 file to so you can select an
existing file to open.

Saving a File

The information in this section describes how to save medified parameters and generate
an mkconfig.reg file from the Configuration Utility and how to rename a file for downloading
to the MK2000.

Save Configuration / Generate a .reg File

To save the settings after making or medifying parameters in the Configuration Utility,
choose File-Save As. After installing the utility, the first time the save command is executed
the file is saved in a folder on the host computer. The default folder is C:\Program
Files\SymbohConfiguration UtilitAMK2000 Configuration Files. The default file name is
newconfiig.reg, but the file can be renamed.
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Renaming a .reg File

Ongce the .reg file is created configuration updates are made using the Configuration Utility.
You can overwrite an existing .reg file or save it under a new name. Choose File - Save As,
and either browse for the .reg file to be overwritten, or assign a new file name with the
extension .reg.,

—

Renaming a .reg File for Download to the MK2000

The .reg file used to configure the MK2000 must be renamed mkconfig.reg before it is
lransferred to the MK2000’s Application folder. Select Fife-Open, and select the file to
downlead to the MK2000. Select Fife-Save As, rename the file mkeconfig.reg and click
Save. Refer to Downloading the Configuration File lo the MK2000 on page 3-11 for
information on how to load the file onto the MK2000.
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Downloading the Configuration File to the MK2000

After making changes to the Configuration File using the Configuration Utility, the
mkconfig.reg file in the MK2000 is replaced. After downloading the file, reboot the MK2000.
When the MK2000 boots, the file automatically configures the MK2000.

The file can be transported to the MK2000 using one of the following methods:

»  Copy the mkeonfig.reg file to the MK2000's Application folder via USB connection
using ActiveSync (refer to Copying the Configuration File fo the MK2000 Using
ActiveSync).

+ Send the file to the MK2000's Application folder via FTP (specific instructions
depend on your FTP software) or AirBeam (refer to Appendix C, AirBeam Smari),
using a wired Ethemnet or wireless connection.

«  Copy the mkconfig.reg file to a compact flash card to load it into the MK2000's
Application folder.

Copying the Configuration File to the MK2000 Using ActiveSync
To copy the mkeconfig.reg from the host computer to the MK2000’s Application folder (My
ComputerApplication):

1. Connect the MK2000Q to the host computer.

2. In ActiveSync on the host computer, click Explore. Windows® Explorer opens the
Mobile Device window for the MK2000.

3. Openanew windows® Explorer and browse the host computer to locate the file to
he copied.

4, Right-click on the file and select Copy. Place the cursor in the Application folder on
the MK2000, right-click, and select Paste. If an mkconfig.reg file already exists in
the MK2000's Application folder, you are prompted to overwrite the existing file.

Rebooting the MK2000

The MK2000 must be rebooted for the mkeconfig.reg file's parameters to take effect. Two
reboot options exist:

* Remote reboot
« 1 ocal reboot.

3-1
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Remote Reboot

Load the configuration file onto the MIK2000 using the wired or wireless Ethernet
connection, then use the configuration utility to send a command to the networked MK2000
to initiate a remote boot:

1. From the Configuration Utility main toolbar, select View-Remote Devices.

2. Select the AddressiName line of the device to be rebooted from the MK2000
Remote Devices window.

3. Click on the Cold Boot or Warm Booft button. This will initiate a remote boot.

Local Reboot

Manually reboot the MK2000 so that the mkconfig.reg file automatically configures the
MK2000. Refer to Gaining Access to the Windows CE Desktop on page 6-5.

Remote Devices

The Remote Devices feature of the Configuration Utility is used to remotely monitor detailed
information on MK2000s that are connected via a network connection. To access the
Remote Devices window, select View/Remoie Devices from the main toolbar of the
Configuration Utility. The Remote Devices feature allows the user to:

*  View delailed information about remote devices. Refer to Rerote Devices - Info
Tab: Detected Device Information on page 3-12.

«  View a list of hardware devices for a selected device. Refer to Remole Devices -
Devices Tab: Hardware Device Information on page 3-13.

«  View a list of storage devices for a selected device. Refer to Remote Devices -
Storage Tab: Memory Availability and Usage on page 3-14.

*  View driver and application version information. Refer to Remote Devices -
Soflware Tab: Version Information on page 3-14.

« Refresh the device list. Refer to Table 3-2 on page 3-15.

+ Remotely perform cold and warm boots of a selected MK2000 or the entire fleet of
devices on a given subnet. Refer to Table 3-2 on page 3-15.

= Launch the AirBeam application remotely. Refer to Table 3-2 on page 3-15.

Remote Devices - Info Tab: Detected Device Information

The Remote Devices window opens in the /nfo (default) tab as shown in Figure 3-6. The
Info tab displays detailed identification information about the selected MK2000. Also see
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Performing Discovery {Detection) of Devices on a Network on page 3-3 and Remote
Monitoring on page 34

Mrzool Remole Devices
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Figure 3-6. MK2000 Remote Devices - Info Tab

Remote Devices - Devices Tab: Hardware Device Information

The Devices tab displays a list of hardware devices on the selected MK2000. Also see
Remote Monitoring on page 3-4.
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Figure 3-7. MK2000 Remote Devices - Devices Tab
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Remote Devices - Storage Tab: Memory Availability and Usage

The Storage tab displays a list of storage areas on the selected MK2000, their physical size
and available free memory. Also see Remote Monitoring on page 3-4.
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Figure 3-8. MK2000 Remote Davices - Storage Tab

Remote Devices - Software Tab: Version Information
The Software tab displays a list of the applications, operating system, monitor and platform,
and their version information for the selected MK2000. Also see Remote Monitoring on
page 3-4.
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Figure 3-9. MK2000 Remote Devices - Software Tab
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Action Butions

The action buttons on the bottom left of the MK2000 Remote Devices window shown above
can be used to perform the functions listed in Table 3-2. Also refer to Remotely Inifiating
Sefect Device Funclionality on page 3-5.

Table 3-2. Action Buttons

Button Function

Refrash (left side) | Clicking this button refreshes the list of MK2000s,

Select All Clicking this button selects all of the MK2000s in the list.

Select None Clicking this button deselects all of the MK2000s in the lisL.

Cold Boot Clicking this bution performs a cold boot of the selected MK2000(s).

Warm Boot Clicking this button performs a warm boot of the selected MK2000(s)-

Launch AirBeam | Clicking this butten launches the AirBeam application on the selected
MK2000(s).

Refresh (right side) Cl:é:zking this button refreshes the displayed list for the selecled
MK2000.

Updating the Configuration Utility on Your Host Computer

Removing the Configuration Utility

Use the Windows® AddiRemove a Program utility to remove the Configuration Utility from
the desktop computer.

Updating the Configuration Utility

Remove the Configuration Utility. To install an updated Configuration Utility version, refer to
Configuration Utility Installation on page 3-5.
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Default Parameters

The default settings that follow apply to both the Configuration Utility on a host computer
and System Menu on the MK2000.

Setting Defaults Using the Configuration Utility

The Configuration Utility can be used to configure the MK2000Q's parameters. The default
parameters are listed and described in Table 3-3, Table 3-4, Table 3-6 and Table 3-8. These
tables are set up to mirror the layout of pararneters in the Configuration Utility. The
Configuration Wility displays parameters in the four categories listed below:

* Applications

= Communications

«  System Configuration
= Update

Restoring Defaults

Some fields have a default value. To restore default values, one of two methods can be
used. The defaull value of a single field, or the default value for all fields, can be restored
by choosing appropriate menu items from the Configuration menu on the main toolbar. The
two restore options are:

«  Restore Default (restores the current single field to its original default)
« Resiore All Defaults (restores all settings to original defaults).

Data Entry Formats
The Configuration Utility uses standard data entry formats, that depend on the data type.

*+  Check Box
The field is used for true or false values. If the check box has an "X"in it, the
value is selected, otherwise it is not. Tap on the box to check or uncheck. The
identified function is either applied or not applied depending on the status of the
check box.

= Text Data Entry Box
The field requires text entries. Examples are IP address, domain name or
SErver name.

*  Numeric Data Entry Box

The field requires numeric entries, eilher in hexadecimal {base 16) or decimal
(base 10) notation. Hex values rmust be preceded by "0x".
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= List
The fields require the selection of a single option. The stored parameter value
i likely to be different than the text displayed, so when viewing the mkeconfig.reg
file it may not match the selection.

» Bit Fields
A number of items that are presented in a list with check boxes beside each
item. Multiple items can be selected (from none to all). Each selected item
affects the value stored. The value stored is a single number, so the selections
will not match what is in the mkeonfig.reg file.

*  Multiple Text
The fields allow multiple free-form strings to be entered. A new string is created
by pressing Enter on the keyboard. Multiple text values are not represented in

the mkconfig.reg file as text, so the value entered will not be recognizable in the
mkconfig.reg file.

Applications

The first main branch of the Configuration Utility (and System Menu) is Applications. The
default parameters are listed in Table 3-3.

Table 3-3. Application Default Parametars

Applicatlon Parameters Dascription | Default
Internet Explorer Intemel Explarer Configuration
Start Page The default page for Internel file:/Awindows\Wmk2000.htm
Explorer.
Search Page The default search page for htip://search.msn.com
Intemet Explorer.
Anchor Underline An anchor or fink is underlined. ne
Error Dig Displayed On Error dialogs come up when there | no
Every Error is a script error.
Display Inline Images Inline images in Internet Explorer | TRUE

are displayed,

Ptay Background Sounds | Sounds are played in a page in TRUE
Inlemat Explorer.

Smaoth Scroll Smooth scrolling is used in Intemet | FALSE
Explorer.
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Tabla 3-3. Application Default Parameters {Continued)

crossing from secure to unsecure
in Intemet Explorer.

Application Parameters Description Default
Cache Limit The cache size for Intemet 512 kB (0x200 hex)
Explorer, in Kilobytes.
WamOnZoneCrossing A messaga |s displayed when FALSE

Secure Protocaols

Configuraticn lor securily settings
in Internet Explorer '

TLS 1.0 disabled, SSL 2.0,
55L3.0 enabled

Slide Show

Slide Show Inactivity Application parameters

Image Directory

The directory that contains the
images to display

None

Background Color

Default color to use as background
if image is smaller than screen.
Format is 0BGR, where the first
byte is zero, and the rest are byte
values lor each color.

0 (0x0 hex)

Display Duration

The duration, in seconds, to
display each image before [oading
the next one.

0 (Ox0 hex)
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The second main branch of the Configuration Utility {and System Menu) is
Communications. The default parameters are listed in Table 3-4. Immediately following the
table is information about configuring DHCP Options (refer to DHCPConfig on page 3-22)
and specifying RF settings for wireless networks (refer to Specifying RF Seftings for
Wireless Network Connections on page 3-23).

Table 3-4. Communication Defauit Parameters

Communicatlon Parameters Descriptlon | Default
Onboard (Wired) Ethernet | Onboard Wired Ethemet Configuration
Default Gateway Sels the Default Gateway for this | None
adapler.
DHCP Cplions Open DHCP Options dialog (refer | None
to DHCPConfig on page 3-22 far
ediling details).
DHCP Server If specified, DHCP will contact this | None
server, otherwise it will broadcast
for the server.
DNS Domain The domain name for this adapter. | None
DNS Server(s) A list of DNS servers, in the order | None
to query.
Enable DHCP Tums DHCP Address resolution | TRUE
on or aff. If this is selected, do not
set IP Address, Subnet Mask,
Gateway, DNS Server(s}, or WINS
Server(s).
IP Address Sels the IP Address for this None
adapter.
Subnet Mask Sets the subnet mask for this None
adapter.
WINS Server(s) ATist of WINS servers, in the order | None
to query.
Spectrum 24 802.11b Spectrum 24 802.11b Parameters.
Default Gateway Sels the Default Gateway for this | Nane
adapter.
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Table 3-4. Communication Default Parameters (Continued)

Communicatlon Parameters

Description

Default

DHCP Oplions

Open DHCP Options dialeg (refer
to DHCPConfig on page 3-22 for
editing details).

None

DHCP Server

If specified, DHCP will contact this
server, otherwise, it will broadcast
for the server.

None

DNS Domain

The domain name for this adapter.

None

DNS Server(s)

A list of DNS servers, in the arder
to query.

None

Enable DHCP

Tums DHCP Address resolulion
on or off. [f lhis is selecled, do not
set |IP Address, Subnet Mask,
Gateway, DNS Server(s}, or WINS
Server(s).

TRUE

ESSID

Sets lhe ESSID for the wireless
network. (Refer to Specifying RF
Settings for Wireless Network
Connections on page 3-23 for
ediling details.)

101

IP Address

Sets the |P Address for this
adapter.

None

Network Connect Dialog

Set to 'NOT', 'NDISUIO' to disable
dialog. Leave clear to enable.

None

Subnet Mask

Sets the subnel mask for this
adapter.

None

WINS Server(s)

A list of WINS servers, in the order
o query.

None

Spectrum 24 2 Mbps

Spectrum 24 802.11 (2 Mbps) Para

meters.

Default Gateway

Sats the Default Gateway for this
adapter.

None

DHCP Opticns

Open DHCP Options dialog (refer
to DHCPContig on page 3-22 for
editing details).

None
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Table 3-4. Communication Default Parameters (Continued)

Communication Parameters

Descriptlon

Default

DHCP Server

If specified, DHCP will contact this
server, olherwise, it will broadcast
for the server.

None

DNS Domain

The dornain name for this adapter.

None

DNS Server(s)

A list of DNS servers, in the order
to query.

None

Enable DHCP

Tums DHCP Address resolution
on or off. If this is selected, do not
set |P Address, Subnet Mask,
Galeway, DNS Server(s), or WINS
Server(s).

TRUE

ESSID

Sets the ESSID for the wireless
network. (Refer to Specifying RF
Seftings for Wireless Network
Connections on page 3-23 for
editing delails.)

101

IP Address

Sets the IP Address for this
adapter.

None

Subnel Mask

Sels the subnet mask for this
adapter.

None

WINS Server(s)

A list of WINS servers, in the order
to query.

None
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DHCPConfig

Editing DHCP Options

Topics covered in this section include how to edit options and save them to the
Configuration File. User familiarity with the general topic of selecting Dynamic Host
Configuration Protocol {DHCP) Options is required.

—

DHCP requests are generally made when the adapter is first configured and then every
time the Lease Period expires.

A network adapter may set DHCP Options that determine what additional data is both sent
to and received from the DHCP server, if that adapter is configured for DHCP address
resolution. Selecting the DHCP Options field opens a separate dialog box for editing the
options. The dialog contains names and help text for all defined DHCP Options, according
to RFC 2132.

When the DHCP Options dialeg is closed, the options are included in the saved
Configuration File.

The Edit button is used to access both the send and receive option selections. Two
windows are provided, the first contains the Available Options selections and the second
lists the options that have already been selected.

The dialog has a Send and a Receive page. Iltems on the Receive 1ab are selected and their
information is present in the registry after the DHCP request is resolved. Receive Options
pulls information from the server. items on the Send tab must be selected into the
configuration and then their value must be set. Send Options pushes information to the
Server.

To edit the DHCP Options, select the DHCP Options item from the appropriate adapter and
click Edit. This opens the DHCP Options window where you can configure both the Send
and Receive options.

From the Send tab, select a new option from the pull-down menu by tapping on the option.
Enter any values/|P address requested or select the available options from pull-down
menus and tap on the Add button. The selected value then appears in the Options to Send
window. To remove an item from the Options to Send window reverse the procedure and
click the Remove button. Note that when an option is removed, the data value for that
option is lost and must be re-entered if the option is chosen again.
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Specifying RF Settings for Wireless Network Connections

To enable a wireless MK2000 to work on an RF network, RF settings such as the Extended
Service Set Identifier (ESSID) must be configured. Encryption keys may also be required
to access the network. The RF settings and encryption keys can be entered via the

methods outlined in Table 3-5

Table 3-5. ESSID Configuration Methods

Access to
Setup Method Parameters RF Network
Configuration Method Local | Remote RF Encryption | 11 Mbps | 2Mbps
Settings Settings
Configuration Ulility X X X X
Systemn Menu X X X X
Symbol Mobile Companion] X X X

For a list of all RF parameters that can be set via the Configuration Utility, refer to Table 3-

4 on page 3-19.

Note: Encryption keys are entered via Mobile Companion. When saved by
selecting Start/Programs{Save Configuration from the MK2000
desklop, the encryption keys entered are saved in the MK2000's

mkconfig.reg file and will persist across power-down and power-up

cycles. if the encryption keys are not saved via “Save Configuration”,
the settings will be lost at the next power-down. Nota that the
aencryption keys are hidden and cannot be edited in the Configuration
Utility and System Menu. To properly enter encryplion keys, refer to
page B-7. If a new mkconfig.reg file is created and distributed fo a

customer, any RF encryption keys will need fo be re-entered locally at

each MK2000.

Specifying RF Settings Using the Configuration Ultility

Most general purpose 524 parameters can be set using this utility, except for the encryption
keys (if used), which can only be set through Mobile Companion on the MK2000. Refer to
Specifying RF Settings Using Symbol Mobile Companion on page 3-24 or System

Configuration on page 3-25.

3-23



q’Jﬂ MK2000 MicroKiosk Product Reference Guide

When using the Configuration Utility, refer to Table 3-4 on page 3-19 and perform the
following steps:

1.
2.

Select and configure the required RF settings for your network.

If encryption is used, refer to Encryption on page B-7 for an overview of the
encryption options available on the MK2000.

Save the configuration file (refer to Save Configuration | Generate a .reg File on
page 3-9).

Download the saved configuration file to the MK2000 (refer to Downloading the
Configuration File to the MK2000 on page 3-11).

Specifying RF Settings Using Symbol Mobile Companion

The RF settings for the Spectrum24 radio card are saved with the other values of the
current configuration. As always, if the value is changed, save the new configuration.

To set the value perform the following steps:

1.

3-24

Mobile Companion is autormnatically launched at power-up. After the Mobile
Companion software starts, an icon will appear in the fask lray. In the event that it
doesn't automatically launch, you must manually launch Mobile Companion on the
MK2000 by selecting Start/Programs/ Tools/ 524 Event Monitor.

Tap on the task fray icon and select WLAN Profiles from the Mobile Companion
menu. When the WLAN Profiles window initially displays, two profiles appearin the
WLAN Profiles list box. See Figure C-10.

3.
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Figure C-10. WLAN Profiles

Select Default from the list box. Tap Connect to set Default as the active profile.
The Default profile displays the transmit and receive icon to the left.

Nota: Since the Configuration Utility does not support other profiles, select only the
“Defaulf” profile. Selecting any other profiles is not recommended.
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Select Default from the list box and tap Edit to display the Mode tab, where the
ESSID and operating mode can be changed for the Default profile. Use the
Encryption tab (Figure B-5 on page B-8), /P Config tab (Figure B-6 on page B-10
and Figure B-7 on page B-10), and Power tab (Figure B-8 on page B-12) as
necessary to edit the profile power consumption and security parameters.

Save the Mobile Companion data to ensure that it persists between power-down
and power-up cycles. To save the data, select Start/Frograms/Save Configuration.

Nota: Not all parameters are saved. Refer to Table 34 on page 3-19.

Specifying RF Settings Using the System Menu

Most general purpose $24 settings can be made using this utility, except for the WEP
encryption keys (if used), which can only be sel through Mobile Companion on the MK2000.
Refer to Specifying RF Seftings Using Symbol Mobile Companion on page 3-24.

When using the System Menu, refer to Table 3-4 on page 3-19 and perform the following

steps:

1.
2.

3.

Select and configure the required RF settings for your network.

If encryption is used, refer to Encryption on page B-7 for an overview of the
encryption options available on the MK2000.

Save the new settings by selecting File/Save on the System Menu utility menu bar.
This replaces the existing mkconfig.reg file on the MK2000.

System Configuration

The third main branch of the Configuration Utility {and System Menu) is Systern
Configuration. The default parameters are listed in Table 3-6. Immediately following the
table is information about configuring:

Device activity management (refer to Davice Acfivily Management (Sleep/Wake-
up Functionality) on page 3-34)

Printers (refer to Printing on page 3-34)

User applications (refer to Configuring User Application(s} on page 3-35).
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Table 3-6. System Canfiguration Default Parameters

brighlness.

System Configuration Description Dafault
Parameters
Backlight Backlight Configuration

Brighlness Default display backlight Bright (maximum)

Buticn Sstiings

Configuration of MK2000's foul
page 6-8.

r buttons. Refer to Table 6-7 on

Button A Button A default 3B (0x26 hex) Up

Button B Button B default 40 (0x28 hex)  Down

Butten C Button C default 37 (0x25 hex) Left

Button D Button D default 39 (0x27 hex)  Right

Button A and B Button A and B default 13 (Oxd hex) Enter

Button A and C Button A and C default 194 (Oxc2 hex) Shift-Tab
Button B and C Button B and C default 0 {0x00 hex) <unmapped=>
Button A, Band G Button A, B and C default 197 (Oxc5 hex)  System Menu
Button A and D Button A and D default 18 {(0xi2 hex) Al

Button Band D Button B and D default 9 (9 hex) Tab

Button A, Band D Button A, B and D default 195 (Oxc3 hex) Alt-Down
Button C and D Butlon C and D default 27 (Oxibhex) Cancel/lESC
Button A, Cand D Button A, C and D default 196 (Oxcd hex) Calibration
Button B, Cand D Button B, C and D default 8 {0x8 hex) Backspace

Bufton A, B, Cand D

Button A, B, C and D default

198 (Oxcb hex)

Signal Strength

Trigger Tirmne

Button combination lrigger
time, in milliseconds.
Specifies the maximum time
between button presses for
them to be considered a
combination.

200 (0xcB hex)
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Table 3-6. System Configuration Default Parametars {Continued)

System Configuration Description Default
Parameters
Date and Time Setitings Date and Time Canfiguralion
Time Zone Standard time zeone. Drop- Pacific Standard Time.
down list of ime zone names,
such as "Pacific Standard
Time", or "South Alrica
Standard Time". Select the
appropriate time zone.
Device Activity Mgmint There are three slots with identical parameters:
«  First Activity Configuration
«  Second Activity Configuration
»  Third Activity Configuration
Refer to Device Aclivity Management (Sleep/Wake-up
Functionality) on page 3-34.
ltems Devices to apply activity All
scheme to.
Days Set of days on which to apply | None
this activity scheme. {Choice
of Monday through Sunday)
On Time Time when device becomes |None
activated. Use 24 hour clock
representalion.
Off Time Time when device becomes | None
deactivated. Use 24 hour
clock representalion.
General General Configuration
Name Device Name MK2000
Descriplion Device Description Nane
Contact Contact Person None
Lacation Device Locaticn None
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Table 3-6. System Configuration Default Parameters (Continued)

{Screen Saver} on page 6-12)

System Configuration Description Default
Parameters
Inactivity Manager Inactivity Manager Configuration (refer to Inactivify Application

Inactivity Application Name

Inactivity application.

\Windows\\SimpleSaver.exe

Idle Time Before Launch

Idle lime befare inactivity
application is launched, in
seconds.

0 (0x0 hex)

Neotwork Time Updale

Configuration of Simple Network Time Protocol client (refer to
Network Time Update: SNTP Client on page 6-9 for delails)

Time Server(s)

The time server(s) lo conlact
for updates. Servers will be
tried in the order they appear.
If this value is blank, the time
service is disabled.

None

Run Quietly

Whether te display any
messages when running.
Note that setting this flag
*disables" messages. Clearit
to enable them.

TRUE

Retry Period

The number of seconds for
which the update ulility will
query the time servers. This
can be used as a delay to
allow the network to be
configured at boot lime.

0 {0x0 hex)

Update Period

The frequency of time
updates, in minutes. Tims is
relalive to boot time. If service
is enabled, the time will
always be synchranized at
bool. Sel this value lo zero lo
disable additional periodic
updates.

Nona
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Table 3-6. System Configuration Default Parameters (Continued)

System Configuration Descriptlon Default
Parametars
Printer Configuration Printer Configuralion (refer to Printing on page 3-34)
Active Printer Select printer to use. Also Comtec
configure the baud rate for the
selected printer using lhe
appropriate field below.
Zebra (QL.320, Cameo, Zebra {(QL320, Cameo, 9600
Encore) Encore) Printer Baud Rate
Zeabra (PA400) Zebra (PA400) Printer Baud | 9600
Rate
Zebra {LP2824/TLP2844) | Zebra (LP2824/TLP2844) 9600
Printer Baud Rate
Monarch (9450) Monarch (9450) Printer Baud (9600
Rate
Manarch (8490) Monarch (9490) Printer Baud | 9600
Rale
O'Neil (MF4) O'Neil (MF4) Printer Baud 9600
Rale
Protected Mode Gate Keaper Configuration (refer to Password Protection (Gate
Keeper} on page 6-6)
Password Password required for 44213
Protected Mode access.
Bultons are assigned numeric
values from left to right (A=1,
D=4).
Application Application to runin Protected | WwindowsWexplorer.exe

Mode.

Reglonal Settings - General

HTML in web pages will nal make use of regional settings without
programmatic supporl. To make use of regional seltings, scriptin

web pages must formal dates,

times, cumrency and nurnbers

using built-in functions that take the regional seltings into
account. This is the only method of using the regional settings in
a browser. C/C++/C# apps can make use of regional setlings

though the standard Windows

CE API.
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Table 3-6. System Configuration Default Parameters (Continued)

values. The asterisk (™\")
denotes the universal
currency symbol. The period
{\"\"} indicates the chosen
decimal separator.

System Conflguration Description Default
Paramaeters
Reglonal Settings - Date | Configuration of Date Regional Settings.

Long Date Long Date Format. dddd, MMMM dd, yyyy

Short Date Short Date Format. Midfyyyy

Short Date Separatar Character uses as the Shart |/

Date Separator.
Reglonal Settings - Time | Configuration of Time Regional Settings.

PM indicator PM indicator. PM

AM indicator AM indicator. AM

Time Separator Time Separator (generally 1

characler).

Leading Zero Display Leading Zero for TRUE

hours/minutes/seconds.
Time Format Time Format h:mm:ss tt
Reglonal Settings - Configuration of Currency Regional Setlings.
Currency
Digils In Group The number of digits allowed |3
in a group.

Grouping Symbol Digit Grouping Symbol .
(generally zero or one
character).

Digits After Decimal The number of digits allowed |2

after a decimal point.

Decimal Symbaol Decimal Symbol (one

character).
Negative Format Format for negative currency | (*1.1)
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Table 3-6. System Configuration Default Parameters {Continued}

Systemn Configuratlon Descriptlon Defaul¢
Parameters
Currency Symbol Position | Position of Currency Symbal. | *1.1
The asterisk (\"*\") denctes
the universal currency
symbol. The period {".\")
indicates the chosen decimal
separator.
Currency Symhol Currency Symbol. $
Reglonal Seftings - Configuration of Number Regional Settings.
Numbers

List Separalors

List Separators (character).

Measurement Syslern Measurement Systern. USA
Display Leading Zero Display Leading Zero. TRUE
Negative Number Format | Negalive Number Format. -1.1
The period (\".\") indicates the
chosen dacimal separator.
Negative Sign Negative Sign. {generally one |-
character).
Digils In Group Number of digits in group. 3
Grouping Symbol Digit Grouping Symbol .
(generally zero or ane
character).
Digits After Decimal The number of digits allowed |2
after a decimal point.
Decimal Symhol Decimal Symbol (one
character).
Scanner Wedge Scanner Wedge Configuration
Append Enter To Barcode? |Append an ENTER tothe end | FALSE
of each barcode.
Append Tab to Barcode? Append a TAB character to | FALSE

the end of each barcode {and
after ENTER, if enabled).
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Table 3-6. System Configuration Default Parameters (Continued)

constantly on or musl be
lriggered manually.

System Conflguration Descriptlon Default
Parameters
Trigger Mode Whelher the laser is Manual Trigger

wedge should not put an item
on the system tray.

Scanning Mode Scanner raster mode Omnidireclional - 1D only
Prefix Text to add to beginning of None
barcode.
Suffix Textto add to end of barcode, | None
before tab/enter (if enabled).
Transmit Code ID Transmit barcode type None
identifier.
No Shell Present Flag that indicales lhat the FALSE

User Apps

There are seven user application slots, with identical parameters.
Each slolis under a group called "X Application Launched”, where

“X" is First, Second, elc.

Refer to Configuring User Application(s) on page 3-35 for details.

before proceeding?

Application Path Full path to application \windows\explorer.exe
Arguments Command ling arguments for | None
the program {will be
UNICODE string).
Delay Before Launch Number of seconds o delay |0x0
before launching the
program.
Waiting For Completion Wait for program to complete | FALSE

Tethered Scanner

Tethered Scanner Configuration

Enabled

Enables or disables the
tethered scanner support. If
no tethered scanner is
connected, this must be
disabled.

FALSE
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Table 3-6. System Configuration Default Parameters (Continued)

System Configuration Description Default
Parameters
Scanner Model Choose Scanner Model to LS1902T
support.
Serial Port Sarial port to which the COM6
scanner is connected.
Baud Rale Baud rate for communications | 9600
with telhered scanner.
Scanner itself must be
configured separately.
Stop Bits Number of stop bits in serial |1
frame.
Dala Bils Number of data bits (generally | 8
8).
Parity Parity Bit canfiguration. None
Intercharacter Timeout Timeout (in milliseconds) 200 (0xcB hex)

between characters before
barcode is considered
complete.

Volume and Sounds

Volume and Sound Configuration,

Default Volume

Sets the overall default
volume.

Maximum

Sounds Generated By

Controls whether system
events, efc. generale sounds.

Events, Applicalions and
Notifications enabled

Screen Tap Sounds

Whether screen touches
generate a sound, and, if sg,
what volume that sound is.

Enabled, Loud

Key Press Sounds

Whelher key presses
generate a sound, and, if so,
what volume that sound is.

Enabled, Loud

Sound Scheme

Scheme for sounds

.DefaultSounds

3-33




/
‘J‘/»' MK2000 MicroKiosk Product Reference Guide

Device Activity Management (Sleep/Wake-up Functionality)

The Device Activity Manager provides a facility to periodically tum off the scan engine and
reduce the display backlight to a lower power consumption level in order to extend the
operating life of these components. The sleep and wake-up times that can be set are
flexible by day, weekday, weekend, efc.

If the Device Activity Manager has put the scan engine and/or backlight into sleep mode, it
will re-power (wake-up) these subsystems for 300 seconds if a user presses one of the
physical bultons, touches the display, swipes a magnetic stripe card through the MSR, or
scans a barcode.

Note: The Device Activity Manager can be set up via the Configuration Ulifity andlor
Systermn Menu. See page 3-27.

Printing
The MK2000 supports printing text, barcedes and bitmaps in the following environments:
+  Browser Applications
»  C/C++ Applications
»  C# Applications
* Visual Basic.NET Applications
Data can be transmitted to a printer by one of the following methods:
«  Wiired or wireless Ethernet connection (IP connected printer)
+ Serial/RS-232 cable,

Serial port settings (port, stop bils, data bils, parity) are shared with the tethered scanner
when it is not enabled.

Table 3-6 contains the default baud rate settings for each of the following printers:
= Zebra (QL320, Cameo, Encore)
»  Zebra (PA400)
+ Zebra (LP2824/TLP2844)"
= Moenarch (2450)
= Monarch (9490)
+  O'Neil (MF4)
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Note: * Zebra LP printers are shipped from the factory set in the Gap mode. If a printer
is being used in the Continuous Paper mode, the autosense does not work and the
printer must be manually set to have a gap of zero. To avoid this, a command may
be sent to the printer fo change the mode. Consult your Zebra printer
documentation for instructions on how fo apply a command fo accomplish this.

Advanced Printer Monitoring Functionality

For select printers, advanced printer monitoring functionality is supported on the MK2000,
such as:

»  Detecting if the printer is connected
* Detecting if the printer power is on
» Detecting if the printer is out of paper
* Detecting if the printer door is open (if applicable).
Configuring User Application(s)
The Configuration Utility configures the launching of user application(s). There are seven

application "slots” that can be defined. Each slot is processed in sequence when the
MK2000 is powered up.

The Startup program supports four parareters for each slot. executable path, command
line arguments, delay before running, and a special flag. Refer to Table 3-7 for descriptions
of each parameter.

Programs launch one after the other with no delay, unless either Defay Before Launch or
Waiting For Completion parameters are set.

Table 3-7. User Applications, Parameter Descriptions

Parameter Dascription

Application Path | The Application Path is the full “run” path to the executable. This must be
defined for the entry to be processed {i.e., do not just specify a delay). File type
associalions are not supported. For example if the Argument contains a word
document then specify the full path to wordpad.exs in the Application Path.

Arguments Opftional. Command line arguments for the program above. Double quotation
marks must be themselves escaped using a back slash character, as in\". Back
slashes must also be escaped, {i.e., W).
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Table 3-7. User Applications, Parametar Descriptions (Continued)

Parameter Description
Delay Before Optional. Specifies the number of seconds to delay before launching the
Launch program. This allows a delay time to be set before launching the User

Application, if a previous program needs to complete or to ensure system
resources are available. This is a simplified method of handling sequencing,
see Reliable Sequencing of Appiication Programs on page 3-36 to handle more
complex situations {requires “wait for completion®).

Waiting For Specifies whether the startup sequence should wait for this program to

Completion complete before launching the next one, typically set to FALSE. Refer to
Reliable Sequencing of Application Programs on page 3-36 for a more detaited
description.

Reliable Sequencing of Application Programs

The Delay Before Launch and Wait for Completion parameters can be used to set the
startup process parameters:

* If an application requires a definitive order of execution
« To provide a signal between components to detect failures

+ To verify that local or networked resources are available before the main
application launches.

The Delay Before Launch parameter can be used to achieve a fixed delay in the launch
sequence. However, this is not a robust way to ensure comrect system operation. The
recommended method is to write a separate program, with or without a user interface. This
program should perform whatever checks are required, and then terminate, possibly setting
a registry value or filesystem flag to indicate success. Set the Wait For Compietion flag for
this program and run it before running the main application(s).

For example: Use the program to confirn connection to a database server or web site that
the application relies on before launching the application. This is suitable for web-based
applications where lack of control aover the application software limits the ability to build
contingency into the startup process.

For failure recovery, the application could be set to reboot the MK2000 after a timeout was
exceeded if a necessary resource became unavailable, and a startup program could check
for its return, possibly presenting an "Out Of Service" screen. When the resource returns,
the application would launch normally.
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Selup and Configuration

The fourth main branch of the Configuration Utility (and System Menu) is Update. The
defauit parameters are listed in Table 3-8.

Table 3-8. Update Default Parameters

Update Parameters

Deascription

I Default

AirBeam AirBeam Configuration (Refer lo AirBearn on page 3-33)
Auto Load Aulo Load AirBeam at boal Do Not Autoload
Auto Retry Specifies whether the AirBeam -1

client will aulomatically retry the
synchronizalion process if an errar
occurs. The value specilies the
maximum number of times that the
AirBeam client will automatically
retry. The auto-retry feature is not
supported in background mode. 0
disables, -1 means indefinitely.
Retry Delay Delay between retry attempts, in | 300
seconds.
FTP Server IP IP Address of FTP server None
FTP User User ID to use for FTP account None
FTP Password Password to use for FTP account | None
Package Direclory Package Directory Configuration | None
Package 1 First Package to install None
Package 2 Second Package to insiall None
Package 3 Third Package to install None
Package 4 Fourth Package to install None
Package 5 Fifth Package lo install None
Package 6 Sixth Package to install None
Package 7 Sevenlh Package to install None
Package 8 Eight Package tc install None
Put Package Put Package Oplion Disabled
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Table 3-8. Update Default Parameters (Continued)

Update Parameters

Description

Default

RAM Management

Enable or disable RAM
Management logic.

Enabled

Suppress Separalars

Enable or disable Suppress
Separator logic (generally for
AS400 FTP servers only).

Disabled

TFTP Download

Delamines whelher TFTP
protocol will be used for download.
If enabled, TFTP will be used,
otherwise FTP will be used.
NOTE: Upload of files over TFTP
protocol is not supported.

Disabled

WNMS Upload

Specifies whether the AirBeam
client will upload a WNMS
information fite at the end of each
version synchronization.

Disabled

Perform In Use Test

Specifies whether the AirBeam
client will perform a deferred copy
of files that are in use when a
download is attermnpted.

Disabled

Schedule Mode

Specifies whether the AirBeam
client checks for new packages
after reboots, at a spacific lime
relative to midnight or at specific
intervals.

On Reboots Only

Schedule Time

If schedule mode is set to time
interval, this value specifies the
number of minutes between
checks for new packages. If
schedule mode is set to time
relalive to midnight, this value
specifies the number of minutes
after midnight lo check for new
packages.
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Table 3-8. Update Default Parameters {Continuad)

Update Parameters Description Default

Schedule Prompt Specifies whether the AirBeam Do Update if Available
client will prompt before updating a
package or do the update without

prompting.
FTP Server FTP Configuration
Allow Anonymous Determines whether the server will | Enabled

allow anonymous access.

Allow Anonymous Upload | Determines whether authorizalion | Enabled
is required for uploading files to
server.

Use Authentication Determines whether aulhorization | Disabled
is required to connect to the server,

Is Enabled Determines whether the server Enabled
stays loaded when it is launched.

Root Directory Directory and subdirectories of this |\
key are accessible remately. If this
value is not set in the registry, the
default is \Temp.

User List List of users able to access this None
server

AirBeam

AirBeam parameters can be set up remotely using the Configuration Utility. If AirBeam is
set up using the Configuration Utility’'s mkeonfig.reg file and the file is uploaded to the
MK2000, this file is used to configure the AirBeam application. However, if a user
configures the Airbeam client locally on the MK2000 and the changes are intended to be
permanent, the user must also select the Save Configuration command (Stari/Programs/
Save Configuration). This will update the current mkconfig.reg file in the MK2000's
Appilication folder. Since reg files are processed oldest to newest, the settings in
\application\mkconfig.reg will take precedence over the older settings in
\applicaticn\airbeam.reg.

Table 3-8 contains the default AirBeam settings.
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System Menu

Setting Defaults Using System Menu

Systern Menu can be used to set default pararmeter values locally on the MK2000. The
Systemn Menu is identical in functionality and layout to the Configuration Utility's
mkconfig.reg generation screen, providing local instead of remote access to the same
parameters. The System Menu modifies parameters contained within the configuration file
{mkeconfig.reg) resident on the MK20Q0.

Note: Saving the System Meanu configuration overwrites mkconfig.reg. The MK2000
must be rebooted for the values to be implemented.

The defauit parameters are listed and described in Table 3-3, Table 34, Table 3-6 and Table
3-8. Each of ihese tables lists the parameters corresponding to the main categories in the
System Menu main screen (see Figure 3-11 on page 3-40). These tables are set up to
mirror the tayout of parameters in System Menu. The System Menu utility displays
parameters in one of four categories listed below:

= Applications

= Communications

=  Systemn Configuration
+ Update

Pe Etvin wew ] e S [

1

+-ComTiresore

- sy Gfiarsmn
= ptxe
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Control Panel Configuration Parameters

The Windows® desktop Control Panel can be used to medify certain MK2000 configuration
settings, which take effect immediately. However, to store the changes and enable them to
persist across power down and power up cycles, the configuration seltings must be
manually saved. To ensure that parameters changed via the control panel persist between
power down and power up cycles, select Start/Programs/Save Configuration on the
MK2000 to save the changes. Performing the “Save Configuration” saves the current state
of all supported parameters to the mkconfig.reg file. If the changes are not saved, the
MK2000 will default back to the original mkconfig.reg parameter values after the next power
down - power up sequence.

It is recommended that the system menu be used for all permanent changes except
recalibrating the touch screen. The configuration parameters that can be set using the
Control Panel, and which can be saved to mkconfig.reg are provided in Table 3-9.

Table 3-9. Control Panel Parameters

Configuratlon Parameter Reference Paragraph
Backlight Seltings Refer lo Backlight Seftings on page 3-47.
Dale and Time Refer to Date and Time on page 3-42.
Inactivity Manager Refer to Inactivity Manager on page 3-43.
(Gate Keeper) Password Refer lo Gate Keeper (Password Protection) on
Protection page 3-44.
Volume and Sounds Refer lo Volume and Sounds on page 3-44,
Stylus/Screen Calibration Refer to Stylus SeltingsiTouch Screen Calibration
on page 3-46.

Regional Seftings Refer to Regional Seltings on page 3-47.

Backlight Settings

To change the backlight intensity on the MK2000:

1. Tap Start.

2. Tap Settings-Conlrol Panel.
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3. Double-tap the Backiight icon from the Controf Panei window. The Backiight
intensity select screen appears.

Figure 3-12. Backlight Screen

4. Select the desired intensity by tapping on the radio button.
5. Tap OKor Xto close the screen to apply the selection.
6.

Tap Start-Programs-Save Configuration. This saves the new settings in the
MK2000 configuration (mkconfig.reg) file.

Date and Time
To set the proper date/time on the MK2000:

1. Tap Start.
2. Tap Seftings-Control Panel.
3.

Double-tap the Date/Time icon from the Contro! Panel window. The Dafef/Time
Properlies screen appears.

R - 11~
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Figure 3-13. Date/Time Properties Screen

4. To set the month in the Datei Time tab, tap the arows on either side of the month
shown, or select the month [abel to choose from a list of months.

342



9.

10.

Selup and Configuration

To select a date, tap the date in the calendar.

To set the current time, highlight the hours, minutes, seconds or AM/PM field in the
Current Time field. Tap the up/down scroll arrows to change the hightighted
selection.

To change the time zone, select it from the list labeled Time Zone.

Tap on the check box for the systemn to automatically adjust the clock for daylight
saving.

Tap Apply to apply the new date/time settings.

Tap Start-Programs-Save Configuration. This saves the new settings in the
MK2000 configuration (mkconfig.reg) file.

Note that the date itself is not persisted. The date always defaults to June 1, 1999, 12:00
AM, until (and if} it is updated by the SNTP Client. The only way to set the current dateftime
is via the control panel or SNTP Client (refer to Network Time Update: SNTP Client on page

6-9).

Inactivity Manager

To set up the inactivity manager:

1.
2.
3.

Tap Start.

Tap Sellings-Control Panel.

Double-tap the Inactivity Manager icon from the Control Pane! window. The
inactivity Manager screen appears.

[naclivily Manager EE m

Figure 3-14. Inactivity Manager Screen

Select the desired application to be run during inactivity by tapping the [i.:] button.
(The default application is SimpleSaver.exe.)

Enter the timeout desired (in seconds). The default is 0, which allows the system
fo run continuously without going into inactivity mode.
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Tap OK to apply the timeout and application entered.

Tap Start-Programs-Save Configuration. This saves the new settings in the
MK2000 configuration {mkconfig.reg) file.

Gate Keeper (Password Protection)
To run an application in protected mode:

1.
2.
3.

Tap Start.

Tap Settings-Controf Panel.

Double-tap the Gaie Keepericon from the Conirof Pane/window. The Gate Keeper
screen appears.

Lale Kepppr

Figure 3-15. Gate Keeper Screen

Select the desired application to be run in protected mode by tapping the
button.

Note: It is not recommended that this application be changed. Errors in this
configuration parameter or the program that is run can eliminate the ability to
troubleshoot or interact with the MK2000 in protected mode.

Specify the password required to gain access fo protected mode. Enter it twice to
confimm it is entered cormrectly.

Tap OK to apply the changes.

Tap Starl-Programs-Save Configuration. This saves the new settings in the
MKZ2000 configuration {mkconfig.reg) file.

Volume and Sounds
To change the volume on the MK2000:

1.
2.
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3. Double-tap the Volume & Soundsicon from the Controt Panef window. The Volume
& Sounds Properties screen appears. The Volume tab is the default tab.

volume & Sounds Pmumlins H m m

‘t_ILwd | Enumlﬂsfl!

Figure 3-16. Volume & Sound Properties Screen - Volume Tab

4. Select the desired volume options using the slide bar.
5. Click the Sounds tab 1o make changes to event sounds. The Sounds tab appears.

Yolume & Saunds Properlies m ﬂ
P S N N Y R

Figure 3-17. Volume & Sound Properties Screen - Sounds Tab

6. From the Event name list, select an event.

7. From the Sound list, select a sound. To remove a sound from the selected event,
select (None).

8. To save the changes to a different scheme, tap Save As, then name the sound
scheme. To delete a sound scheme, select it in the Scheme list and tap Delete. To
quickly turn off all event sounds, select No sounds from the Scheme list.

9. Tap OK to apply the selections/changes.

10. Select Start-Frograms-Save Configuration. This saves the new settings in the
MK2000 configuration {(mkconfig.reg) file.
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Stylus SettingsiTouch Screen Calibration

The Stylus settings include setting the Double Tap Speed and the Calibration setting. These
values are pre-configured at the factory. To recalibrate the Stylus settings:

1.
2.
3.

3-46

Tap Start.
Tap Settings-Control Panel.

Double-tap the Stylus icon from the Control Panel window. The Stylus Properiies
screen appears. The Double-Tap tab is the default tab.

_ ‘%M%MMMWMhM E ﬁ
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Figure 3-18. Stylus Properties Screen - Double-Tap Tab
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Double-tap the checkerboard grid at a comfortable speed.

Double-tap the clapboard to test your settings. If the icon does not change, adjust
the seitings on the checkerboard and test your settings again. Note that the double-
tap speed is not persisted across power-down and power-up cycles.

If the MK2000 is not responding properly to the taps, you may need to calibrate
your screen. To calibrate the touch screen, tap the Calibration tab.

Stylus Properiles m ﬂ

Tt ;m;,?"ﬁ”“
iori the'sreen, aver center,
5. T stak tq:l.ncalntn o

Figure 3-19. Stylus Proparties Screen - Calibrate Tab
Tap the Racalibrate button and follow the directions on the screen.
Note: Ancther method of accessing the Calibrate screen is 1o simultaneously press

buttons A, € and D (see Figure 1-1 on page 1-3). This command proceeds directly
to the stylus calibration.
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Carefuly press and boafly hold the stykss on Lhe cenler of Lhe targal.
Repeal a5 tha target maves aound Lhe saeen.
Priess tha right two bullans Lo cancel.

Figure 3-20. Calibrate Screen

1. The system returns to the Stylus Properties screen when calibration is completed.
To cancel calibration, press the € and D buttons simultaneousty.

2. Tap OK on the Siylus Properiies screen.
Note that calibration values are stored separately from other configuration settings
in a calibrat.reg file, and the calibration is automatically saved and persisted across
power-up and power-down cycles.

Regional Settings
To set up or change regional settings:

1. Tap Start.
2. Tap Sellings-Control Panel.
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3. Double-tap the Regional Settings icon from the Control Panei window. The

Regional Settings Properties screen appears. The Regional Seflings tab is the
defauit tab.

Ruegivnal Seltinngs Propectivs

Yo foala— —

Figure 3-21. Regional Settings Properties Screen - Regional Settings Tab

4. Onthe Regional Seflings tab, in Your locale (location), tap the drop-down arrow to
select the region to be used for date, time, number, and currency formatting.

5. To change the way nurmbers are displayed, tap on the Number tab. Make the
changes desired.

Regional Sctilgs Pioper Les

Figure 3-22. Regional Settings Propertles Screen - Number Tab

6. To change the way cumency values are displayed, tap on the Currency tab. Make
the changes desired.

Regional Sellings Properlies

- I. : u-u‘l\r!sd' '\ axier I:\"s.‘l"l'lw,

Figure 3-23. Reglonal Settings Properties Screen - Currency Tab
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7. To change the way the time is displayed, tap on the Time tab. Make the changes

desired.

Figure 3-24. Regional Settings Properties Screen - Time Tab

8. Tochange the way the date is displayed, tap on the Date tab. Make the changes

desired.

Reqinnal Seltings Properties

[ Regml sattrgs | mber | comensy. ] T [ ot

I Shart Date——

Colenddar:  [pmmn s - -
S longDate— —
Batople: Wesnesday, October 15,2003 -

_ & I-i:,“st‘d” josdd, Mamdd, vy (v

Figure 3-25. Regional Settings Properties Scraen - Date Tab

9. Tap Start-Programs-Save Configuration. This saves the new settings in the

MK2000 configuration {mkconfig.reg) file.
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Chapter 4
Transferring Files to the MK2000

Introduction

The following tools can be used to copy a file or files to the MK2000:

* AirBeam Smart (refer to Appendix C, AirBeam Smarf)

*  FTP Server (refer to FTP Server on page 6-11)

* Compact Flash Card {refer to Compact Flash Card on page 4-4)
+  ActiveSync.

ActiveSync

The MK2000 is capable of communicating with a host computer via Microsoft® ActiveSync
Version 3.7. When communicating with a host computer, USB ActiveSync can be used to
transfer data betwean a host computer and the MK2000.

This section provides information on installing the appropriate ActiveSyne software on the
host computer to enable communication between the MK2000 and the host computer.

Installing Communication Software

For the MK2000 to successfully communicate with the host computer, Microsoft®
ActiveSync (version 3.7 or higher) must be installed on the host computer.
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ActiveSync Sofiware:
When installed on the MK2000, ActiveSync software:

«  Allows the user to work with MK2000-compatible host applications on the host
computer. ActiveSync replicates data from the MK2000 so data can be viewed,
entered and modified on the MK2000 with the host application.

»  Allows the user to copy and paste (rather than synchronize) files between the
MK2000 and host computer.

Installing ActiveSync

To install ActiveSync on the host computer, download the latest version of the software from
hitp:/iwww.microsoft.com. Refer to the installation instructions included with the ActiveSync
software.

Use ActiveSync (version 3.7 or higher) to synchronize the information on the MK2000 with
the information on the host computer. Changes made on the MK2000 or host computer
appear in both places after synchronization.

Note: The MK2000's implementation of ActiveSync 3.7 does not support ActiveSync
Backup and Restore functionality.

Connecting the MK2000 to the Host Computer

Connect the RJ-45 connector end of the ActiveSync Developer's Cable, p/n 25-61686-01,
fo the RS-485 port on the MK2000 (see Figure 1-3 on page 1-5). Connect the other end of
the cable to a USB port on the host computer.

Fallow the instructions below to configure ActiveSync for Guest access. This is suitable for
copying files between the host computer and the MK2000.
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Transferring Files o the MK2000

If the Get Connected window does not appear, select Start/ProgramsiMicrosoft

ActiveSync.
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Figure 4-1. Get Connected Window

Connect the MKZ000 to the host computer.
On the host computer, select Next in the Getting Connected window.

The host computer and the MK2000 will attempt to synchronize. The New
Parlnership window appears.

New Partnership

Seft LIp a Partnership

Bedore you con pnchmnee rlomaion beiween your
bl devars and this compeder, s el 2ot 4D &
o Catvreen tham

‘Wousd you e L3 tel up a pacinesthip?

 Yeu

Sel up a parrenthip o thal | can pnchrone
‘nomatian between my device and tho computer

Lo

| dor't Wi to nchrorie mlomation. Set upmy
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Figure 4-2. New Partnership Window
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5. Click No and then Next. The New Parinership/Name Your Device window appears.
6. Click Next. The Microsolt ActiveSync Guest Connectfed window appears.

.+ Microsall Actvesync

Bl o Lok b '

T 0|38
¥ Sy || Detals ‘Explarar OpHans
| Guest

Connected

Figure 4-3. Microsoft ActlveSync Guest Connected Window

To downlead information (such as the mkconfig.reg file) from your host computer to the
MKZ2000, copy and paste the information. Select File-Explore on the ActiveSync window,
locate the folder to upload the information to, and paste the file.

For more information about using ActiveSync, start AcliveSync on the host computer, then
refer to ActiveSync Help.

Compact Flash Card

Files can be copied to or from the MK2000 using a CF card. The CF card can then be used
in any device capable of reading CF card data. When a Compact Flash card is added to the
MK2000, it effectively adds more Flash memory.
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Chapter 5

Resident Demo Application

The Resident Demo Application (MK2000RDEMOAPP-x.xx) is a browser-based
application available for download from: hitp:f/devzone.symbol.com. The purpose of the
Resident Demo Application is to provide a visual and audible demonstration of the
MKZ2000’s capabilities, in addition to providing source code to facilitate software
development. The Resident Demo Application can be set to launch automatically on

MK2000 boot up.

Symbol Technologies, Inc.

)
MK 2000
MicroKiosk

Loynity Select '”' . Scan ltems Below
jl Program | Part’.ﬁan

Figure 5-1. Main Screan
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Resident Demo Application Functionality

The Resident Demo Application provides a visual and audible demonstration of the
MK2000's capabililies. It provides an overview of a basic MK2000 retail application and it
is useful in demonstrating the basic functionality of the MK2000 in a retail environment. The
Resident Demo Application is functionally divided into Customer Applications and Store
Operations.

The Customer Application screens provide:

= Advertising (Attract Mode)

= Price Verification

*  Music Listen Station

« Alternate Language Information
+  Printing Capability

* Loyalty Program.

The Store Operations screens provide:

*  Video

»  [tem Information

* In-Store Messaging (Text, Voice and Video)
» Recording a Voicemail Response

* Voicemail Playback

+ 2D bar code Scanning and Display Data

*  Scan engine deactivation / reactivation.



Resident Demo Applicalion

Resident Demo Application

The Resident Demo Application is MK2000RDEMOAPP-x.xx. This application version
{along with the source code) is available at: http://devzone.symbol.com.

The resident demo application is a self-contained program that is run on the MK2000. The
Resident Demo Application does not require any external connectivity to be run.

Demo Application Bar Codes

The Demo Application bar codes are used by the Demo Application. They provide the bar
code inputs required to demonsirate the MK2000's capabilities. Refer to Demo Appiication
Bar Codes on page D-1.

Installing the Resident Demo Application

if you wish to install the Resident Derno Application and the MK2000 is set to automatically
launch another application on power-up, refer to Accessing the Windows® CE Deskiop.

If there is an existing copy of the Demo Application on the MK2000, perform the steps
outlined in Delefe The Current Resident Demo Application Version on page 5-3. This
provides access to the Windows® CE Desktop.

Accessing the Windows® CE Desktop

To bypass the launching of an application perform the following:

1. Perform a cold boot: Press and hold buttons B and € on the MK2000 until the
display goes blank (typically 15 seconds), then release the buttons, Refer to Figure
1-1 on page 1-3. The MK2000 reboots.

2. To prevent the MK2000 from entering an application, simultaneously hold down
buttons A and D just after the blue Performing System Initialization (Phase 1)
screen appears. The A and D buftons must be held down before the message
changes 1o Phase 2. Release the buttons.

3. When the Enter Password prompt appears, enter DDBAC and touch OK on the
MK2000 screen, or simultaneously press the A and B buttons for Enter.

4. The MK2000 enters Protected Mode and the Windows® CE desktop appears.

Delete The Current Resident Demo Application Version

1. Double-tap the My Comptiter icon on the CE deskiop.
2. Double-tap the Application folder.
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Select and delete the Resident MK2000_Demo_App folder.
Select and delete the mkconfig.reg file.
Select and delete the ResidentDemo.reg file.

Note: Use the delete functionaiily contained in the Files menu to remove
the desired files.

Install A New Resident Demo Application Version

1.
2.

10.

5-4

Create a folder on the host computer called Demo.

Downlead the Resident Derno Application: MK200ORDEMOAPP-x.xx located at:
http:fidevzone.symbol.com. When downloading, save it to your desktop. The
downloaded files are compressed in a .zip file.

Extract (all) files to the Demo folder. The following files and felders are
autormnatically created when extracted:

« Afolder called Resideni _MK2000_Demo_App
« A Word document called demo-resident.doc
« A req file called mkeconfig.reg

= A reg file called ResidentDemo.reg.

To load Resident Demo Application onto a CF card, copy the following three items
onto the CF card:

» The folder Iabeled Resident_MK2000_Demo_App
+ The file labeled mkconfig.reg.
+ The file labeled ResidentDemo.reg.

Insert the compact flash card into the CF card slot in the MK2000. See Figure 1-2
on page 1-4. To access the CF card contents, use the Storage Card folder located
in My Computer.

Double tap the My Compulericon.
Double tap the Application folder.

Use the copy function to copy the folder and files from the My Computer\Storage
Card folder into the My ComputenApplication folder.

Reboot the MK2000 to launch the new version of the Resident Demo Application.

Perform a cold beot: Press and hold buttons B and € on the MK2009 until the
display goes blank (typically 15 seconds), then release the buttons. Refer to Figure
1-1 on page 1-3. The MK20Q0 reboots.

« The Resident Demo Application launches autormatically on power-up.



Resident Demo Application

Disable/Restore Demo Application

1. To prevent the MK2000 from entering an application, simultaneously hold down
buttons A and D just after the blue Performing System Initialization (Phase 1)
screen appears. The A and D buftons must be held down before the message
changes to Phase 2. Release the buttons.

2. When the Enter Password prompt appears, enter DDBAC and touch OK on the
MK2000 screen, or simultaneously press the A and B buttons for Enter.

The MK2000 enters Protected Mode and the Windows® CE desktop appears.
Double tap the My Computer icon.
Double tap the Application folder.

Use cut function to cut the mkconfig.reg file from the My ComputeAApplication
folder.

Locate the Resident_MK2000_Demo App folder and double tap on the folder.

Paste the mkconfig.reg file into the My
ComputenApplicatiom\Resident_MKZ2000_Demo_App folder.

8. Reboot the MK2000. The Windows® GE desktop will appear.

10. To restore the Resident Demo Application, move the mkconfig.reg file back to the
My ComputelApplication folder.

ook w

@ ~

Note: Dalete the application if freeing up sforage space is a requirement.

Starting and Exiting the Resident Demo Application

Prior to launching the Resident Demo Application, print out the Demo Application Bar
Codes on page D-1 through 2D Bar Code (PDF417) on page D-7. The printed bar codes
are required to access the MK2000 features. The Resident Demo Application can be setto
launch automatically on MK2000 boot up.

For sample source code that demonstrates automatic MK2000 startup from a browser
application, refer to the Resident Application's readme.ixt file, which is part of the Resident
Demo Application.

To launch the Resident Demo Application automatically, apply power to the MK2000 and
allow the boot sequence to proceed uninterrupted. The Resident Demo Application
launches automatically.

To exit the Resident Demo Application and access the Windows® CE Desktop, refer to
Accessing the Windows® CE Desklop on page 5-3.
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Resident Demo Application Structure

The Resident Demo Application uses two categories of screens to demonstrate the
MK2000 capabilities. The Cusforner Application Screens are designed to be used and
accessed by customers. The Store Operations Screens are designed to be used and
accessed only by store employees. Access to the Store Operalions Screens is limited to
employees who have their scannable bar code 1D programmed into the database. Both
screen sets use the 4 programmable buttons and/or virtual touch screen buttens (displayed
over the four function buttons).

The Customer Application Screens demonstrate the customer support features.

Customer Application Screens on page 5-7;
«  Main Menu Bar an page 5-7
= Scanning Bar Codes on page 5-7
= Atftract Mode on page 5-8
+  Price Verification on page 5-9
Price Verification Menu Bar on page 5-11
»  Printing Capabilities on page 5-12
= Loyaity Program on page 5-14
= Select ink Cartridge on page 5-15.

The Store Operations Screens demonstrate some of the types of store operations that can
be supported on the MK2000.

Store Operations Screen on page 5-17:
= Calculator on page 5-18
»  In-Store Messaging on page 5-19
Voicemnail Opfions Screen on page 5-20
Voicemail Playback Screen on page 5-21
Voicemaif Recording and Playback Screen on page 5-22
Text Messaging Screen on page 5-23
Video Message Screen on page 5-24
= Scan a 2D Bar Code Screen on page 5-25.
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Resident Derrio Application

Customer Application Screens

Main Menu Bar

The MK2000 displays the Main Menu bar titles above the programmable buttons while in
Aftract Mode ([dle Mode).

Loyalty
Program

Scanning Bar Codes

A bar code (item’s SKU, employee badge or loyalty card) can be scanned from any point
within the application. However, 2D bar codes can only be scanned from the Scan a 2D Bar
Code Screen on page 5-25. For example, after a store employee has scanned an item’s
SKU for price lookup and they are on the price verification screen, they can scan their
employee badge to directly access the store operations menu.

Select Ink . .Scan ltems Below!
Cartridge <

Figure 5-2. Main Menu Bar

For sample source code that demonstrates how to control the scan engine from a browser
application, refer to the Resident Application’s readme. &xt file, which is part of the Restdent
Demo Applicalion.

5-7



'\\_\_
R \ﬂ MK2000 MicroKiosk Product Reference Guide

Attract Mode

The MK2000 Resident Demo Application automatically enters Attract Mode and displays a
slide show. Attract Mode is automatically entered after a period of inactivity on any screen,
the slides are displayed in preset intervals.

Slide Show (screen saver)

While the slide show displays, the Main Menu bar (see Figure 5-2 on page 5-7), is visible.
The slides are displayed serially.

Symbol Techno!ogles Inc Symbol Technelogies, Inc.

symkol

MK 2000
MicroKiosk v
|[ p"r:;’;-:’r'n r: St lLems Bag s paly 2:—::-::1::": ‘ _ Scan Items Eeinwl

Symbol Technalogies, Inc. Symbol Technologies, Inc.

25% Off Sale

Enhre '_S'toc_k of

] Swivet Wk
Cortridge

Srar ileny el L5375 brlweg Ini Sear izemy Belgnl

Cartrdge

Figure 5-3. Slide Show Screens

5-8



Resident Demo Application

Price Verification

The Resident Demo Application has three price verification screen formats. Samples are
shown below:

L]

Price Verification screen (Loyalty Program enabled)

Requires the Loyalty Program bar code to access special Loyalty Program
product information

Frice Verification screen (Non-Loyalty Program)

Displays standard non-Loyalty Program product information
Price Verification screen (Audio Enabled).

Scan the bar code White Correction Fluid on page D-2:

Bic Wite*Out - 20ml / 0.7 i, b2,
N K GTDISEATY
Reguioty: FTE"]
it @
Loyuly Drorgunk: 181 3
Layatty Price :§1.43

Figure 5-4. Loyalty Program Enabled, Price Verification Screen

Scan the bar code Wide Screen TV on page D-1:

Fanasonic 22" TV
i r oI

" Ol s

Requiaty:  BLHLTY

Fuls Price:  3LTILVY

You Save: 3210.00

Figure 5-5. Non-Loyalty Program, Price Verification Screen

59
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CD Listening Station

The Audio Enabled Price Verificalion screen provides an audio listening station to the price
verification screen. :

Select Options:

= Two velume control buttons (Louder/Quieter)
« Pause (two bar) button
+  Home, retumns to Affract Mode (see page 5-8).

Scan the bar code CD on page D-5:

Listen Like Thieves by INXS

.................................................................
Ewn F OTSEIIIZERZA

. AcLovaby thad bekongy I avery .
DRI gttty cotecent ik

Repuxty:  $1400
Hade Pricez 41100

You

Sove: 12.02

Figure 5-6. Audio Enabled Price Verification Screan
For sample source code that demonstrates volume control from a browser application, refer

to the Resident Application’s readme.ixt file, which is part of the Resident Demo
Application.

5-10



Resident Demo Application

Price Verification Menu Bar

The MK2000's Price Verification screen uses the Price Verification Menu bar to identify the
button functions. The Price Verification Menu bar appears directly over the function buttons
and it identifies the button functions (while in the Price Verification screen).

AR A d e P A NS S P PN A N P I NS PN PN SN PN NN PR AN RT R BN

=R EE = R

Flgure 5-7. Price Verification Menu Bar

The menu bar enables the following functionality:

* Espaiiol {altemate language):
«  The MK2000 Demo Application’s default primary language-is English, and the
default alternate language is Spanish.
For sample source code that demonstrates alternative language support from
a browser application, refer to the Resident Application’s readme.txt file, which
is part of the Resident Demo Application.

« On the Price Verification screen, the titte above the first button [abels the
alternate language. Once selected, the alternate language remains in effect
until the screen is exited or until another button is pressed.

« Selecting the first button on the Price Verification screen changes the text on
the screen frem the primary language to the alternate language, including all
screen titles, buttons litles and price verification field titles.

*  Print - print inforrmation shown on the screen. Refer to Printing Capabilities on
page 5-12.

= Loyalty Program - refer to Loyalty Program on page 5-14

* Home - retums the MK2000 to Attract Mode (see page 5-8).
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Printing Capabilities
Selecting the Print button displays the Select Printer screen.

Select Options:

=  Print - print barcodes, bitmaps and/or text to the selected printer.
= Down arrow - scroll down on the printer list

+ Troubleshoot - selecting the Troubleshoot button sets the printer in a mode to
print on receipt paper. The default setting is for label stock if this is not done.

+ Hame - retums the MK 2000 to Atfract Mode (see page 5-8).

Printing Options

Select Printer
Zebra QL Series
Zebra LP Series

Bareod:: 312546650213

e Name Raleds Astarad

Derompreon Frbever hezibnm, sewe ite=ach, acd sdige s and wpest sicmach
Pree L4100

e .

Figure 5-8. Select Printer Screen

The Resident Demno Application supports printing via the Zebra QL220/320/420 or Zebra
LP2834/2844 series printers. The Demo Application also demonstrates how to print on
receipt stock (continuous printing) or label stock. The QL series printers support the
advanced printer monitoring functionality (refer to Advanced Printer Monitoring
Functionality on page 3-35).

For sample scurce code that demonstrates printing from a browser application, refer to the
Resident Application’s readme.txt file, which is part of the Resident Demo Application.
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Resident Demo Application

Printer Errors

If an error ocours during printing, the error is highlighted in red as shown in Figure 5-9.

QL Printer Error

The prinler problem(s) is highlighled ia red below, Please
correct the problem and hit the back button. You may then
renttempt prinling.

Ribbuna Stuts Rbboa Pres FPoper Gamting Lew P OF

Batirry Bacory OF Daer Statar Do Closed

Fapar PreveotOul Fapet Preienl Pewar Oa'OT _

Figure 5-9. Printer Errors
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Loyalty Program

Selecting the Loyalty Program butten from the Main Menu bar (see page 5-7) or from the
Price Verification screen (see page 5-9) displays the Loyalty Program screen.

—_——T

Loyalty Program

Qur Thanksgiving Turkey Drive is
under way!

It you havs a loyally eard, for evary 5250 spent in [
the month af November you eam a free turkey.

Scan your loyalty card for details!

.................................................................

Figure 5-10. Loyalty Program Screen

Seanning the Loyally Program barcode (see Loyalty Card on page D-7) provides details
about the customer’s Loyalty Program account status.

Loyalty Program
Hi Clark Kent!

Our Thanksgiving Turkey Drive is
under way!

Spend 525,00 more and you will recere a free
turkey.

Figure 5-11. Loyalty Program Account Status



Resident Demo Applicalion

Select Ink Cartridge

Selecting the Select Ink Cartridge button from the Main Menu bar (see page 5-7) displays
the Print Cartridge screen.

Need a print cariridge?

Choose a printer and press select.

Highlight prinler then press select

Lexmark P707 Photo
Epson Stylus Color 850
HP Desklet 9595

EmEa &=

Figure 5-12. Print Cartridge Screen

Highlight one of the printers and tap or press the Select button. The Cartridge Type
Seleclion screen appears for the selected printer.

Lexmark P707 Photo Ink Cartridges

Select the type of cm"tridge you require.

Black Cartridges Color Cariridges

{ Black Colar ‘ Bk ‘ ome
Cartridges Cartridoes o

Figure 5-13. Cartridge Type Selection Screen
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Select either Black Cartridges or Coler Cartridges by tapping or pressing the appropriate
button. The information for the selected cariridge appears on a new screen.

Lexmark P707 Photo Ink Cartridges

Iiem Descriplion Price

L3M0120  Figh Resolubion ink prodoces brlliant photex  337.00
and sharp images, Miesereopic ik drop rize
Tor mercdible clarity and demil, Concantrated
dye based inky for vibraot colory, Fade
regiviant to protect your faveritc pholor,

Figure 5-14. Cartridge Information Screen
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Resident Demo Application

Store Operations Screen

Scan an employee badge (5 digit code 128) to enter the Sfore Operations mode (refer to
Empioyee Badge on page D-8). A detailed description of each of the button functions
available from the Store Operafions screen is provided below. While on this screen, the
internal scan engine is disabled.

The Store Operations menu bar displays the following button titles:
» Calculator {see page 5-18)
+ Messages (see page 5-19)
«  Scan 2D (see page 5-25)
* Home - returns the MK2000 to Attract Mode (see page 5-8).

Slore Operations
John Ryan,
You have 3

new yoice mails
wafting for you.

Figure 5-15. Store Operations Screen
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Calculator

Selecting the Calculator button displays an on-screen calculator.

=R

Figure 5-16. Calculator

This screen and associated source code demonstrate an ideal button layout, taking into

account an average user's finger width. If a stylus is used, the 6.4 inch VGA screen can
accommodate an alphanumeric keypad layout.

For sarnple source code that demonstrates numeric keypad operation from a browser

application, refer to the Resident Application's readme. txt file, which is part of the Resident
Demo Application.
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Rasident Damo Application

In-Store Messaging

Selecting In-Store Messaging from the Store Operations Screen on page 5-17 displays the
in-Store Messaging screen (Figure 5-17 on page 5-19). When the screen is initially
displayed, the first (most recently received) item is highlighted. The In-Store Messaging
view menu bar indicates the current button functions. The Up and Down buttons are used
to scroll the message list. While the scroll bar is on a message, the information displayed
in the row is highlighted. Selecting a Voicemaif message displays the Vioicemail Options
Screen (see page 5-20). Selecting a text message (in this demo “Employee Bufletin™
displays the Text Messaging Screen (see page 5-23). Selecting a video message (in this
demo “Training Video") displays the Video Message Screen (see page 5-24).

Select Options:

*  Up arrow - scroll up on the ltem list
*»  Down arrow - scroll down on the ltem list

+ Open - select an item on the Item list and proceed to either the Voicemaif Options
Screen (see page 5-20), the Text Messaging Screen (see page 5-23) or the Video
Message Screen (see page 5-24) (depending on the message type)

« Home - return to the Store Operations Screen (see page 5-17).

In-Store Messaging
item Type From Sent New

2 Employee Human 8/15/02

Builetin Resources 1:16PM X
SHojo2
3. Volcemall Mike Harrls 10:10AM
4 Tralning Human 61 6/02 X
' Video Resources 10:10AM

C o o e

Figure 5-17. In-Store Messaging Screen
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Voicemail Options Screen

Selecting a voicemail item from the /n-Store Messaging screen displays the Voicemaif
Cplions screen (see Figure 5-18). The Voicemaif Options screen is used to listen or
respond to a voice message.

Select Options:

» Right pointer - play the message

*+ Reply - allows a user to record 2 message and play it back for review by entering
the Voicemaif Recording and Playback Screen (see page 5-22)

* Delete - delete the message
+ Back - return to the previous messaging screen.

Voicemail Options

llam Type From Sent Hewr

1. Volcomall Rob Johnsen 8120102 3:24PM X

Figure 5-18. Voicemall Options Screen
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Resident Demo Application

Voicemail Playback Screen

Selecting an item from the Voicemaif Options screen displays the Voicemail Playback
screen (see Figure 5-19). The Voicernail Playback screen is used to listen to and/or reply
to a message.

Select Options:

* First speaker button - increases volume

+  Second speaker button - decreases volume

* Double bar button - pauses the recorded message

»  Square button - retum to the Voicemail Options Screen on page 5-20.

Vaicemail Playback
ltam Typa From Sent Hewr

1. Velcemall Reb Johnson SIO02 3:24PM F]

Figure 5-19. Voicemail Playback Screen
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Voicemail Recording and Playback Screen

Selecting Reply from the Voicemail Options screen displays the Voicemail Response
screen (see Figure 5-20). The Voicemail Response screen is used to record a voice mail
reply using the MK2000's built in microphone {see Figure 1-1 on page 1-3). This screen can
be used to record a message and play the message back.

For sample source code that demonstrates audio recording using the microphone from a
browser application, refer to the Resident Application's readme.txt file, which is part of the
Resident Demo Application.

Select Options:

* Record button - press and speak into the microphone to record a reply message.
A .wav file is recorded using the MK2000's ActiveX object. The text on the button
changes to Stop. Press the Stop button to end recording. The text on the button
changes back to Record.

+ Right pointer - play the recorded .wav file message
+ Send - sends the message
+ Back - return to the Voicemail Options Screen (see page 5-20).

Voicemail Response

Ttem Type From Sent New
8120102
1. Volcemall RobJohnson 2:24PM X

Figure 5-20. Voicemail Response Screen
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Resident Demo Application

Text Messaging Screen

Selecting a text based message item from the /n-Store Messaging screen displays the Text
Messaging screen (see Figure 5-21). The Text Messaging screen is used to view a text
based message.

Select Options:

« Delete - Retumns to the in-Sitore Messaging (see page 5-19).
+ Back - Returns to the In-Sfore Messaging (see page 5-19).

Text Messaging

Tople: Empleyeo Bullelin

From: Human Resources
Sent: 81502 1:15PM

201 assoeiates ate Invited to attend our "How to Plan fer Retirement”
lseminar Thursday, July 18 a1 12,00 in Lecture Hall B.

Figure 5-21. Text Messaging Screan
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Video Message Screen

Selecting a (training) video itern from lhe In-Store Messaging screen displays the Video
Message screen (see Figure 5-22). The Video Message screen is used to view a training
or informative video.

Select Options:

*  First speaker button - increases volume
«  Second speaker button - decreases volume
»  Double bar button - pauses the video message

s Square button - retums to the in-Store Messaging screen (see Figure 5-17 on page
5-19).

Training Video

Figure 5-22. Video Message Screen
For sample source code that demonstrates playing video files from a browser application,

refer to the Resident Application's readme.txt file, which is part of the Resident Demo
Application.
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Resident Demo Applicalion

Scan a 2D Bar Code Screen

Selecting Scan 2D from the Store Operations Screen (see page 5-17) displays the Scan a
2D Bar Code screen (see Figure 5-23). The Scan a 2D Bar Code screen allows store
associates to read a 2D bar code such as a PDF or composite code. Refer to sample 2D
Bar Code (PDF417) on page D-7. :

After selecting the Scan 2D button, the scanning mode {laser scan pattern) is switched from
omni-directional (cyclone) 1D scanning mode to 2D scan mode. When a 2D bar code is
scanned and decoded, the MK2000 beeps and displays the bar code data.

Tap or press the Home button to return to the in-Store Messaging (see page 5-19).

2D Scan

Scan a 2D barcode

! Hemn | .\’..‘Er;an [hars Bilrat

Figure §-23. Scan a 2D Bar Code Screen
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Source Code Index

Sample source code for the following funclionality is outlined in the Resident Application’s
readme.ixt file, which is part of the Resident Derno Application.

Screen Layout

Touch screen “"click” sound control

= How to deactivate the click sound on the screen except where a bufton is
located

*= How to enable a button to have a click sound
Alternate language support
+ How to display screen text in Spanish versus English

- Numeric Keypad Operation

» How to setup a numeric keypad

How to Hide the Browser toolbars

» Internet Explorer toolbar

- Windows® GE Start bar

How to setup a Price Verification Screen

* How to route UPC data

* How to layout item pricing inforrnation on a screen

How to Dynamically relabel the buttons

* Press button on screen takes you to new screen and new button with new fitles

Printing

Printing

» Bitmap

* Barcode

« Text

QL printer error handling

Scan Engine

5-26
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+ Turning the engine on
* Turning the engine off



Resident Demo Application

* Switching between omni to 2D

» Switching between 2D to omni

- Embedding the Active X object in a hidden frame

- Routing barcode data via Symbology type to different locations

Multi-Media Content

*  Microphone control
« Recording using microphone
« Playback of recorded message

» Playing audio files
+ How to call media player
+ How to control the volume while file is being played
» Pausing playback

= Video
* How to play a video with media player
* How to hide the toolbars (pause, play buttons, etc.)
* How to control the volume while file is being played
» Pausing playback

Advertising
+  Attract loop
+ How the loop works
« How to change the amount of time each image is displayed
=  Where images should be located

Device Startup

+  How to enable automatic device setup
» See demo application's mkconfig.reg file

Application Version Tracking
*  How to track the demo applications version information
+ See "ResidentDemo.reg" file
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Chapter 6
System Features

Overview

Table 6-1 lists the system fealures covered in this chapter, and the page they first appear
on.

Table 6-1. System Feature Reference

Topic

Reference Paragraph

SNMP Based Remote Monitoring

Refer to SNMP Based Remote Monitoring on
page 6-2.

Accessing the Windows® CE
Dasktop

Refer to Accessing the Windows® CE Deskiop on
page 6-5.

Password Protection {Gate
Keeper)

Refer to Password Protection (Gate Keeper)
on page 6-6.

Remapping Bultons

Refer to Remapping Bulions on page 6-6.

Bution Remapping - Keycode
Values

Refer to Butfon Remapping - Keycode Values on
page 6-B.

Network Time Updale: SNTP
Client

Refer ta Network Time Update: SNTP Client on
page 6-9.

FTP Server

Refer to FTP Server on page 6-11.

Inaclivity Application (Screen
Saver)

Refer to Inactivity Application (Screen Saver} on
page 6-12.
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Table 6-1. System Feature Reference (Continued)

Toplc Reference Paragraph

Browser Applications - Hiding Refer to Browser Applications - Hiding Toofbars on
Toolbars page 6-14.

Browser Applications - Handling | Refer to Browser Applications - Handling Nefwark
Network Disconnects Disconnects on page 6-14.

Input Panel Refer to Input Panel on page 6-16.

Microsoft WordPad Refer to Windows Media Playsr on page 6-19.
Windows Media Player Refer to Windows Media Playsr on page 6-19.
Internet Explarer Refer to infermet Explorer on page 6-20.

SNMP Based Remote Monitoring

The MK2000 supports the Simple Network Management Protocol (SNMP). An SNMP
agent is provided on board the MK2000. The MK2000 supports two Management
Information Bases (MIBs):

*+  The MK2000 extends Microsoft's implementation of the MIB-1] defined Host
Resource MIB to report software versiaons, file system values, partition table values
and a few miscellaneous items.

» A custom MIB is used to perform actions such as rebooting the MK2000.

Most of the MIB-Il and Host Resource MIBs are supported using Microsoft's default
implementation.

Details of the suppoerted portions of the MIB-Il and Host Resource MIB (HRMIB) are not
included here, except for the specific changes to the HR MIB made for the MK class of
products.

The software versions are published using tables within the hrSWinstalledTable table,
which is part of the Host Rescurce MIB. The filesystem information is presented in
hrStorageTable. Refer to List of Reported Software Component Versions on page 6-3 for
more information on what is reported using the Host Resource MIB.
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Systern Foatures

The MicroKiosk line of products use the SysOID (System Object Identifier) listed in Table
6-2. This OID is the prefix for all OlDs in the MK Custom MIB.

Table 6-2. SysOID

Product Sys0ID
MK 2000 .1.3.6.1.4.1.386.10.3

These SysOIDs come from the tree that has been officially assigned to Symbol
Technologies (.1.3.6.1.4.1.388) and have been registered with the body within Symbol that
manages our SNMP OIDs.

List of Reported Software Component Versions

The following items are reported by the Host Resource MIB. The "Where” column describes
where in the Host Resource MIB this information can be found. This inforrnation may be
viewed using the Configuration Utility. Refer to Remole Monitoring on page 3-4.

Table 6-3. Reported Software Component Versions

ltem Where

Symbol 0S hrinstalledSoftware
Windows CE OS5 hrinstalledSoftware
Monitor/IPL hrinstalledSoftware
Scanner C API hrinstalledSoftware

Scanner Driver MDD

hrinstalledSoftware

Scanner Driver PDD

hrinstalledSoftware

Scanner Decoder Firmware

hrinstalledSoftware

Scanner Hardware

hrinstalled Software

Radio Driver

hrinstalledSoftware

Radio Firmware

hrinslalledSoftware

Radio Hardware

hrinslalledSoftware

N User Applicalion names/
versians

hrinstalledSoftware

Processor Name/Type

hrDeviceTable
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Table 6-3. Raported Software Component Versions

tem Where

RAM Size hrDeviceTable
Flash Size hrDaviceTable
Qther devices hrDeviceTable
Parlitions - namef/size hrPartitionTable
(Platform, Application, Data,

Object Store)

Filesystem Information hrStorageTable

User Application Version Reporting

User applications can have their name and version information reported via SNMP as
follows:

A file (suggested name is application_name.reg) is created and loaded into the MK2000’s
Application partition (folder). When the .reg file is read at boot up, its contents are loaded
into a MK2000 registry key, HKEY_LOCAL_MACHINE\Software\AppVersions.

All values under that key represent software components. Each value/data pair specifies
the name of the component and its version, respectively. Each value under this key must
be a string value.

The application version information may be read by a number of off-the-shelf SNMP based
network management packages in addition to the MK2000's Configuration Utility (Refer to
Software Version Information under Remote Monitoring on page 3-4 for details).

For an example .reg file see the demo application’s "ResidentDemo.reg” file. The file
contains the following text on two lines:

[HKEY_LOCAL_MACHINE\Software\AppVersions]
"ResidentDemo"="2.0"

When an MK2000 that contains the ResidentDerno.reg file in its Application folder at bootup
is queried by the Configuration Utility for application version information, it will return the
following: ResidentDemoe 2.0. The applications name is ResidentDeme and its application
version is 2.0.
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Actions - Custom MIB
The following Actions / Commands are supported by the MK Custom MIB:

Table 6-4. Custom MIB Actlons/iCommands

Action/Value Var Name | olD | Access | Data Type

Cold Reboot Performs an immediate cold boot of the MK2000.
stiColdBoot | SysOID.10.1 |wo |

Warm Reboot Performs an immediate warmmn hoot of the MK2000,
stiwarmBoot | SysOID.10.2 | wo |

Launch AirBeam | Launches AirBeam with ne command-line parameters, causing it to
perform whatever function is stored in its registry settings. There is no
mechanism to provide command-line arguments to AirBeam via SNMP
stiLaunchAirBeam | SysQID.10.3 | WO I

GUID Returns the globally unique system identifier (GUID/UUID). This can be

used for reliable product tracking as this number will not change if the
operating system or other portion of system software is changed.

stiSystemGUID |SysOID.10.4 | RO 'Sh'ing (DisplayString)

Accessing the Windows® CE Desktop

if an MK2000 has been configured to automatically launch an application via its
mkconfig.reg file on power-up, this setting must be bypassed when the system is booted to
gain access to the Windows"™ CE desktop.

Gaining Access to the Windows CE Deskiop

1. To perform a cold koot press and hold buttons B and € until the display goes blank
{typically 15 seconds) then release buttons, see Figure 1-1 on page 1-3. The
MK2000 reboots.

2. To prevent the MK2000 from entering an application, simultanecusly hold down
buttens A and D just after the blue Performing System Initializalion {(Phase 1)
screen appears. The A and D buttons must be held down before the message
changes to Phase 2.

3. When the Enter Password prompt appears, enter DDBAC and touch OK on the
screen, or simultaneously press the A and B buttons for Enter.

4. The MK2000 enters Protected Mode and the Windows® CE desktop appears.
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Password Protection (Gate Keeper)

The Gate Keeper provides the password protection to access the Windows® CE desktop.
After Windows® CE boots, but before any application is run, the Gatekeeper checks (for
two seconds) to see if the user has selected the appropriate combination of buttons
(currently A and D) just after the blue Performing System Initialization (Phase 1) screen
appears to request password entry. If the combination is detected, a dialog box is launched
for the user to enter a password. The buftons are mapped to produce the characters 1, 2,
3, 4, Enter and Escape, as listed in Table 6-5. Enter the desired character sequence and
press Enter to submit the password, or Gancel to abort the attempt. If the password is
submitted and correct, the Gate Keeper provides access to the Windows® desktop. If the
password is incorrect, or Protected Mode access was not requested, the MK2000 enters
the configured mode (the default is the MK2000 Demo Application).

Password Protection can be set up via the Configuration Utility’s Protected Mode feature
(System Configuration/Protected Mode}. See page 3-29.

Table 6-5. Button Mappings for Protected Mode

Button Combo Character / Action Note
Aand D Request Protected Mede Only for 2 seconds after boot
A "' During password enlry
B 2 During password enlry
C ‘3 During password entry
D 4! During password sniry
Aand B ‘Enter’ (Return) During password entry
Cand D ‘Escape’ (Cancel) During password entry
Remapping Buttons

The four butions on the front of the MK2000 can be used individually, or in combinations.
All 15 combinations can be remapped to a virtual keycede that represents a given character
or key sequence, as defined in the table at the end of this section. Any combination that
includes buttons B and C will cause a cold boot if held for more that 15 seconds. Use the
Control Panel - Button Definitions, the System Menu, or Configuration Ultility to remap the
buttons (refer to Table 6-7 on page 6-8).
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Table 6-6. Default Button Mapping

System Features

Button Combo Mapping Hex Code

A Up 0x26
B Down 0x28
C Left 0x25
D Right ox27
AB Enler/Retum 0x0D
AC Shift-Tab 0xC3
AD Alt 0x12
ABC System Menu 0xCs
ABD Alt-Down 0xC2
ACD Calibration 0xC4
BC Unmapped

BCD Backspace 0x08
BD Tab 0x09
CcD Cancel/Escape ox1B
ABCD Signal Sirenglh oxC6

Note 1: To disable a button combination, set its mapping to 0.

Note 2: To perfoerm a cold boot press and hold buttons B and € until the display goes blank
(typically 15 seconds) then release the buttons, see Figure 1-1 on page 1-3. The MK2000

reboots.
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Button Remapping - Keycode Values
Table 6-7 shows the keycede values to use when remapping buttons.
Table 6-7. Keycode Values

Button Values

Functlon Value Functlon Value
BACK Ox08 COMMA OxBC
TAB Ox09 HYPHEN OxBD
CLEAR Ox0C PERIOD OxBE
RETURN 0x0D SLASH OxBF
SHIFT 0x10 BACKQUOTE OxCQ
CONTROL 0x11 F1i Dx70
ALT 0x12 F2 Ox71
CAPITAL 0x14 F3 Ox72
ESCAPE ox1iB F4 0x73
SPACE 0x20 F5 0x74
PRIOR Ox21 F& 0x75
NEXT 0x22 F7 0x76
END 0x23 F8 Ox77
HOME 0x24 Fg 0x78
LEFT 0x25 F10 Ox79
upP Ox26 F11 0x7A
RIGHT Ox27 F12 0x7B
DOWN 0x28 0 thru 9 are the same as ASCII '0' thru '9' 0x30 — 0x39
MULTIPLY DOx6A A thru Z are the same as ASCII 'A’ thru 'Z' 0x41 - Ox5A
ADD Ox6B SHIFT-TAB 0xC2
SEPARATCR Ox6C ALT-DOWN 0xC3
SUBTRACT Ox6D CALIBRATION 0xC4
DECIMAL Ox6E SYSTEM MENU 0xC5
DIVIDE Ox6F SIGNAL STRENGTH 0xC6
SEMICOLON 0xBA TOGGLE SOFTWARE INPUT PANEL {SIP) 0xC7
EQUAL 0xBB COMBMA 0xBC
HYPHEN 0xBD
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Network Time Update: SNTP Client

The MK2000 is shipped with a Simple Network Time Protocol (SNTP) client that can be
used to automatically set and update the MK2000's time and date via the network. This
feature is used to restore the system time and date across rebools or power outages.

In addition, the automated update of the system time and date also ensures consistent time
and date stamping across a fleet of MK2000s. The SNTPClient program sets the MK2000's
time and date by querying one or more SNTP servers over the network.

The SNTP client has four registry parameters, which can be set up via the Configuration
Utility’s Network Time Update feature (Sysfem Configuration/Network Time Updats). See
page 3-28.

Server(s)

A multi string value specifying the SNTP servers to be queried. The servers will be
queried in order until one is successful or the list is exhausted. If the MK2000 is
unable to obtain a time value from a server it will use the default setting (June 1,
1999 12:00:00 AM)}. An attempt to acquire a time value will not be made again
unless a regular update is also configured, and the attempt will be made at the
configured time.

The value can be specified as a DNS name or an |P address.
If this value is not set, or set to a NULL string (""), the SNTP client is disabled.

Quiet Maode

A flag that instructs the program to report its results and/or problems (via message
boxes) or to not report results and/or problems. A zero value is used for "report”,

any other value means "don’t report”. This is generally set to non-zero to disable

reporting so user's do not see system messages. Setting this to zero is generally
used for trouble-shooting.

Update Period

A number indicating the interval in minutes between executions of the program. A
value of zero means the program is not scheduled to run pericdically. A non-zero
value means the program will run again in "Update Period™ minutes. Updating the
time once a day is generally sufficient to ensure consistently accurate time
reporting.
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+ Retry Period

The number of seconds for which the update ulility will query the time servers. This
can be used as a delay to allow the network to be configured at boot time

e §

Default values are:
Server(s) = "™ {i.e., a null string which means “disabled")
Quiet Mode = 1
Update Period = 0
Retry Period = 25 seconds

The program also accepts the following command line parameters, alt of which override the
registry values:

hosts
A comma separated list of SNTP servers to be queried. The servers will be queried
in order until one is successful.

IQ
Den't report any resulls and/er problems {quiet).

iN
Report all results and/or problems (noisy).

P
Run the program pericdically according to the period value in the registry.

The SNTPClient program is run as part of the MK2000's StartUp sequence, before any user
programs are run, with the following command line:

SNTPClient /1Q /P

This means that it will use the Hosts registry entry if one is available, not report any results
and/or errors, and will schedule itself to run periodically if there's a non-zero Period value
in the registry. Therefore, the default parameters effectively cause the program te be
disabled.
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FTP Server

The FTP server is implemented based on RFC 959, which defines the FTP requirements.
FTP server supports the minimum implementation of the FTP server defined in RFC 959.
This minimum implementation includes configuration values, transfer parameters and
supports only ASCII and image data types.

Note: Partifions cannot be updated using FTP.

This server has had minimal security auditing and is intended as an aid for development
only. Production use of this server is not warranted and under no circumstances should it
be enabled in anonymous mede if the MK2000 is accessible from the internet.

The FTP server is enabled by default when shipped.

The FTP server can be set up via the Configuration Utility's FTP Server feature (Update/
FTP Server). See page 3-39.
FTP Server Registry Parameters
Allow Anonymous
There is no authentication of users so users do not need to have an account on the
local machine. Allows copying of data from MK2000.
Allow Ancnymous Upload

Allows anonymous users to copy data to the MK2000.

Root Directory
Root directory. Only this directory and subdirectories are accessible remotely. Defaults
to "\

Is Enabled

Causes the server to be automatically launched at boot time.
Use Authentication

Determines whether authorization is required to connect to the server. If set, a valid
user account on the local machine is required and the correct id and password for the
account must be specified to the server.
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User List

—

If Use Authentication is set, specifies the list of users that are allowed to login to the
server. These accounts must already exist in order for the user to be permitted access.

Inactivity Application (Screen Saver)

The Inactivity Application Manager (IAM) is the screen saver engine for the MK2000. It is
responsible for [aunching and terminating the screen saver at appropriate times but does
not provide the actual screen saver images. The screen saver application is termed here
an "Inactivity Application”.

Users can use one of the provided applications described below, or can create their own
application. The IAM can be configured via the Configuration Utility's Inactivity Manager
feature (System Configuration-Inactivity Manager). See page 3-28.

The screen saver exits if any of the following events ocour:

+ barcode scan

+ rcentap
+ button press
«  MSR activity

Note that the barcode scan data and MSR data are passed threugh to the application
behind the screen saver,

SimpleSaver

The SimpleSaver program is a very simple screen saver application. It clears the screen to
white and repeatedly displays this message at different locations on the screen:

Perform some action to wake me upl
This program is used as the default IAM (Inactivity Application Manager) application.

This Inactivity Application is designed to provide a simple example of how to implement a
custern application, it is not intended to be used as a final presentation tocl. Source code
is provided in the SDK (part number MK2000CESDK-x.xx).
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SlideShow

The SlideShow program is a screen saver program that endlessly displays a group of
graphics files (slides) one at a time. The program is capable of displaying graphics files with
the following extensions:

»  JPG
+ GIF
= BMP
« 2BPR

The program uses the following registry entries under the
[HKEY_LOCAL_MACHINE\Software\SymbolSlideShow] key:

* Directory
A string value specifying the graphics files location directory.

* Delay

A DWORD value indicating the number of seconds to display each graphic for. If
not specified, the default delay is 5 seconds.

* Background

A DWORD value specifying the background coler to use around graphics that are
smaller than the screen size. If not specified, the default background is 0x700000
(a middle range blue).

These values can be set using the Configuration Utility.
The program does not accept any command line parameters.

Once the program has read the registry entries, it tries to read a file named SfideShow.bad
from the graphics directory. If this file exists, it should contain one file name per line. These
file names should not include a path and they must exist within the graphics directory. The
files will be displayed in the order specified.

If the SlideShow.txt file is not present, the program will scan the graphics directary for all
files with the appropriate file name extensions. These files will be displayed in a sequence
that is determined by the file system.

if a slide is smaller than the screen size, it will be centered on the screen and the
background color will be drawn in the area around the slide. If a slide is larger than the
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screen size, it will be scaled to fit on the screen. This scaling ¢an result in a strange effect
if the slide is not proportional to the screen size. For best results, use slides that are the
same size as the screen. Source code is provided in the SDK {part number
MK2000CESDK-x.xx}.

Browser Applications - Hiding Toolbars

The MK2000 is shipped running the standard browser (iesample.exe}, which leaves the
Windows® CE start bar and the Internet Explorer toolbar visible and accessible. To run a
browser application with no toolbars (Windows CE® start bar and Internet Explorer toobar),
use kioskie.exe. To start the browser application using kioskie.exe without toolbars, use the
Configuration Utility. Within the Configuration Utility, configure the “first application
launched” for kioskie.exe. The path to the “first application launched” is: system
configuration/user app(s)/First application launched/application path. Enter
Wwindows\ikioskie.exe in the “application path” field.

For sample source code that demonstrates hiding browser toolbars and the windows® CE
start bar from a browser application, refer to the Resident Application's readme. & file,
which is part of the Resident Demo Application.

Browser Applications - Handling Network Disconnects

One method of handling a web page that does not load properly due to a lost network
cennection is to load a local page on the MK2000 that acts as the home page. This page
has two frames:

» Test frame - pericdically tests for proper loading of the other frame.
* Main frame - contains the application.

The second frame refreshes every few seconds. If the host is unavailable, a local error
message is displayed in the application frame. When the host is available again, the home
page is put in the main frame again.

Sample source code for implementing this is provided below:

Main
<himl>
<head>
<title>Untitled<fitle>
<meta hitp-equiv="refresh" content="10";URL=main_htm|">
<fhead>
<!— frames >
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<frameset rows="5"">

<frame name="top_frame” src="test.ntml" marginwidth="1" marginheight="1"
scrolling="no" frameborder="NC">

<frame name="price_frame" src="http:/{235.235.35.235/postinfo.htm!"
marginwidth="1" marginheight="1" scrolling="no" frameborder="no">
<{frameset>

</htmi>

Test

<htmi>

<head>

<script language=VBScript>

sub showErmorTry()
parent.price_frame.location.href="retry.htm"

end sub
sub showError{)

If parent.price_frame.location.href ="res://shdocvw.dll/dnserror.htm#http://
235.236.35.235/postinfo.html" Then

showEmorTry()
End If

end sub

</script>

<fhead>

<body onload="timer=setTimeout{’showErrcer()’,900)">
<{Body>

</body>

</html>

Retry

<HTML>
<BR>
<BR>
<BR>
<BR>
<BR>
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<BR>
<BR>

&nbsp&nbsp&nbsp&nbsp&nbsp<FONT size="6" COLOR="red">8erver Down ..Please fry
later.... </FONT=>

</HTML>

Input Panel

An input panel (virtual keyboard) on the touchscreen of the MK2000 is used to enter
information. (Refer to Figure 6-1 on page 6-16.)

To access the Input Panel for entering text, tap the ﬁ icon located on the icon tray. The
input Panel screen is displayed (see Figure 6-1). The lcan be used to enter information
when required by any application on the MK2000. A stylus is used to select the keystrokes
on the input panel. To close the Inpuf Panel, double-tap the ﬁ icon.

B

3

=
B
Tw]ajala

Figure 6-1. Input Panel (Virtual Keyboard)

Note: Ctrl-C can be used to copy text, and Ctrl-V can be used to paste text.
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Microsoft WordPad

Microsoft WordPad is an application that allows creating, editing and viewing documents
on the MK2000. If desired, a document can be password-protected.

Bla_Edit ew Format Joobs | {]|

st oot~ - ' ' . [ ZPFsmm

Figure 6-2. Using WordPad
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A file on the MK2000 can be opened, but it must be in a format that WeordPad can read {(or
convert). WordPad can explore the MK2000 to find files stored on the device. Select a file
in the list and tap OK to open it.

open (B (] =] ’:I . :I
|Cﬂ \Application\ T -
i arpeam RSl:bn'lDETn g
i KA Resident_MIK2000_Demo_Apo

8] abeamn.reg

[5] DHCPOptons.reg

‘18] mkcanfig.reg

- pe -

e —— N e}

twame: [T {Type: [ oocumeas (%) ~:

Figure 6-3. Open File Dialog Box

Information can be entered in WordPad as with any text editing program. Font type, style,
color and size can be selected.

Use the input panel to enter typed text into a document. Refer to input Panei on page 6-16.

To format or edit text, select the text using a stylus to drag across the text. To search a
document for the specific text, tap Edit/Find.

To change the zoom magnification, tap View - Zoom. Select the percentage. Select a higher
percentage to enter text and a lower one to see mere ¢f the document.

If a document created on a host computer is being opened, tap View - Wrap to Window to
see the entire document.
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Windows Media Player

With Windows® Media Player on the MK2000 digital audio and video files can be played.
To launch to Windows Media Player, tap Start/Windows Media, or double-iap the Media

Player icon on the MK2000 desktop.

Indicates the progress
of the cument track

8. Slide to adjust volume

Tap to tum volume onfoff
Tap to skip 1o the nexi track

Figure 6-4. Using Windows Media Player

Use the host computer tlo copy digital audio and video files to the MK2000. The MK2000
can play WMA, MP3, WAV, GIF, WMV and MPEG4 files.

The appearance of the Media Player can be customized using the MK2000's SDK.

For mare information on using Media Player, tap the Web button. This opens the Windows
Media web site.

For sample source code that demonstrates using Media Player from a browser application,
refer to the Resident Application's readme. txt file, which is part of the Resident Demo
Application.
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Internet Explorer
With Microsoft Internet Explorer (5.5 comnpliant), Web pages can be viewed on the MK2000.
The appearance of the Internet Explorer can be customized using the MK2000's SDK.

To select Internet Explorer, tap Start-internet Explorer or double-tap the Internet Explorer
icon on the MK2000 desktop. The intemet browser window opens {(see Figure 6-5).

Browsing the Web
Go to a specific Web page in one of the following ways:
» Tap Favorites, then tap the favorite you want to view. Note that new favorites
added are not persisted as part of Internet Explorer's settings.

* In the address bar at the top of the screen, enter the Web address using the
input panel and tap the Entar button, or tap the armow to choose from previcusly
entered addresses.
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Refresh Button

Stap Button s 0B
Back Button earch Bulton

Favorites Button

-+ ME2Z000n

Work & Money
=] Lompania, Jule,
Shance, Frofeatine, MSH Soarch Rosourcon

& Lok Vetu s Pagas
. o Leow i icduis Payas
; 2l Bae
Computing Shapping y Fortame
Computer Grisnce, Hattidare,  AurlionT, aaionobes, LamT & s Frd atome
Tmﬂft. iultnsl, Sale, T, Clatsieds, Onlne SWreT, b s
anfheans, . B Tanrry i M

People & Chat Sperls T sV el
Clhst, Find Feople, Fonnms S Fms 2 el Wi e tra vl
ats HomepaneT, Fersonala, outdno R

L
ERUEC RPN U A LT R T
bl

i

SO P

KRR e

[ Frstart ][Ry ot - Mare v

Figure 6-5. Internat Explorer
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Printer Debugging

The Frinter Object Test Page (see Figure 6-6) can be used for debugging serial printer
connections and to print test barcodes, bitmaps and text. The Prinfer Objact Test Page is
accessed from a drop-down menu within Internet Explorer (Stari-fnternet Explorer-
Favorites-Printer Object Test Page). A list of all MK2000 supported printers is available
from the Printer Language drop-down menu, which includes the following information for
each printer:

= Programming Language acronym (for example, CPL)
«  Printer Company (for example, Zebra)
+  Supperted Printers {for example, QL320, Cameo, Encare3).

e [ E B et

[ladersss|fe://windowsierintobjTest htm =

= et 225
(QL320, Camen, Encore) |+ |i

Figure 6-6. Printer Object Test Page
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MSR Object Test

The MSR Object Test Page (see Figure 6-7) can be used for testing the MSR from a
browser. The MSR Object Test Page is accessed from a drop-down menu within Internet
Explorer {Start-internet Explorer-Favorites-MSR Object Test Page).

Ale _Edit_viewgo_favorites | [l a[=]@)[B]A[&R]. .
[[Jacaess[ie:/1windows\s ObjTesthtm

MSR Object Tost Callback: off

" TestBuffered | TestunBuffered | Cancel Ux_mbufraed1 ed|
_ T oeee |
Done .o .o L . . I DN B AN

Figure 6-7. MSR Object Test Page
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Chapter 7

Software Development Environments

Overview

The MK2000's operating system is WIinCE .NET 4.1. The MK2000 allows several choices
for software development envircnments. The operating system contains support for the
maijor technologies and functions needed to develop an application in any of the following
environments:

windows® CE applications
» lUnmanaged applications
« CandC++
» Managed applications
« C#
» Visual Basic.NET
Thin Client
* Browser application (vbscript or jscript)
. Windows® applications via Terminal Server Client {(RDP)
PCK Emulation
IBM 4690 applications via StoreWave.

Software Developer Kit (SDK)

Two software developer kits exist for the MK2000. The conventional SDK covers
unmanaged (C and C++) and thin client {browser and RDP) applications, and the SMDK
for .NET covers managed (C# and VB.NET) applications.
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Conventional SDK

The conventional SDK is based upon industry standard Microsoft® Windows® CE
development tools and enables development of unmanaged (C and C++) and thin client
{browser and RDP) applications.

The conventional SDK includes standard Symbol C APls, plus MK2000 specific C APis for
use with Microsoft® Embedded Visual C++ 4.0 Service Pack 1* (VC++ 4.0). The MK2000
also supports five ActiveX ohijects, such as the scan engine ActiveX object, for interacting
with the MK2000 and its peripherals in a browser application. A fully functional web-based
demo application with source code is available as a programming sample for the Activex
objects, and each object has its own simple test page that demonstrates the use of each
property/method of the object.

The conventional SDK and Resident Demo Application can be downloaded from http://
devzone.symbol.com/.

Symbol Mobility Developer Kit (SMDK) for .NET

The Symbol Mobility Developer Kit (SMDK) for .NET allows Microsoft® .NET Compact
Framework developers to create managed (C# and VisualBasic.NET) applications that
harness Symbol value-add features on the MK2000.

The SMDK for NET provides all of the tools including class libraries, sample applications,
and associated documentation necessary to develop Gi# and VB.NET applications when
used in conjunction with Microsoft Visual Studio .NET 2003.

The SMDK can be downlcaded from hitp://devzone_symbol.com/

Windows® CE Applications

Windows® CE applications can be grouped into two categories, managed applications and
Unmanaged Applications. The MK2000 supports both application types.

Unmanaged Applications

Unmanaged or native applications are standard compiled windows® CE applications.
Unmanaged C and C++ applications can be created using Microsoft® Embedded Visual
C++ 4.0 Service Pack 1.

The Software Development Kit {SDK, part number MK2000CESDK-x.xx} includes standard
Symbol C APIs and MK2000 specific APIs.
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Managed Applications

The MK2000 supports managed applications using Microsoft® NET Compact Framewaork,
which is a subset of Microsoft® desktop .NET Framework.

Development of managed C# and VisualBasic.NET (VB.NET) applications on Symbol
products can be achieved using Symbol Technologies’ .NET SDK, called the Symbol
Mobility Developer Kit (SMDK) for .NET in conjunction with Microsoft® Visual Studio .NET
2003.

Browser Applications

Browser applications can be developed for the MK2000. The browser provided with the
MK2000 is Internet Explorer CE version 5.5, which supports VBScript and Jscript. (See
http:\Wwww.microsoft.com for detailed information on Internet Explorer CE version 5.5
features and limitations.)

The MK2000's also includes the kiosk browser. This browser can be configured with its tool
bar and the Window's Start bar hidden, not accessible from the screen. For details on the
kiosk browser, refer to Browser Applications - Hiding Toolbars on page 6-14. This enables
the developer to have full control over the application and prevent a user from accessing
the CE desktop.

Control over the scan engine (and external scanner), four programmable buttons,
microphone, MSR and printers is provided via ActiveX objects.
Windows® Applications via Terminal Server Client (RDP)

The MK2000 supports Remote Desktop Protocol {(RDP) technology, which allows a thin
client, such as the Terminal Server Client, to communicate with Microsoft's® Terminal
Server across a LAN or WLAN.

PCK Emulation (Support for MK1000 Legacy Applications)

A version of Symbol's PCK terminal emulation program is available for the MK2000
(download from Symbol Developer zone, http://devzone.symbol.com). This program is
backwards compatible with the MK1000’s PCK emulation.

IBM 4690 Applications

The MK2000 will communicate with IBM 4690 systems via Symbols Storewave 4690
software. To communicate with Storewave, the MK2000 must be running PCK emulation.
Many 3rd party IBM 4690 solutions are also available.
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Appendix A
Technical Specifications

Technical Specifications

Tabla A-1. MK2000 Technical Specifications

MK2000 Technical Specifications

Dimensions 109in. Hx8.9In.Wx36in.D
7. 7cmHx226cmW=x91cmD

Waight 3.4 Ibs 7 1.55 kg (typical)

Power 12-24 VDC 24 Watls

Supports Symbol Proprielary Power-over-Ethemet

Data Ports RS-232: Powered (5V / 500 mA), RJ-45 Connector

RS-485:; RJ-45 Connector

Ethemel: 10100 Mb 10Base-T, 100Base-TX, RJ-45 conneclor

Audio Ports Speaker:  Two, integrated stereo speakers

Headphone Jack: Siandard 3.5 mm jack

Stereo Line Out: 2.2 watts per channel, 3.5 mm jacks

Microphone: Located under left side of display

Buttons 4 Programmable Buftens
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Table A-1. MK2000 Technical Specifications (Continued)

MK2000 Technlcal Spsclfications

Expansion Capabilities

One Type IIAII PC Card

OCne Type I/ll CompactFlash™ Card

Display
Size

Resolulion

Resistive Touch Screen

- Standard

Size 6.4 inches {16.26 cm) diagonal
8640 x 480 pixels (Full VGA) aclive matrix

Scanner

Scan Modes

Light Source

1D: Omni-direclional scanning
2D: Smart raster

650 nm laser diode

Decode Capability
1D Symbologies

2D Symbologies

All standard retait codes including: UPC/EAN, Code 39, Interleaved
2 of 5, Code 128, Codabar, MS] Plessey

PDF417, MicroPDF

Processor Inte] XScale™ (400 MHZz)

Flash Memory 84 MB

RAM 32 MB DRAM

Software Operaling Platform: Windows® CE .NET 4.1
Browser Internet Explorer CE version 5.5
AudioVideo via Windows® | Audio: WMA and MP3

CE Media Player

Images: GIF, JPEG and BMP

Video: WMV and MPEG

Available Applications

Demo Applicalion with source code
PCK9100 Emulation

IBM 4690 Emulation

AirBeam® Smart

Built-in FTP Server

Built-in SNTP Client

A-2




Technical Speacificalions

Table A-1. MK2000 Technical Specifications {Continued)

MK2000 Technical Speclfications

Application Development
Tools

MK2000 SDK includes C APls and Active X Objects and supports
attachment of Serial Printer and MSR.

SDK provides support for applicalion development using eVC++
4.05P1.*

Configuration Utility

SMDK for .NET available for C# and Visual Basic.NET application
development

Software lools listed above are available from Symbol Developer
Zone Web site, htip:/fdevzone.symbol.com/

Communicalions

Serial: R§-232 and RS-485

Ethemet: 10/100 Mbps Elhernet {802.3)

WLAN: 11 Mbps (802.11b) and 2 Mbps (802.11)

QOperating Temperature

32°Flo 104° F (0° C to 40° C}

Starage Temperature -13° F to 158° F {(-26° C lo 70" C)

Humidity 5% to 80% (non-condensing)

‘Electrical Safety Certified 1o UL60950/CSA ©22.2 No. 60950, ENB0950/IECS50

EMI/RFI FCC Part 15 Class B, ICES-003 Class B, European Union EMC
Direclive, Auslralian SMA

Laser Salety CDRH Class il, IEC Class 2

Mounting Options

Conforms to VESA 100mm mounling standard for third-party, off-
the-shelf mounting solutions

Wall Mount Bracket

Pole Mount Bracket

Optional Accessogries

Hrack Magnetic Stripe Reader

Signage (advertising/placard) Mounting Kit




\-h._
! \  MK2000 MicroKiosk Product Reference Guide

-

A4



Appendix B
Spectrum24 Network Configuration

introduction

The MK2000 supports wireless communication via Spectrum24 wireless LAN connection.
This requires Access Points (APs) to be properly configured within the facility. The MK2000
can then be configured for wireless communication. Refer to the documentation that came
with the Access Points (APs) for instructions on setting up the wireless LAN hardware.

The Mobile Companion utility is used to configure the MK2000's wireless network settings.
The Mobile Companion icon appears in the task tray {see Figure B-1 on page B-2), and
indicates MK2000 signal strength as follows:

lcon Status

Excellent signal strangth
Very good signal strength
Good signal strength
Fair signal strenglh

Poor signal strength

Qut-af-network range (not associated)

Ll il ill il ol
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Mobile Companion (11 Mbps Radio)

The Mobile Companion utility can be configured to start automatically and appears as an
icon on the task tray. The status icon changes in real-time to reflect the signal strength and
availability of the adapter and the wireless network. Tap the icon on the task tray to open
the Mobilfe Cornpanion menu.

Mobile Companion Menu |

Figure B-1. Mobile Companion Menu

When the menu opens, select Status, WLAN Profiles, Find WLANSs or Options from menu.

Table B-1. Mobile Companion Menu Descriptions

Menu ltem

Deascription

Status

Displays the current status and information for the wireless connection.
Sigrial tab view - displays radio signal transmission slrength from the
adapter {(using its current profile) to the associated AP.

Info tab view - displays sofiware, driver, firmware, hardware, and country
information for the current profile.

1P Status lab view - displays neltwork address information.

Ping tab view - displays signal strength data, data rate, and conduct data
transmission tesls between the MK2000 and associated AP or client.

APs tab view - displays APs with the same ESSID as the current MK2000
profile. The MK2000's roaming capabilities can be set from this tab.
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Table B-1. Mobile Companion Menu Descriptions (Continued)

Meanu Itern

Descriptlon

WLAN Profiles

Lists the curent profiles and allows lhe user lo add, edit and delete
profiles,

Only the Default profile is maintained in mkeonfig.reg. All configuration
should be done with the Default profile only. Addilional prefiles should not
be created, and will not be saved lhrough a power cycle. Under Edit, the
Maode, Encryplion, |P Config and Power tab views show the ESSID,
security setlings, network address information and power consumption
level for that profile. Refer to page B-5.

Find WLANs

Displays a list of Spectrum24 networks (APs and networked peers)
available lo the MK2000 for association. The networks are listed by lheir
ESSID. Tap a network and tap Connect to interoperate with the AP
representing that network. See Using Find WLANS on page B-6 for more
information.

Oplions

Displays settings for configuring system sounds, AP and MK2000
association capabilities, profile roaming oplions, as well as the password
protecting the Mobile Companion ulility.
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Configuring Mobile Companion

Mobile Companion is automatically launched at power-up if an 11 Mbps Spectrum24 radio
and driver are installed in the MK2000. After the Mobile Companion software starts, an icon
will appear in the task tray. In the event that it doesn’t automatically launch, you must
manually launch Mobile Companion on the MK2000 by selecting StartfPrograms/Tools/S24
Eveni Monifor.

Configuring the Default Profile

1. Tap on the task tray icon and select WLAN Profifes from the Mobife Comparion
menu. When the WLAN Profifes window initially displays, two profiles appear in the
WLAN Profiles list box. See Figure B-2.

Mobile Companion
SN T

P
H ‘“ﬂ"PI'M- - cr :I : ““’"'_-_.:'-'
© | ® pototuss '

Figure B-2. WLAN Proflles

2. Select Default from the list box. Tap Connect to set Default as the active profile.
The Defauit profile displays the transmit and receive icon to the left.
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3. Select Default from the list box and tap Edit to display the Mode tab, where the
ESSID and operating mode can be changed for the Default profile. Use the
Encryption tab (Figure B-5 on page B-8}, IP Config tab (Figure B-6 on page B-10
and Figure B-7 on page B-10), and Power tab (Figure B-8 on page B-12) as
necessary to edit the profile powsr consumption and security parameters.

Mode’|encryptin | P Cont [ Power ]
sz.ugssio; 107 -
PO 1

I

comr 58

Irl'nfrastl'u;::lur'e Model -
Figure B-3. Mode Tab

4. Set the operating mode from the Operating Mode drop-down list. Choose
Infrastructure to enable the MK2000 to transmit and receive data with an AP.

infrastructure is the MK2000 default mode when Mobile Companion initially
launches.

Select the country of operation for the MK2000 from the Country: drop-down list.
This ensures the MK2000 is using country code information compatible with the
country code data used by the associated AP. Select International if using the
MK2000 with a non-Symbol AP or a pre AP-4131 model.

Note: Country code is not persisted across power-down and power up
cycles

5. Save the Mobile Companion settings to ensure that they persist between power-

down and power-up cycles. To save the settings, tap Start-Programs-Save
Configuration.

Note: Not all parameters are saved - refer to Table 34 on page 3-19.
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Using Find WLANs

Find WLANSs can be used to list the ESSIDs of active wireless LANs operating in the vicinity
of the MK2000. See Figure B-4.

*ulile Companion ﬂ '

[ o

I
Ve
|7

f i1 — T

Figure B-4. Available WLAN Networks
If you select a listed WLAN ESSID and tap Connect, the Mode tab appears. The Profile

Name: and 802.11 ESSID: fields are pre-populated with the ESSID selected from the list.
This profile is not saved in mkconfig.reg, and will be lost if the MK2000 is power cycled.
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Encryption

The MK2000 supports a number of wireless security encryption algorithms:
»  QOpen System (no encryption)
*  40-bit Shared Key
* 128-bit Shared Key

«  Keyguard
«  Kerberos
- LEAPR

Note: Encryption keys are entered via Mobile Companion. When saved by
selacting Starl{Programs/Save Configuration from the MK2000
desktop, the encryption keys enlered are saved in the MK2000's
mkconfig.reg file and will persist across power-down and power-up
cycles. If the encryption keys are not saved via “Save Configuration”,
the settings will be lost at the next power-down. Nofe that the
encryption keys are hidden and cannot be edited in the Configuration
Utitity and System Menu. If a new mkconfig.reg file is created and
distributed to a customer, any RF encryption keys will need fo be re-
entered locally at each MK2000.

The absence of a physical connection makes wireless links vulnerable to information theft.
Encryption is an efficient method of preventing data theft and improving data security.

The Access Point (AF) and the MK2000 are required to use the same encryption algorithm
to associate and transmit data. If an AP is set to Open System and an adapter is set to 40-
bit or 128-bit, no association takes place. Similarly, if an adapter is set to Open System and
an AP is set to 40-bit or 128-bit, no association takes place.

If an AP is set to 40-bit and the MK2000 is set to 128-bit, the MK2000 can associate with
the AP, but no data transmission and reception can take place.

Kerberos is a different form of 128-bit data security whereby an MK2000 is required to have
its request for AP resources authenticated with a Kerberos server before the server pemmits
the AP to transmit and receive data with the associated MK2000.

LEAP (Lightweight Extensible Authentication Protocol) is an 802.1X authentication type for
wireless LANs that supports strong mutual authentication between the client and a RADIUS
server. It provides dynamic per-user, per-session Wired Equivalent Privacy (WEF) key
enhancements to mitigate a variety of network attacks.
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1. Tap the Encryption tab to set the MK2000 profile security level.

™Mahile Companion m E

[t Evcrpon | [ pover |

‘m.llmﬂmedkey :I
‘®1 Oz O1 O1
I_m_iu N TET

iste  [ize i1z hiaic

. [Bestkays | [ ey |2

Figure B-5. Encryption Tab

2. Select one of the following Encryption options from the Algorithm: drop-down list:

Open System
(no encryption)

40-bit Shared Key

128-bit Shared Key

B-8

Use the Open System option as the default setting when no
data packet encryption is needed over the network. Selecting
Open System provides no security for the data being
transmitted over the network.

Select 40-bit encryption and enter a 10-digit hex encryption
key. Tap Reset Keys to set the encryption key to the default
values.

Select 128-bit encryption and enter a 26-digit hex encryption
key. The 128-bit encryption option provides a higher level of
security than 40-bit encryption while maintaining an 11 Mbps
data rate. Tap Reset Keys 1o set the encryption key to the
default values.

Note: The default Hex digit keys are visible while they are

being entered initially. As a securify precaution after setting
the key values for the network, the digits are replaced with
asterisks * within the encryption key fields.

If the associated AP is using an optional Passkey, the
"active" MK2000 profile is required to use one as well. The
Passkey is a plain text representation of the WEP keys
displayed in the Encrypfion tab. The Passkey provides an
easy way o enter WEP key data without having to remember
the entire 40-bit (10 character} or 128-bit {26 character) Hex
digit string.



Kerberos

LEAP

Spectrurm24 Network Configuration

Tap Passkey to display the Passkey window. Enter an easy-
to-remember 4 to 26 character string to be used as the WEP
algorithm. Tap OK. The AP transforms the Passkey string into
a set of four WEP keys using MD5 algorithms and displays

them in the WEP fields. These are the new WEP keys for the
MK2000 profile. Once displayed in the WEP key fields, the

adapter profile behaves as if the keys were entered manually.

Note: To retain these key settings, you must save them by
selecting Starnt-Programs-Save Configuration from the
MK2000 desktop. The encryption keys entered will persist
across power-down and power-up cycles. If the encryption
keys are not saved in this manner, the settings will be lost
upon the next power-down and power-up cycle

Kerberos is a different form of 128-bit data security whereby
an MK2000 is required fo have its request for AP resources
authenticated with a Kerberos server before the server
permits the AP to transmit and receive data with the
associated MK2000.

Select Kerberos and enter the key distribution center (KDC)
and Realm values. The KDC is located on a server and
maintains information about the APs and users it supports.
The KDC also permits the transmission and receipt of data
once the credentials of the user are verified. Enter the name
of the server that hosts the Kerberos KDC in the Realm field.

L EAP {Lightweight Extensible Authentication Protocol) is an
802.1X authentication type for wireless LANs that supports
strong mutual authentication between the client and a
RADIUS server. It provides dynamic per-user, per-session
Wired Equivalent Privacy (WEP) key enhancements to
miligate a variety of network attacks.

Select LEAP. When an attempt is made o connect to the
server, the Nefwork Log On screen displays. Enter the user
name, password and domain name. Consult your system
administrator for this information.
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3. Tap the IP Coniig tab to configure the following MK2000 profile network address
parameters; |P address, subnet, gateway, DNS and WINS. Changes made within
the IP Config tab only impact the profile selected in the Mode tab and do notimpact
the network address parameters configured for other profiles.

{ Mode | Endptian ; [P Ccith | pover ]

"B Type I

Figure B-6. Mobile Companion - 1P Config Tab {DHCP)

= Select Dynamic Host Configuration Protocof (DHCP) from the /P Type drop-
down list to obtain a leased IP address and network configuration information
from a DHCP server. DHCP is the default setting for the MK2000 profile. When
DHCP is selected, the IP address fields are read-only.

= Select Staficto manually assign the IP, subnet mask, default gateway, DNS and
WINS addresses used by the MK2000 profile.

Figure B-7. Mobile Companion - IP Config Tab {Static)

B-10



|P Address

Subnet Mask

Gateway

DNS

WINS

Spectrum24 Nehvork Configuralion

The Intermnet is a collection of networks with users that
communicate with each other. Each communication carries
the address of the source and destination networks and the
particular machine within the network associated with the user
or host computer at each end. This address is called the {P
Address {Intemet Protocol address). Each node on the IP
network must be assigned a unigue IP address that is made
up of a network identifier and a host identifier. Enter the IP
address as a dotted-decimal notation with the decimal value of
each octet separated by a period, for example, 192.168.7.27.

Most TCF/IP networks use subnets in order to effectively
manage routed IP addresses. Having an organization’s
network divided into subnets allows it to be connected to the
Internet with a single shared network address, for example,
255.255.2565.0.

The default gateway is a device that is used to forward IP
packets to and from a remote destination.

The Domain Narne System {DNS) is a distributed Intemnet
directory service. DNS is used mostly to translate domain
names and IP addresses. |t is also used to control Internet
email delivery. Most Internet service requires DNS to operate
properly. For example, if DNS is not configured, Web sites
cannot be located and/or email delivery fails.

WINS is a Microsoft® Net BIOS name server. WINS eliminates
the broadcasts needed to resolve computer names to IP
addresses by providing a cache or database of translations.
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Tap the Powertab to setl the Radio Transmission Power level and the Power Saving
Modes for the MK2000 profile.

[Mede | Encrptian | > Corfip! Power | _|
- ety |asomae ol
+ [ Paiomtfic Power Saving Hode]

M Pt S Mogs

il : Vo
B e e e N
| emefore, Netemah Performitnce, e
! - Lk Reeg bnktery poemy

Infrasiructure Mode
Figure B-8. Mobile Companion - Power Tab

Adjusting the Radio Transmission Power level enables expanding or confining the
transmission area with respect to other wireless devices that could be operating
nearby. Reducing a coverage area in high traffic areas improves transmission
quality by reducing the number of noises in that coverage area.

In Infrastructure mode there are two transmission power options:

+ Select Automatlic to match the AP power level. Automnatic is the default mode
for MIK2000s operating in Infrastructure mode.

« Select Power Pius to set the MK2000 transmission power one level higher than
the level set for the AP.

Select Maximum power to set the MK2000 to the highest transmission power level.
Select Maximum power when operating in highly reflective environments and
areas where other devices could be operating nearby. Additionally, use the
maxirmum power level when attempting to cormnmunicate with devices at the outer
edge of a coverage area.

Adjust the slider to selecte intermediate power levels.

Select Minimum power to set the MK2000 to the lowest transmission power level.
Use the minimum power level when communicating with other devices in very
close proximity. Additionally, select minimum power in instances where little or no
radio interference from other devices is anticipated.

The Automatic Power Saving Mode swilches to Best Network Performance when
an AC power supply is detected. If a battery is used, an appropriate setting
between Best Network Performance and Accepiable Network Performance is
automnatically chosen based on a real-time analysis of network usage. The
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Automatic Power Saving Mode is the default setting and extends the operating time
before the battery is recharged.

The Manual Power Saving Mode allows selection of a performance level suited to
intended operation. There are six settings ranging from the Best Network
Performance (using the most battery power) to Acceptable Network Performance
(using the least battery power). A network performance description is displayed for
each power range.

5. Tap OK to implement power consumption changes far the MK2000 profile.
Note: Power mode parameters are not persisted across power-down and
power up cycles.
Status

To view the status of the wireless network connection, select Status from the Mobile
Companion menu.

1.

Tap the Signal tab to display a real-time graph of the signal quality of the MK2000
to the associated AP (Infrastructure Mode only). The number of times the MK2000
has roamed to and from APs, the cument data rate, and the network status are
displayed. Signal quality is an indicator of how clearly the adapter can hear the
associated AP

Roaming Couks 0 ' . - o
AP WAL Addkess: GRALFOA264:C1 ..
Nebwovko shabus: Inrange - -

. Tronmi Reter  1IMbgs

Figure B-9. Mobile Companlon - Signal Tab

B-13



S

? J MK2000 MicroKiosk Product Reference Guide

Missed Beacons Displays the amount of beacons {uniform system packets

Txmit Retries
(Transmit
Retries)

Signal

broadcast by the AP to keep the network synchronized)
missed by the MK2000. The fewer the missed beacons the
better the signal. As long as the LED to the right of the graph
is green the AP association is not jeopardized by an excess of
missed AP beacons. If the LED is Red, an association with a
different AP could be warranted to reduce the amount of
missed beacons and improve the signal.

Displays the nurber of data packets retransmitted by the
MKZ2000. The fewer transmit retries the stronger the signal. As
long as the LED to the right of the graph is green the AP
association is not jeopardized. If the LED is red, an association
with a different AP could be warranted to reduce the amount of
transmit retries and improve the signal.

Displays the Relative Signal Strength Indicator (RSSI) of the
signal transmitted between the AP and MK2000. As long as
the LED to the right of the graph is green the AP association is
not jeopardized. If the LED is red, an association with a
different AP could be warranted to improve the signal.

Note: The signal strength ulility can be run by mapping a button
combination lo the “Signal Strength” function (0xC6). Refer io Table
6-6 on page 6-7.
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2. Tap the info tab to view the MK2000's current software and driver revision data as
well as the operating parameters of the current profile.

Version
Information

Current Status

| Paformnce: -, o Bast g L L

Figure B-10. Mobile Companion - Info Tab

Displays the MK2000's software, driver, firmware and
hardware versions as well as country information. This data is
consistent for the MK2000 regardless of which MK2000 profile
is the current profile.

Displays the MK2000's current Profile Name, ESSID, and
Encryption mode. MK2000 performance is displayed using a
vearbal indicator of signal strength. MK2000 operating
information differs depending on which profile has been
enabled as the current profile.
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3. Tapthe IP Status tab to view the MK2000's network address information. Unlike the
IP Contfig tab in Finding WLANSs, the IP Status tab is view only with no user-
configurable data fields.

TWIET - SheS et
- HAC Adiess; * DO:ADNFSIST;SAED 11

Figure B-11. Mobile Companion - IP Status Tab

IP Type if DHCP was selected from the IP Config tab, leased IP
address and network address data displays for the MK2000. If
Siatic was selected, the values displayed were input manually
in the /P Config tab on page B-10.

IP Address Each node on the IP network must be assigned a unigue IP
address. Enter the {P Address in dotted-decimal notation, for
example, 192.168.7.27.

Subnet Mask All network adapters on a TCP/IP network must have a Subnef
Mask defined. See vour network administrator for the
appropriate mask for your network.

Gateway The Gateway is a device that is used to forward IP packets to
and from a remote destination.
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WINS

MAC Address

Host Name
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The Domain Name System (DNS) is a distributed Internet
directory service. DNS is used mostly to translate domain
names and IP addresses. It is also used to control Internet e-
mail delivery. Most Intemnet service requires DNS to operate
properly. For example, if DNS is not configured, Web sites
cannot be located or e-mail delivery fails.

WINS is a Microsoft Net BIOS name server. WINS eliminates
the broadcasts needed to resolve computer names to [P
addresses by providing a cache or database of translations.

An IEEE 48-bit address the MK2000 is assigned at the factory
that uniquely identifies the adapter at the physical layer.

Displays the name of the MK2000.

Tap Renew to refresh the information displayed on the {P Sfatus tab.

4. Tap the Ping tab to send and receive ICMP ping packets across the network to the
specified IP address.
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Figure B-12. Mobile Companion - Ping Tab

Select or enter a target device IP address from the /P drop-down list.
Select the size of the packet transmission from the Size drop-down list.
Tap Start Test to begin the ping test.

Tap Stop Test to terminate the ping test.

The average mega-bits per second, signal strength, data rate currently in use, test
statistics and round trip (RT) times are displayed for each test. The associated AP
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MAC address is also displayed. The signal strength level and the data transmission
rate are displayed in real-time bar graphs.

Select the AP's tab to view APs with the same ESSID as the MK2000's profile.
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Figure B-13. Mobile Companion - APs Tab

The associated AP displays a radio wave radiating from its antenna to indicate its
associated stalus. Tapping on the icon displays a menu with Sat Mandaiory and
Sel Roaming options.

Selecting the Sef Mandatory item prohibits the MK2000 from associating with a
different AP. The letter M displays on top of the icon when the Sef Mandatory option
has been selected.

Selecting Set Roaming allows the MK2000 to roam to any AP with a better signal.
These settings are temporary and never saved to the registry.

Tap Refrash to update the list of the APs with the same ESSID. The APs tab only
displays when Infrastructure is selected as the MK2000 operating mode from the
Mode tab.

Setting Options

Select Options from the Mobile Companion menu 1o enable or disable international
roaming, configure consumption avoidance capabilities, enable system sounds, and set
temporary settings.

Note: These parameters are not persisted across power-down and power-up
cycles.
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Mobile Companlon “T O] X
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Figure B-14. Mobile Companion - Option Settings

Tap the Access AP netwarks check box to display available AP networks and their
signal strength within the Available WLAN Networks tab. These are the APs
available to the MK2000 profile for association. If this option was previously
disabled, refresh the Avaitable WLAN Networks tab to display the AP networks
available to the MK2000.

Tap the Disable Profile Roaming check box to disable the MK2000 from roaming
and associating to APs with country codes other than the United States.

Tap the Enabie Sounds check box to initiate an audible signal when performing a
ping test and associating with an AP. The tones are important to notify users if the
pinging is received or if the MK2000 has roamed to another AP.

Note: Mobile Companion has a password protection featire. When Mobile
Companion initially dispiays, the password is off by default.

To create a password, tap Change Password.

Change Password m

Currant Password:

. HawPasmord: . -
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Figure B-15. Mobile Companion - Change Password
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5. Enter a case sensitive password (10 characters maximum) in the Cumrent
Password field and tap OK. To change the current password, enter the current
password in the Current Password field and enter a new password in the New
Password and Coniirm Password fields and tap OK.

Changing Profiles

Select WLAN Profifes from the Mobile Companion menu to view, connect fo, create and edit
a profile. A completed profile is a set of adapter configuration settings that can be used in
different locations to connect to a wireless network. Creating different profiles is a good way
of having pre-defined operating parameters available for use in various network
environments. When the WLAN Profiles window initially displays, existing profiles appear
in the WLAN Profiles list box.

For the Configuration Utility to work with a profile, the profile name must be assigned as
“Default”. See Figure B-3 on page B-5.

DoklotUre

T Fdve Up

Figure B-16. Mobile Companlion - WLAN Profiles

Select a profile from the list box and tap Connect to set that profile as the active profile.
The active profile displays the transmit and receive icon to the [eft. Once selected, the
MK2000 is using the ESSID, encryption and power consumption settings initially configured
for that profile.

Editing a Profile

Select a profile from the list box and tap Edit to display the Mode tab where the ESSID and
operating mode can be changed for the profile. Use the Encryplion, IP Config, and Fower
tabs as necessary 1o edit the profile power consumption and securily parameters.
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Creating a New Profile

Tap New to display the Mode tab where the profile name and ESSID can be set. Use the
Encryption, IP Config and Power tabs as required to set security, network address
information and power consumption level for the new profile.

Deleting a Profile
Select a profile to delete from the list box and tap Delete to remove the selected profile.

Ordering Profiles

Select a profile from the list box and tap Move Up or Move Down to order the profile. Ifthe
current profile association is lost, Mobile Companion attempts to associate with the first
profile in the list and then the next until a new association is achieved.

B-21



/
}’J/‘ MK2000 MicroKiosk Praduct Reference Guide

B-22



Appendix C
AirBeam Smart

Introduction

The AirBeam Smart product allows specially designed software packages to be transferred
between a host computer and the MK2000. Before transfer, AirBeam Smart checks and
compares the versions of the packages, so that only updated packages are transferred.

AirBeam Smart allows networked MK2000s to request, download and install software, as
well as to upload files and status data. Both download and upload of files can be
accomplished in a single communications session. The ability to transfer software over a
radio network can greatly reduce the logistical efforts of client software management.

In an AirBeam Smart system, a network-accessible host computer acts as the storage point
for the software transfer. The AirBeam Smart Client uses the industry standard FTP or
TFTP file transfer protocols to check the host system for updates and if necessary, to
transfer updated software.

AirBeam Package Builder

In a typical distributed AirBeam Smart system, software to be transferred is organized into
packages. In general, an AirBeam Smart package is simply a set of files that are assigned
attributes both as an entire package and as individual component files. The package is

assigned a version number and the transfer oceurs when an updated version is available.

An AirBeam Smart package can optionally contain developer-specified logic to be used o
install the package. Installation logic is typically used to update client device flash images.
Examples of common AirBeam Smart packages would include packages for custom client
application software and AirBeam Smart Client software.
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Once these packages are built, they are installed on the host server for retrieval by the
device. The AirBearn Package Builder is a utility used to define, generate and install
AirBeam packages to a server. The packages are then available for transfer from the server
to a client device equipped with an AirBeam Srart Client.

For detailed instructions on how 1o define, generate and install AirBeam packages fo the
server, refer to the AirBeam Package Builder Product Reference Guide, p/n 72-55769-xx.

AirBeam Smart Client

The AirBeam Smart Client is included with the MK2000. It must be configured with the
server access information, the names of the packages to be downloaded and other
contrelling parameters. When the AirBeam Smart Client is launched, the device connecls
to the specified FTP server and checks the packages it is configured to look for. if the
package version was updated, the client requests the transfer.

AirBeam Smart License

The AirBeam Smart Client is a licensed software product. The AirBeam Smart Client's
version synchronization functionality is enabled through a license key file that is stored on
the client device. The license key file can be built into AirBeam Srnart Client's image, or
downloaded in a special AirBeam package.

The AirBeam Smart license key file contains a unique key and a customer specific banner
that is displayed when the AirBeam Smart Client version synchronization logic is invoked.
Configuring the AirBeam Smart Client

The AirBeam application can be cenfigured via the Configuration Utility or System Menu
(refer to Table 3-8 on page 3-37), or on the MK2000 by launching AirBeamn from the CE
Start menu.
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AirBeam Smart

Note: it is recommended that AirBeam be set up remotely via the
Configuration Utility or locally via the System Menu. If AirBeam is set
up using the Configuration Ulitity's mkeconfig.reg file and the file is
uploaded to the MK2000, this file is used to configure the AirBeam
application. However, if a user configures the Airbearn client focally
on the MK2000 and the changes are intended to be permanent, the
user must also select the Save Configuration command (Start/
ProgramsiSave Configuration). This will update the current
mkconiig.reg file in the MK2000's Application folder. Since reg files
are processed oldest to newesl, the seftings in
\application\mkconfig.reg will take precedence over the older
settings in \application\airbeam.reg.

To configure AirBeam from the CE Start menu, execute the following steps:

1. Tap Start-Programs-AirBeam Client. The AirBeam CE window appears.
2. Tap File-Configure. The AirBeam configuration window appears (see Figure C-1}.

Hon || [@>QAzzm [
Figure C-1. AirBeam Smart Configuration Window
The configuration window is used to view and edit AirBeam Smart Client configurations.

This dialog box has six tabs that can be modified - Packages(1), Packages(2}, Server,
Misc(1), Mise(2) and Misc(3).
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Packages(1) Tab

This tab, shown in Figure C-2, is used to specify the package name of the first four of eight
packages that are to be loaded during the AirBeam Smart synchronization process. The
specified package name must correspond to a package that is available on the specified
package server.

[ Packages(1) [Packages(a <[
Package 1
Package 2
Packaga 3
Packaga 4

Figure C-2. AirBeam Packages(1) Tab

Field Description
Package 1  Package name of the first of eight packages. This is an optional field.
Package 2 Package name of the second of eight packages. This is an optional field.
Package 3 Package name of the third of eight packages. This is an optional field.
Package 4 Package name of the fourth of eight packages. This is an optional field.

Packages(2} Tab

This tab, shown in Figure C-3, is used to specify the package name of the last four
of eight packages that are to be loaded during the AirBeam Smart synchronization
process. The specified package name must correspond to a package that is
available on the specified package server.

AINBEAM @ E|
Packages(2) [server fraf ¢l ¥

Packaga 5
Packaga 6
Packaga 7
Package B8
Upload Pkg

Figure C-3. AirBeam Packages(2) Tab

C-4



Field
Package 5
Package 6
Package 7
Package 8
Upload Pkg

Server Tab

AirBeam Smart

Description
Package name of the fifth of eight packages. This is an optional field.
Package name of the sixth of eight packages. This is an optional field.
Package name of the seventh of eight packages. This is an optional field.
Package name of the eighth of eight packages. This is an optional field.

Package name of a package that is to be uploaded to the server during the
AirBeam Smart synchronization process. The specified package name
must correspond to a package that is available on the specified package
server. This is an optional field.

This tab, shown in Figure C-4, is used to specify the configurations of the server to which
the client connects during the package synchronization process.

P Address
Drectory
User
Password

Figure C-4. Server Tab
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Field
{P Address

Diractory

User

Password

Misc(1) Tab

MK2000 MicroKiosk Product Reference Guide

Description

The IP Address of the server. It may be a host name or a dot notation
format.

The directory on the server that contains the AirBeam Srnart package
definition files. All AirBeam Smart package definition files are retrieved from
this directory during the package synchronization process.

The FTP user name that is used during the login phase of the package
synchronization process.

The FTP password that corresponds to the FTP user specified in the User

field. The specified password is used during the login phase of the package
synchronization process.

This tab, shown in Figure C-5, is used to configure various miscellaneous features.

C-6

[server ] Misc (1) [msc 4] ]
Autoload

RAM Management
Suppress Separator [
TFTP |:|
WNVS O

Figure C-5. Misc(1) Tab



Field
Aufo-load

RAM
Management

AirBegam Smarl

Description

This drop-down list is used to specify how the AirBeam Smart Clientis to be
invoked automatically when the client device is rebooted. The selections
are.

Disable: the AirBeam Smart Client is not invoked automatically during the
boot sequence.

Interactive: the AirBeam Smart Client is invoked auvtomatically during the
boot sequence. The package synchronization process is started
automatically. The Synchronization Dialog box appears and the useris
required to tap OK when the process is complete.

Non-interactive: the AirBeam Smart Client is invoked automatically during
the boot sequence. The package synchronization process is slarted
automatically. The Synchronization Dialog box is displayed, but the user is
not required to tap OK when the process is complete. The Synchronization
Dialog box terminates automatically.

Background: the AirBeam Smart Client is invoked automatically during the
boot sequence. The package synchronization process is started
automatically. Nothing is displayed while the synchronization process is
occurring.

This checkbox specifies whether the automatic RAM management is
enabled during the package synchronization process.

If enabled, RAM management logic is invoked when there is not enough
free disk space to download a package. The RAM management logic
aftempts to remove any discardable AirBeam Smart packages resident on
the client.
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Field

Suppress
Separator

TFTP

WNMS

c-8

Description

This checkbox specifies whether the automatic insertion of a file path
separator character should be suppressed when the client generated server
package definition file names.

When enabled, the parameter also disables the appending of .apd to the
package. This feature is useful for AS/400 systems, in which the file path
separator character is a period. When this feature is enabled, the server
directory (Directory) and package name (Package 1, Package 2, Package
3 and Package 4) are appended "as is” when building the name for the
server package definition file.

Whaen this feature is disabled, a standard file path separator is used to
separate the server directory {Directory) and package name (Package 1,
Package 2, Package 3 and Package 4) when building the name for the
server package definition file. In addition, an .apd extension is appended
automatically.

This checkbox specifies whether the TFTP protocol is to be used to
download files. By default, the AirBeam Smart Client uses the FTP protocol.

This checkbox specifies whether the AirBeam Smart Client uploads a
WNMS information file at the end of each version synchronization.



Misc(2) Tab

AirBeam Smart

This tab, shown in Figure C-8, is used to configure various miscellaneous features.

Field
Auto-retry

Figure C-6. Misc{2) Tab

Description

This field is used to specify whether the AirBeam Smart Client
automatically retries if there is a failure during the synchronization process.

Ifthis feature is enabled, the AirBeam Smart Client displays a popup dialog
indicating the attempt of a retry. The popup dialog is displayed for the
number of seconds specified in the Retry Delay field.

The valid values for this field are:
-1: the AirBeam Smart Client automatically retries indefinitely.
0: the AirBeam Smart Client does not automatically retry.

-0: the AirBeam Smart Client automatically retries up to the number of
times specified.



/
’J/ MK2000 MicroKiosk Product Reference Guide

Field Description

Retry Delay This field specifies the amount of time, in seconds, that the AirBeam Smart
Client will delay before automatically retrying after a synchronization
failure.

in-use Test  This checkbox specifies whether the AirBeam Smart Client tests to
determine if a file is in-use before downloading. If the In-use Test feature is
enabled, the AirBeam Smart Client downloads a temporary copy of any
files that are in-use. If any temporary in-use files are downloaded the
AirBeam Smart Client automatically resets the client to complete the copy
of the in-use files. [f the [n-use Test feature is disabled, the synchronization
process fails (-813) if any download files are in-use.

Wait This checkbox specifies whether the AirBeam Smart Client waits for the
Welcome WELCOME windows to be completed before automatically launching the
synchronization process after a reset.

Close Apps  This checkbox specifies whether the AirBeam Smart Client automatically
attempts to close non-system applications prior to resetting the mobile
device. If enabled the AirBeam Smart Client sends a WM_CLOSE
message to all non-system applications befcre resetting the mobile device.
This feature offers applications the opportunity to prepare (i.e. close open
files) for the pending reset.

Misc(3) Tab

This tab, shown in Figure C-7, is used to configure various miscellaneous features.

e (2) | Msc (3) [<]»

Uso DHCP sorroe D
e DHCP bootfie [

Figure C-7. Misc(3) Tab
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Field

Use DHCP
server

{Use DHCP
bootfile

AirBeam Smart

Description
This checkbox control specifies whether the AirBeam 3Smart Client uses
the DHCP response option 66 to specify the IP address of the FTP/TFTP
server.
This check box control specifies whether the AirBeam Smart Client uses
lhe DHCP response cption 67 to specify the Package and Package 1
parameters.

Synchronizing with the Server

When the synchronizatton process is initiated, the AirBeam Smart Client attempts to open
an FTP session using the AirBeam Smart Client configuration. Once connected, the client
processes the specified packages. Packages are loaded only if the server version of a
given package is different from the version loaded on the client. Once the upload process
is complete, the AirBeam Smart Client closes the FTP session wilh the server.

The AirBeam Smart Client can launch an FTP session with the server either manually,
when initiated by the user, or automatically.

Manual Synchronization
1. Configure the AirBeam Smart Client. See Configuring the AirBeam Smart
Client on page C-2.
2. From the main AirBeam CE window, tap Fife-Synchronize.
3. Once connected, the AirBeam Synchronize window appears.

AlrBEAM Synchronize

Figure C-8. AirBeam Synchronize Window
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= The Status List displays status messages that indicate the progress of the
synchronization process.

= Tap OK to return to the Main Menu. This button remains inactive until the
synchronization process is complete.

= Tap Retry to reattempt the synchronization process. This button is activated
only if there is an error during the synchronization process.

Automatic Synchronization

The AirBeam Smart Client can be configured to launch automatically using the Misc(1)}
preference tab, see Misc(f) Tab on page C-6. When sefting automatic synchronization, use
the Auto-load drop-down list is to specify how the AirBeam Smart Client should be invoked
automatically when the client device is rebooted. See Misc{1) Tab on page C-6 for
instructions on enabling Auto Sync.



Appendix D
Demo Application Bar Codes

Demo Application Bar Codes

Sample bar codes are provided for use with the Demo Application.

Wide Screen TV

D-1
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DVD Player

u|"11096“383908

White Correction Fluid

0 ‘ 03305036J 0




Glue Stick

Transparent Tape

Demo Application Ber Codas

0 1708700166 " 7

e 51131777138 " 3
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Standard Staples

0 4711 3544[J o

Tylenol

3700450744909
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Demo Appiication Bar Codes

Rolaids

Asis,

_' -Extra Strength :
;Rolalds. f
-
' 12546"65021' " 3

= TRESHIBTHT ﬂ-"!'

o 7567087127727 4

Listen Lites Whiove:s
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Color Printer - Ink Cartridge

34646789800

Employee Badge

John Ryan
(Code 128)

Employee Badge

John Ryan

A i

56B42
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Demo Application Bar Codes

Loyalty Card
Clark Kent
(Code 39)
Loyalty Card
Clark Kent
Mt
2D Bar Code (PDF417)

|

Text Reads: “You have just scanned a PDF417 bar code using the MK2000!”

D-7
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Appendix E
Terminal Configuration Manager

TCM Introduction

The Terminal Configuration Manager (TCM), is used to specify a group of files to use when
creating a partition and to load partitions from a host computer into the MK2000's flash
memory over a serial connection using the terminal’s Initial Program Loader (IPL).

In TCM, a script is created that contains the informalion (commands to copy files) for
building the image. TCM works with Explorer-type windows to view both the contenls of the
partitions and the source files' directory structure. Functions that can be performed include
opening multiple scripts, drag drop items from a drive/directory to the script, renaming and
deleting files in the script. When building the image, TCM adds all the files and directories
referenced in the script to the image.

The Symbol MK2000 SDK includes TCM as well as a number of standard scripts and
demos/samples to use as a base for creating new scripts. These scripts can be found under
C:\Program Files\Symbol Windows CE SDK (MK2000)\Symbol
Platforms\MK2000\TCMScripts.

Note: Before crealing a script to build a hex image, identify the files
required (system filas, drivers, applications, elc.} and locate the files’
source direclories to make the script building process easier.

E-1
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The required processes for building a hex image in TCM include:
« Starting TCM
»  Creating or modifying a script
» Building the hex image
+ Sending the hex image.

Starting Terminal Configuration Manager

To start TCM, double-click on the TCM icon in the MK2000 SDK group. The following
screen appears, displaying two directory windows; Scriptf and File Explorer.

=5 TC = Sariph L

A i
& 1o Lo D {C2)
= - =3 Locad Dok () |
» Jomneoan .
= ZCoroxtmus )
= g Ty on Tar' (G2)
v 157 Podon Drmburry' ()
¥ o) Purge on TartPurge' [P.)
T oy Archbees on T (T
¥ ) Bys o0 Tar (Wi}
T S Apr on Tar' (X!
1 =d SprenTar r)
T ST )

A mmiiimammmmmmereoa e T

Figure E-1. Terminal Configuration Manager
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Terminal Configuration Manager

Table E-1 lists the components of the TCM start-up screen.

Table E-1. TCM Start-Up Screen Components

Component

Description

Script Window

Associated with a script file containing the information to create a Flash Disk
image. This window is lhe target window, or the pimary TCM window to create
a script or change a script file’s contents by copying, deleling and renaming files
and directories. More than one script window can be open at a time.

The Script Window cansists of two panes, the Directory Tree Pane on the left
and the Directory Contents Pane cn the right. Subordinate directories and files
of each partilion are listed in the Directory Contents Pane.

File Explorer

A read-only source window for files and/or directories to include in the script
being built.

Tool Bar

Contains the tools, illustrated below, for laking action on a script.

(7747 [Create a new script file. v~ | Check script for existing
O ‘/ files.

E‘i-é:.:...i . .-.‘" L

~——— - | Opan a script file. Select the hex image to

load.

- | Save a script file. Tile windows.

oo - | VIew seript properties. Build and send the hex
9 E{] image to the terminal.
ol
Build a script. Preferences.
View large icons. %f_" ? '[ About TCM.
I : :-_ "t

View small icons. ‘f | View list.
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Defining Script Properties

T

Before a script is created, the script properties must be defined. This defines the type of
terminal, flash type, number of disks being created and lhe memory configuration of each
disk partition.

To define the script properties:

1. With TCM open, click on the Script Window to make it the active window.
2. From the Script menu, select the Properties option.
OR

gl

Click on '_ . ! from the tool bar. The Script Properties window displays.

3. Fromthe .fer}niﬁa! drop-down menu, select MK2000.
4. Fromthe Disks drop-down menu, select the number of disk partitions to be created.

Note: The optlions available under the disks drop-down menu changes
depending on the flash type. Some flash types only have one option
for the number of disk partitions, others have lwo opfions.

5. If two or more partitions have been selected under the Disk drop-down menu, the
memory configuration of the two partitions may be changed. Click on the up or
down arrow for either of the partitions, until the memory configuration of each is set
1o the desired value. As the one partition’s size is changed, the other partition is
automatically changed accordingly.

6. For each disk partition, determine the Read/Write access opfion.
The Script File Path displays the path of the selected script file.

8. Select a Cushion percentage from the Cushion drop-down menu to specify the
percent of flash reserved for cushion. Choosing a higher number reduces disk
storage space, but also increases write performance on fragmented disks or disks
becoming full. To speed the writing process, select as high a number as storage
needs permit (up to 25%).

9. Click OK to complete the settings.

™
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Creating the Script for the Hex Image

On start-up, TCM displays the screen shown on page E-2, with the Script1 window and File
Explorer window pointing to the following directory:

C:\Program Files\Symbol Windows CE
SDK(MK2000)\SymbolPlatforms\MK2000\TCMScripts

The Script1 window directory pane displays three partitions: Volume1, Volume2 and
Volume3. Depending on the type of flash chip, the number of partitions may change. Files
can he added to each of the partitions. TCM functionality includes:

= Create a new script file or open an existing script

= Drag and drop existing files and directories to that script
» Set the script parameters

*  Save the script

«  Review and modify the script.

Each process is described in the sections that follow.

Open a New or Existing Script
Scripts are created in the Script Window. To open a new scripl:

+  Choose New from the Fife menu, OR
+  Clickon D'.: from the tool bar.

To open an existing script (e.g., a standard script provided in the SDK}.

« Choose Open from the Fife menu and select the script file name, OR

»  (Click on

&5 from the toolbar and select the script file name, OR

«  Double-click on an existing script in the Script Browser window.

E-5
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Note: If an existing script is opened and changes are made, saving the
changes wriles over the original script. To use an original or Symbol-
supplied standard scripl as a base and save the changes in a hew
scripl, use Save As instead of Save after making the changes and
save fo a different filename.

Copy Components to the Script

To copy files or directories to the script being generated:

1. Click on the File Explorer Window to make it the active window.

2. Clickon the source directory in the Directory Tree Pane. TCM displays the directory
contents in the Contents Pane.

3. Click on the file(s) and/or directory in File Explorer.

Note: Optionally, use the standard Windows® Shift+Left-tap and
Controi+Lefl-tap fealures to select multiple files and directories.

4. Drag and drop the selected file(s) and/or directory from File Explorer to the target
directory in the Script Window,

OR

Click on the target directory and select the File Explorer Copy icon from the toolbar.
Save the Script
To save the changes to a new script:

1. From the Fife menu, choose Save As,
OR

On the toolbar, click on :@;_‘ )

2. Enter the path and filename. TCM appends a .TCM extension to the script.
3. Click OK.

Note: TCM by defauit saves untitled scripts to the direcfory that the Script
Browser is pointing to.
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Temminal Configuration Manager

To save changes to an existing script:

«  From the Fife menu, choose Save, OR

- On the toolbar, click @'l

Note: Saving changes to an existing script, writes over the original script.

To use an ariginal or Symbol-supplied standard script as a base and save the changes in
a new script, use Save As instead of Save after making the changes and save to a different

filename.

Building the Image

As part of the build, TCM performs a check on the script which verifies that all files
referenced in the script exist.

Note: Performing a check is more important for previously existing scripts
to ensure that files referenced in the script are stifl in the designated
iocations.

To check a script:

1. In the Script Window, select the script.

2. Save the script, if not already saved.

3. From the Script menu, choose Cheek,
OR

On the toolbar, choose ,V/ ;

4. TCM verifies that files referenced in the script exist on available drives and lists an

error message in the Errors found box for any missing files.
5. Click OK to exit.
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To build a script:

1. Inthe Script Window, select the script to be built.
2. From the Script menu, select Build,
OR

On the toolbar, choose : }% ‘ The Configure Build window appears.

4, Select Compression for the hex image, which reduces the size of most hex images
in order to speed downloading. Click OK.

5. TCM performs a check. If the script is has no emrors, TCM proceeds with the
building the partition.
6. Which can be transferred via IPL to the MK2000 as a hex file.

If the Build Fails

If the build fails, TCM displays a message indicating which file(s) are missing.

If the total amount of flash required by the script exceeds the image size, a TCM error
results. To correct this, reduce the number of files in the partition. Refer to Defining Script
Properties on page E-4 for more information on setting the image size appropriately.

Sending the Hex Image

Once the hex file is built, download it to the terminal using IPL. Refer to Upgrade
Procedures on page F-1 for detailed procedures.

Saving the Script

If changes were made to the script since last saving it, save the script again.
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TCM Error Messages

TCM validates the cells in the partition table when the Execute button is selected. Cells
highlighted in red contain an error. Partition loading is disabled until all errors are corrected.
Following are errors that TCM may encounter and possible solutions.

Table E-2. TCM Errors

Error

Description

Error - Partitlon
Slze

The size of a partition must be an integral multiple of the
FFSSectorSizelnBytes specified by the .ini file. When the user enters a
partition size, TCM rounds up to the next highest integral multiple of the
sector size and displays this value in the partition table grid. This error check
is made upon value entry, independent of the Execute button.

Error - Image
Larger than
Partitlon

If the required size of the binary image file is larger than the associated
partition size, the Partilion Size cell in the partition grid tumns red to highlight
the ermor. The Required Size cell indicates the actual size required.

Error - Total slze of
all FFS Partitlon

If the total memory allocated to \he 3 FFS partitions is greater than the total
Flash Memory on the MK2000, the Used FFS Memary display box lumns red.
Decrease lhe size of one or more of the partitions, then recheck lhe
configuralion using the Execute butlon.

Error - Source/
Destinatlon Path
Verificatlon

If the directory paths specified by the Source and Deslinalion cells do not
exist, the cell containing the non-existent path lurns red lo highlight the error.

Creating a Splash Screen

The Splash Screen is briefly displayed when the terminal cold boots. To generate a custom
splash screen, use a bilmap editor, such as Painfbrush.

Creating a Splash Screen on Color Terminals

1. Create a 8 or 16 bit color bitrnap with dimensicns of BX x BY where:
= BXis less than or equal to 640 pixels
= BY is less than or equal to 480 pixels

2. Choose Build, and then check at least the Splash Screen item. You may build the
splash screen along with any other partition images you wish. Click OK.

3. You are now presented with a File Open dialog where you must select the source
file for the splash screen. Select the bitrnap created above.

E-S
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4.

5.

You are now presented with a Save As file dialog to specify the output filename for
the splash screen.

As soon as the output file is specified, TCM creates the splash screen HEX file and
any other HEX files you have requested.

Note: Using a splash screen that is larger than 640 x 480, in either
dimension, or that is not 8 or 16 bit color, will cause the image lo be
ignored by the MK2000. Images smaller than 640 x 480 will be
centered in the display.
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Appendix F
Upgrade Procedures

Overview

The MK2000 Upgrade functions allow the user to upgrade the MK2000 with sofiware
updates and/or feature enhancements. This appendix provides examples of upgrading
using a Compact Flash card and the Initial Program Loader. Other methods of upgrade are
described in other sections, including Appendix C, AirBeam Smart and Appendix E,
Terminai Configuration Manager.

Partition Update vs. File Update
There are two types of updates supported by the MK2000: partilions and files.

The file system used by the MK2000 is organized similarly to the file system on a desktop
computer. A file is a unit of data that can be accessed using a file name and a locaticn in
the file system. There are two contexts in which a file can be replaced: when part of the
operating system image, or on a flash file system. When a file is replaced on a flash file
system, it destroys the contents of the previous file. When a file that is part of the operating
system image (Windows, generaily) is "replaced”, the original file is not overwritten
(because it is in ROM). Instead, the new file exists in the volatile RAM file system called the
Object Store, and all references to the ROM file are redirected to the RAM version. The
important implication of this is that files replaced on flash filesystems will survive a cold
boot, whereas operating system file updates will be lost on a cold boot/power cycle. The
operating system must be running for a file to be updated.

A typical partition is a group of files combined into a single "partition” that represents a
specific area of storage. Examples of partitions are the operating system, or a flash file
system, such as platform or application. (Using the desktop computer comparison a
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partition is equivalent to a C: or D: hard disk drive.) When a partition is updated, all data that
was previously in its storage region is erased - i.e., it is not a merge but rather a
replacement operation. Typically, the operating system is not running when partitions are
updated.

Partition images for selected partitions can be created using TCM. Refer to Terrminat
Configuration Manager on page E-1 for details. The partition image is then transferred to
the MK2000 using one of the tools listed below.

Different utilities are used for partition and file updates. The type of update that can be
performed for a given tool is listed in the accompanying description.

Upgrade Requirements

Upgrade requirementls:

= Compact Flash (CF) card with the appropriate upgrade files

Caution

While any of the access covers are removed, the user must follow proper
ESD (Electro-Static Discharge) precautions to avoid damaging sensitive
components. Proper ESD precautions include, but are not limited to,
working on an ESD mat and ensuring that the operator is praperly
grounded. Failure to apply proper ESD precautions may cause damage fo
the MK2000 and could potentially void your warranty.

* ESD mat and equipment required to ensuring that the operator is properly
grounded.

Note: A PC card may be substituted for the CF card on MK2000s thal do
not have an RF radio card. The PC card uses the same siot as the
RF radio card. Removing the RF radio card is nof recommended.
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Upgrade Procedures

MK2000 Operating System Upgrade

Refer to the pages listed, to upgrade the following MK2000 Operating System (OS)
components:

+ OS upgrade, see page F-5
+  Monitor upgrade, see page F-9
*  Platform upgrade, see page F-13.

To upgrade the MK2000 Demo Application, see page F-16.

IPL Menu Navigation

Initial Program Loader (IPL) is a2 menu-based method of downloading partitions to non-
volatile storage (flash) on the MK2000. Refer to Upgrade Procedures on page F-1. The
following partitions can be downlcaded:

« 8 Partition

» Platform Partition

*  Application Partition
«  Data Partition

«  Partition Table

+ Splash Screen

*  Monitor.

Nate: If an update includes a new partition table, it should be upgraded
first.

The IPL Menu selection screens use the MK2000's first three buttons to navigate the
menus and make selections.



e

! J MK2000 MicroKiosk Product Reference Guide

The button functions for using the menus are:

— ]

A (Down) B (Up) C (Select/Action)

Figure F-1. Button Functions

Use the A button (Down} to scroll down, the B button {Up) to scroll Up and the € button
(Select/Action) to select menu cptions.
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Upgrade Procedures

OS Upgrade

The IPL mode is used to upgrade the MK2000 OS.

IPL Mode, OS Upgrade Procedures

The OS upgrade procedures consists of nine steps:

Insert the CF card

Enter IPL mode

Set OS upgrade

Select the file media source

Select OS upgrade file

Initiate download

OS upgrade, downloading message
Upgrade complete message
Restore MK2000.

Remove the CF access cover {see Figure 1-2 on page 1-4} and insert the CF Card
into the CF Card slot.

Enter IPL Mode. If the MK2000 is not in the IPL main menu, power up the MK2000
while pressing the A button {Down) to enter the /AL main menu. The fPL main
menu displays.
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3. Select O3 Partition Upgrade - see Figure F-2. When a partiticn is used it refers
to any download component in the Mk2000 (such as 08). Use the A button (Down)
to scroll down to the Windows® CE option and select the option using the C button
(Select/Action).

Initial Pragram Loader
Timer off

Platform
Application
Data
Windows® CE
Monitor

Rom Files
Splash Screen
Partition Table
Command File
Systern Reset
Auto Select

Figure F-2. IPL Mode Menu

4. Saelect the File Media Source - see Figure F-3. The Sefect Transporf menu
displays. Use the A button (Down) to highlight CF Card, and select using the C
button {Select/Action).

Select Transport
Timer off

PC Card

CF Card
Scanner/Printer - Serial
RS 485 - Serial
Previous

Top

Figure F-3. Select Transport Menu
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Upgrade Procedures

5. Select the OS Upgrade File - see Figure F-4. The Sefect File Name menu is
displayed. Use the A bufton {Down} to highlight MK20000S8-1_1_1.bgz and select
using the C button (Select/Action).

Note: MK200008-1_1_1.bgz is the upgrade file.

Select File Name

Timer off

MK2000Mon-1_15_2400.bgz
MK20000S-1_1_1.bgz
MK20XXPlat-0XX_hex
Previous

Top

Figure F-4. Select File Name Menu

6. Initiate Download - see Figure F-5. The Download File? menu is displayed. Select
Download using the C button {Select/Action) to initiate the OS Upgrade.

Download File?

Timer off
Download
Cancel
Show Parms
Previous
Top

Figure F-5. Download File? Menu
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7. 0OS Upgrade, Downloading Message - see Figure F-6. When the OS upgrade
has initiated, the following message is displayed (this can take 5-10 minutes):

Windows CE

Downloading:
via CF Card MK20000S-1_1_1.bgz
HHEHHEHBHERHERES  95%"

Figure F-6. OS Upgrade, Downloading Message

8. Upgrade Complete Message - see Figure F-7. When the new OS is successfully
loaded, the following message is displayed:

Downloading:

via CF Card MK20000S-1_1_1.bgz
Result was: Success!

Press Enter to continue

Figure F-7. OS Upgrade, Success! Message

Note: When the message Press Enter to continue appears, press the C button.

9. Restore MK2000 - if no additional upgrade procedures are required, remove
power from the MK2000, remove the CF card, reptace the CF access cover (see
Figure 1-2 on page 1-4) and restfore power to the MK2000. The new operaling
system automatically boots up.
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Upgrade Procedures

Monitor Upgrade

Note: Failures during the Monitor upgrade often render the MK2000
inoperable. If the MK2000 does nof boot after performing a monitor
update, contact Symbol Support.

Monitor Upgrade Procedures
The Monitor upgrade procedures consists of nine steps:

*

Insert the CF card

Enter IPL mede

Select monitor upgrade maode

Select the file media source

Select monitor upgrade file

Initiate download

Monitor upgrade, downloading message

Upgrade complete message
Restore MK2000.

Remove the CF access cover (see Figure 1-2 on page 14} and insert the CF Card
into the CF Card slot.

Enter IPL mode. If the MK2000 is not in the IPL main menu, power up the MK2000
while holding the A button (Down) see Figure F-1 on page F-4 to enter the /PL main
menu. The [PL main menu is the first menu displayed.
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3. Select the Monitor upgrade mode - see Figure F-8. Use the A button (Down) to
scroll down to the Monitor option and select the option using the € button (Select/
Action). ’

Initial Program Loader
Timer off

Platform
Application
Data
Windows® CE
Monitor

Rom Files
Splash Screen
Partition Table
Command File
Systemn Reset
Auto Select

Figure F-8. IPL Mode Menu

4. Select the File Media Source - see Figure F-9. The Select Transport menu is
displayed. Use the A button (Down) to highlight CF Card and select using the C
button {Select/Action).

Select Transport
Timer off

PC Card

CF Card
Scanner/Printer - Serial
RS 485 - Serial
Previous

Top

Figure F-9. Select Transport Menu
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Upgrade Procedures

5. Select the Monitor Upgrade File - see Figure F-10. The Sefect File Name menu
is displayed. Use the A button (Down) to highlight MK2000Mon-1_15_2400.bgz
and select using the € button {Select/Action).

Note: MK2000Mon-1_15_2400.bgz is the monitor upgrade file.

Select File Name
Timer off

MK2000Mon-1_15_2400.bgz
MK200003-1_1_1.bgz
MK20X XPlat-0XX.hex
Previous

Top

Figure F-10. Select File Name Menu

6. Initiate Download - see Figure F-11. The Download File? menu is displayed.
Select Download using the € button (Select/Action) to initiate the Monitor
upgrade.

Download File?

Timer off

Download
Cancel
Show Parms
Previous
Top

Figure F-11, Download File? Menu
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7. Monitor Upgrade, Downloading Message - see Figure F-12. When the Monitor
upgrade has initiated, the following message is displayed:

Windows CE
Downloading:
Via CF Card MK2000Mon-1_15_2400.bgz
HEHHEERARHEHE 100%"

Figure F-12. Monitor Upgrade, Downloading Message

8. Upgrade Complete Message - When the new Monitor is successfully loaded, the
MK2000 rebeots autormnatically:

9. Restore MK2000, Upgrade Procedures Completed - If no additional upgrade
procedures are required, remove power from the MK2000, remove the CF card,
replace the CF access cover (see Figure 1-2 on page 1-4) and restore power to the
MK2000. The upgrade automatically boots up.
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Upgrade Procedures

Platform Upgrade

Platform Upgrade Procedures
The Plafform Upgrade procedures consists of the following steps:

*

Insert the CF card

Enter IPL mode

Select Platform upgrade mode

Select the file media source

Select the Platform upgrade file

Initiate download

Platform upgrade, downloading message
Platform successfully loaded

Re-Boot.

Remove the CF access cover (see Figure 1-2 on page 1-4) and insert the CF Card
into the CF Card slot.

IPL mode menu - if the MK2000 is not in the /PL mode menu, power up the
MKZ2000 while holding the A button (Down) to enter the /PL mode menu. The IPL
mode menu is the first menu displayed.
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3. Select the Platform Upgrade Mode - see Figure F-13. Use the B button {Up} to
scroll up to the Plafform option and select the option using the € button (Select/
Action).

Initial Program Loader
Timer off

Platform
Application
Data
Windows® CE
Monitor

Rom Files
Splash Screen
Partition Table
Command File
Systemn Reset
Auto Select

Figure F-13. IPL Mode Menu

4. Select the File Media Source - see Figure F-14. The Select Transport menu is
displayed. Use the A button (Down) to highlight CF Card and select using the C
button {Select/Action).

Select Transport
Timer off

PC Card
CF Card
Scanner/Printer - Serial
RS 485 - Serial
Previous
Top

Figure F-14. Select Transport Menu
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Upgrade Procedures

5. Select the Platform Upgrade File - see Figure F-15. The Selec! File Name menu
is displayed. Use the A button (Down), to highlight MK20XXPlat-0XX.hex and
select using the € button (Select/Action).

Note: MK20XXPlat-0XX.hex is the upgrade file.

Select File Name
Timer off

MK2000Mon-1_15_2400.bgz
MK200005-1_1_1.bgz
MK20XXPlat-0XX.hex
Previous

Top

Figure F-15. Select File Name Menu

6. Initiate Download - see Figure F-16. The Download File? menu is displayed.
Select Download using the C button (Select/Action) to initiate the Partition Table
Upgrade.

Download File?

Timer off
Download
Cancel
Show Parms
Previous
Top

Figure F-16. Download File? Menu
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7. Platform Upgrade, Downloading Message - see Figure F-17. When the Platform
upgrade has initiated, the following message is displayed:;

Platform Table
Downloading:
Via CF Card MK20XXPlat-0XX.hex
HHRHEHBHERERE 100%"

Figure F-17. Platform Upgrade, Downloading Message

8. Platform Successfully Loaded Message - see Figure F-18. When the new
Platform Table is successfully loaded the following message is displayed:

Result was: Success!
Press Enter to Continue

Figure F-18. Platform is successfully loaded, Success! Message

Note: When the message Press Enler fo continue appears, press the G button.

9. Re-Boot - if no additional upgrade procedures are required, remove power from
the MK2000, remove the CF card, replace the CF access cover (see Figure 1-2 on
page 1-4) and restore power to the MK2000. The upgrade automatically boots up.

Demo Application Install/Upgrade

Demo Application Install/Upgrade Procedures are provided in installing the Resident Demo
Application on page 5-3.
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Appendix G
Troubleshooting

Troubleshooting

Troubleshooting topics are listed in Table G-1 on page G-2. The first column lists possible
problems or frequently asked questions. The second column suggests a possible cause (if
applicable). The third column provides a solution for correcting the problem, or references
the section in this PRG that provides information on the topic.

Troublesheoting topics include:

The MK2000 does not turn on.

The MK2000 does not respond to polls from the host computer.

The MK2000 does not send data to host computer.

How to Re-Boot the MK20040.

How to enter Windows® Protected Mode (Windows® CE desktop).

How to load files into the MK2000,

The Demo Appiication does not work after changes were made to the MK2000.
How do | configure the MK20007?

Built-in scanner does not recognize configuration barcodes.

Parameter changes made via System Menu were not retained after the MK2000
was re-booted.

Reg files values are not being copied into the Registry at boot time.

The pen has poor calibration.

AirBeam Smart Client setlings do not match the AirBeam parameters in mkconfig.reg.
| can't select the Start button.

G-1
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My wireless MK2000 doesn't retain its WEP Key encryption.

Atter configuring my wireless MK2000 using the mkconfig.reg file, Mobile
Companion is not automatically launched.

The Mobile Companion icon is not visible in the task tray.

I tried to download files to the MK2000 directly from a .zip file on my computer using
ActiveSync, but | got a message that there is not enough free disk space to copy
the application.

What happens if both an AC power supply as well as a BIAS-T power supply are
connected to the MK2000 at the same time?

How do | Track Application Versions?
Flash filesystem is corrupted.

if the problem cannot be corrected, refer to Read MK2000 Settings on page G-6 to obtain
system information, prior to calling for service help.

Table G-1. Troubleshooting

Problem Possible Causes Posslble Solutlons
MK2000 does not tumm on. No power to the - Power vla AC outlot
MK2000. - Check power to the MK2000.

Ensure the Symbol approved
power supply is plugged intc an
AGC power source and connected
to the MK2000 power connector.
See Figure 1-3 on page 1-5.

- Powaer vla power-over-Ethernet

- Confirm 8-wire Ethemet cable is
plugged into MK2000 LAN port.

- Confim olher end of Ethemet
cable is plugged into Bias-T
Power-Over-Elhernet {FOE).

- Confirm Bias-T POE powsr supply
is plugged into an AC autlet.

- Perform continuity check on the
Ethemet cable.

MK2000 does not respond to polls | No communicalion Check cabling to the MK2000. Ensure
from the hosl compuler. batween the host and | the MK2000 address is the address

MK2000. being polled.

Check communicalion parameters.
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Troublashooling

Table G-1. Troubleshooting (Continued)

Problem

Posslble Causes

Possible Solutlons

MK2000 does not send dala 1o host

compuler.

MK2000 is not
programmed to work
with the host.
MK2000 is not
connected to the host.

Check setup communication
parameters.,

Check cables to host computer.

How to Re-Boot the MK2000.

To perform a cold boo! press and hold
buttons B and C unlil the display goes
blank {typically 15 seconds) then
release the buttons. See Figure 1-1
on page 1-3. The MK2000 reboots.

®

How to enter Windows ™ Protected
Made (‘k!\lindows® CE desktop).

To enter Windows® Protected Mode

refer to Accessing the Windows®
CE Deskdop on page 6-5.

How to load files into the MK2000.

Refer to Downloading the
Configuration Fila to the MK2000 on

page 3-11.

Demo Application does not work
after changes were made to the

MK2000.

Demo pregram
parameter seltings
inconsistent wilh latest
program changes and/
ar cormupt files. Reload
the Demo Application.

Locate and delete the files associated
with the Demo Applicalion (located in
the My Computer/Application folder).
Then reload lhe files associated with
the demo application. For detailed
instructicn on loading the demo
application, refer to Installing the
Resident Demo Application on page
5-3.

How do | configure the MK20007?

Refer to Setup and Configuratiort on
page 3-1.

Built-in scanner does not
recognize configuration

barcodes.

The scan driver does
not support parameter
barcode scanning

The scanner musl be configured
programmalically.

Parameter changes made via

System Menu were not retained

after the MK2000 was re-

booted.

Parameter changes
were not saved.

Refer to Setting Defaulls Using
System Menu on page 3-40.
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Table G-1. Troublashooting {(Continued)

Problem

Passible Causes

Possible Solutions

Reg files values are not being
copied into the Registry at boot
time.

More than one .reg file
and duplicate registry
entries are present.

Review all .reg files in /Application
and /Platform and ensure they have
no conflicts. The files are processed
chronologically.

The pen has poor calibration.

The screen was not
properly calibrated, or
is offcenter.

Refer to Stylus Settings/Touch Screen
Calibration on page 3-46

AirBeam Smart Client seltings do
not match the AirBeam parameters
in mkconfig.reg.

AirBeam Smart Client
has saved a new set of
ovemide parametersin
airbeam.reg when
configure was used.

Delete airbeam.reg.

| can't select the Start button.

The stylus is not
calibrated properly.

Simultaneously press and release
buttons A, C and D. This command
proceeds directly to the stylus
calibration. Follow the on-screen
instructions.

My wireless MK2000 doesn't retain
its WEP Key encryption aflar a
reboot.

The Profile Name in
the Mobile Companion
Mode tab not properly
named.

Assign a Profile Name of “Default® in
the Mode tab. This field is case-
sensitive - it must be entered as a
capital “D" and lower case “efault”.
Remember to save the configuration.

Afler configuring my wireless
MK2000 using the mkconfig.reg
file, Mobile Companicn is not
automatically launched.

The Profile Nama in
the Mobile Companion
Mode tab not properly
named.

Assign a Profile Name of “Default™ in
the Mode tab. This field is case-
sensitive - it must be entered as a
capital "D" and lower case “efault”,
Apply all settings desired, including
encryplion keys, to this profile.
Remember to save the cenfiguration.
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Table G-1. Troubleshooting {Continued)

Problem

Posslible Causes

Possible Solutlons

The Mabile Companion icon is not
visible in the task lray.

Poor RF Card
conneclion or bad RF
Card.

Remove the PCMCIA card cover at
the RF card location (refer to
installing!Removing RF Card on page
2.29). Press the card ejector button to
release the card, then press the card
back into its conneclor {o secure it in
place.

Reboot the MK2000. Check for the
Mobile Companion icen in the task
tray. Replace the RF Card if the iconis
slill not visible.

| tried to download files to the
MK2000 direclly from a .zip file on
my computer using ActiveSync, bul
| got a message that there is nol
enough free disk space to copy the
application.

Improper download
sequence.

Files cannot be download directly
from a .zip file. First extract the files lo
the host computer, then transfer the
files to the MK2000 using ActiveSync.

Whal happens if both an AC power
supply as well as a BIAS-T power
supply are connected to the
MK2000 at the same lime?

The MK-2000 will only draw power
from the power source providing the
highest power output.

How do | Track Application
Versions?

Refer to User Application Version
Reporiing on page 6-4.

Flash filesystem is corrupted.

May be due toresel or
power loss during write
to filesystem.

Format filesystemn and re-inslall
partition data.
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Read MK2000 Settings

If an MK2000 has been configured to autcmnatically launch an application on power-up, this
auto-boot must be bypassed when the system is booted to access the windows® CE
Desktop. Refer to Accessing the Windows® CE Deskiop on page 6-5.

Select Start from the Windows® task bar
Select Settings from the Start menu
Select Control Panel from the Settings window

Select MK2000 identification from the Control Panel window, The following
information is provided:

Device Name:
Description:

08 Version:
Monitor Version:
Display Type:
Memory Sizes:

PN

Troubleshooting Notes

Changes made while configuring the MK2000 system menu screens must be saved and
the MK2000 rebooted before the changes will take effect.

Most Control Panel changes take effect immediately. However, StarlfPrograms/Save
Configuration must be selected from the MK2000 Start bar to save the changes.
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Appendix H
Setting Scanner Parameters

Overview

This chapter describes the scanning default parameters for the MK2000. Software
Programmers will find the information in this chapter useful when developing applications
that control the MK2000's scan engine.

Default Table

Table H-1 lists the default values for the MK2000's SE3223 Scan Engine. These values can
be changed within an application, and in the case of HTML (browser) applications, can be
set independently for each web page.

For details on how to change the seftings in an application, refer to the MK2000 SDK
(Software Development Kit), pin MK2000CESDK-x.xx.

For a sample HTML application that includes source code and demonstrates scan engine
control, refer to Chapter 5, Resident Demo Application.
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Table H-1. Scanning Default Table

Parameter
Parameter Number Default
Scanning Options
Beeper Tone 91h High Frequency
Laser On Time 88h 5.0 sec
Power Mode 80h Continucus
Trigger Made 8AhR Host
Scanning Mode ) 8Dh Smart Rasler
Aiming Mode F0h 7Eh Disabled
Raster Height E4h 100
Raster Expansion Rate ES5h 1
Time Delay to Low Power 92h 30 sec
Time-out Between Same Symbol 89h 0.9sec
Time-out Between Different Symbols 90h 0.0 sec
Beep After Good Decode 38h Enable
Transmit “No Decode”™ Message 5Eh Disable
Parameter Scanning ECh Disable
Linear Code Type Security Levels 4Eh 2
Bi-directional Redundancy 43h Disable
UPC/EAN

UPC-A 01h Enable
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Table H-1. Scanning Default Table (Continued)

Parameter

Parameter Number Default
UPC-E 02h Enable
UPC-E1 oCh Disable
EAN-8 04h Enable
EAN-13 03h Enable
Bookland EAN 53h Disable
Decode UPC/EAN Supplementals i0h lgnore
Decode UPC/EAN Supplemental 50h 5
Redundancy
Transmit UPC-A Check Digit 28h Enable
Transmit UPC-E Check Digit 29h Disable
Transmit UPC-E1 Check Digil 2Ah Disable
UPC-A Preamble 22h System Characler
UPC-E Preamble 23h No Preamble
UPC-E1 Preamble 24h No Preamble
Convert UPC-Eto A 25h Disable
Converl UPC-E1to A 26h Disable
EAN-B Zero Extend 27h Disable
UPC/EAN Security Level 4Dh 0
Linear UPC/EAN Decode 44h Enable
LUPC Half Block Stitching 4Ah Disable
UPC Composite Mode FOh 58h Never Linked
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Table H-1. Scanning Default Table (Continued)

Parameter
Parameter Number Default

Code 128

Code 128 08h Enable

UCC/EAN-128 OEh Enable

ISBT 128 54h Enable

Code 128 Decode Performance 48h Enable

Code 128 Decode Performance Level 4%h Level 1
Code 39

Code 39 Q0h Enable

Trioptic Coda 39 ODh Disable

Convert Code 39 to Code 32 56h Disable

Code 32 Prefix E7h Disable

Sel Length(s) lor Code 39 12h Length within

13h Range: 0-55

Code 39 Check Digit Verification 30h Disable

Transmit Cade 39 Check Digit 2Bh Disable

Code 39 Full ASCII Conversion 11h Disable

Code 39 Decode Performance 46h Enable

Code 39 Decode Performance Level 47h Level 1
Code 93

Code 93 09h Disable
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Table H-1. Scanning Deafault Table (Continued})

Parameter
Parameter Number Default
Set Length{s) for Code 93 1Ah Length within
1Bh Range: 0-55
Interleaved 2 of 5
Interleaved 2'of 5 06h Disable
Set Length(s) for | 2 of 5 16h 1 Discrete Lenglh:
17h 14
| 2 of 5 Check Digit Verificalion 31h Disable
Transmit | 2 of 5 Check Digit 2Ch Disable
Convert 1 2 of 5 to EAN 13 52h Disable
Discrete 2of 5
Discrete 2 of &5 05h Disable
Set Length{s) for D 2 of 5 14h 1 Discrete Length:
15h 14
Codabar
Codabar 07h Enable
Sel Lengths for Codabar 18h Length within
19h Range: 06-55
CLSI Editing 36h Disable
NOTIS Editing 37h Disable
MS! Plessey
MSI Plessey 0Bh Enable

Setting Scanner Parameters
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Table H-1. Scanning Default Table (Continued)

Parameter
Parameter Number Default
Set Length(s) for MS| Plessey 1Eh Length Within
1Fh Range: 04 - 55
M8l Plessey Check Digits 3zh One
Transmit MSI Plessey Check Digit 2Eh Disable
M3SI Plessey Check Digit Algorithm 33h Mod 11/Mod 10
PDF417/MicroPDF417
PDF417 Ofh Enable
MicroPDF417 E3h Enable
Code 128 Emulation 7Bh Disable
RSS
RSS-14 Foh 52h Disable
RSS Limited FOh 53h Disable
RSS Expanded FOh 54h Disable
Composlte
CC-C FCh 55h Disable
CC-AB FOh 56h Disable
TLC-39 FOh 73h Disable
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Tabte H-1. Scanning Default Table (Continued)

Parameter
Parameter Number Default
Data Options
Transmit Code ID Character 20h Necne
Prefix/Suffix Values
Prefix 69h NULL
Suffix 1 68h CR
Suffix 2 gAh LF
Sean Data Transmission Format EBh Data as is
Simple Serial Interface (SS1} Optlons
Baud Rale 9Ch 38400
Parity SEh None
Check Parity 97h Enable
Software Handshaking 9Fh ACKNAK
Decode Data Packel Format EEh Packeted
Slop Bit Select 9Dh 1
Intercharacter Delay GEh 0
Host Serial Response Time-out SBh 2 sec
Hast Character Time-out EFh 200 msec
Event Reporting
Decode Event FOh Q0h Enable
Boot Up Event Foh 02h Enable
Parameter Event FGh 03h Enable
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Table H-1. Scanning Default Table {Continued)

Parameter
Parameter Number Default

Macro PDF

Transmit Each Symbol in Afh Disable

Codeword Format

Transmit Unknown Codewords BAh Disable

Escape Character ESh None
ECI

Delete Characler Sel ECls E6h Enable

ECI Decoder EBh Enable
Transmit Macro PDF User-Selected Field

Transmit File Name BOh Disable

Transmit Block Count B1h Disable

Transmit Time Slamp B2h Disable

Transmit Sender B3h Disable

Transmit Addressee B4h Disable

Transmit Checksum Bgh Disable

Transmit File Size B5h Disable

Transmit Macro PDF Control B7h Disable

Header

Last Block Marker BYh Disable
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ACKINAK

AirBeam Manager

Aperture

ANSI Terminal

ASCl

Autodiscrimination

Bar
Bar Code Density

Bar Helght

Glossary

ACK/NAK is the defaull software handshaking.

AirBeam Manager is a comprehensive wireless network management
system that provides essential functions that are required to
configure, manitor, upgrade and troubleshoal the Spectrum24®
wireless network and its companenls (including networked terminals}.
Some fealures include event notificalion, access point configuration,
diagnostics, statistical reports, auto-discovery, wireless proxy agenls
and monitoring of access points and mobile devices.

The opening in an optical system defined by a lens or bafile thal
establishes the field of view.

A display terminal that follows cormmands in the ANS| standard
terrminal language. For example, it uses escape sequences to control
the cursor, clear lhe screen and set colors. Communicalions
programs supporl the ANSI terminal mode and oflen default to this
terminal emulation for diakup connections {o online services.

American Standard Code for Information Interchange. A 7 bit-plus-
parity code representing 128 letters, numerals, punctuatton marks
and control characters. It is a standard data transmission coda in the
U.s.

The ability of an interface controller to determine the cade type of a
scanned bar code, After this determination is made, the information
content is decoded.

The dark element in a printed bar code symbol.

The number of characlers represented per unit of measurement
{e.g., characters per inch}.

The dimension of a bar measured perpendicular to the bar width.

Glossary-1
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Bar Width

Baud Rate

Bit

Byte

BOOTP

CDRH

CDRH Class 1

CDRH Class 2

Character

Character Set

Glossary-2

Thickness of a bar measured from the edge closest lo lhe symboaol start
character lo the trailing edge of lhe same bar.

A measure of the data flow or number of signaling events cccurring
per second. When one bit is the standard "event,” this is a measure of
bits per second (bps). For example, a baud rate of 50 means
lransmission of 50 bils of dala per second.

Binary digit. Cne bil is the basic unit of binary information. Generally,
eight conseculive bits compose one byte of data. The pattern of 0 and
1 values within the byte determines its meaning.

On an addressable boundary, eight adjacent binary digits (0 and 1)
combined in a patten to represent a specific character or numeric
value. Bits are numbered from the right, 0 through 7, wilh bit 0 the low-
order bit. One byte in memory is used to store one ASCII character.

A protocol for remole booling of diskless devices. Assigns an IP
address to a machine and may specify a boot file. The client sends a
boolp request as a broadcast to the boolp server porl (67) and the
bootp server responds using the boofp client port (68). The bootp
server must have a table of all devices, associated MAC addresses
and IP addresses.

Center for Devices and Radiclogical Health. A federal agency
responsible for regulating laser product safety. This agency specifies
various laser cperalion classes based on power output during
operation.

This is the lowest power CDRH laser classification. This class is
considered intrinsically safe, even if all laser output were directed into
the eye's pupil. There are no special operating procedures for this
class.

No additional software mechanisms are needed to conform to this
limit. Laser operaticn in this class poses no danger for unintentional
direct human exposure,

A pattern of bars and spaces which either directly represents dalta ar
indicates a conlrol function, such as a number, letler, punclualion
mark, ar communications control conlained in a message.

Those characters available for encoding in a particular bar code
symbolegy.



Check Digit

Codabar

Code 128

Code 3 of 9 (Code
39)

Code 93

Code Length

Continuocus Code

Dead Zone

Decode

Decode Algorithm

Decryption

Dapth of Field

Glossary

A digit used to verify a correct symbol decode. The scanner inserts the
decoded data into an arithmelic formula and checks that the resulting
number matches the encoaded check digit. Check digits are required
for UPC but are optional for other symbologies. Using check digits
decreases the chance of substitution errors when a symbol is
decoded.

A discrete self-checking code with a character set consisting of digits
0 to 9 and six additional characters: (- $:/, +).

A high density symbology which allows the controller to encode all 128
ASCII characters wilhout adding extra symbol slements.

A versatile and widely used alphanumeric bar code symbolagy with a
set of 43 character types, including all uppercase letters, numerals
from 0 to 9 and 7 special characters {- . / + % $ and space). The code
name is derived from the fact that 3 of 9 elements representing a
character are wide, while the remaining 6 are narrow.

An induslrial symbology compatible with Code 39 but offering a full
character ASCII set and a higher coding density than Code 39.

Number of dala characters in a bar code between the start and stop
characlers, not including those characters.

A bar code or symbol in which all spaces wilhin the symbol are parts
of characters. There are no intercharacter gaps in a continuocus code.
The absence of gaps allows for greater information density.

An area within a scanner's field of view, in which specular reflection
may prevent a successful decede.

To recognize a bar code symbology (e.g., UPC/EAN]) and then
analyze the conlent of the specific bar code scanned.

A decoding scheme that convers pulse widths inte data
representation of the lellers or numbers encoded wilhin a bar code
symhol.

Decryption is the deceding and unscrambling of received encrypted
data. Also see, Encryplion and Key.

The range between minimum and maximum dislances at which a
scanner can read a symbol with a certain minimum element width,

Glossary-3
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DHCP

DHCP Server
Discrete Code

Discrete 2 of 5

Element

Encoded Area
ENQ (RS-232)

Encryption

ESD
ESS_ID

Flash Memory
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(Dynamic Host Configuralion Protocol) Software that automatically
assigns IP addresses to client stations logging onto a TCP/IP network.
Similar to BOOTP, but also permits lhe leasing of an IP address. It
eliminates having to manually assign permanent IP addresses. DHCP
software typically runs in servers and is also found in natwork devices
such as routers that allow multiple users access to the Internet.

A server in the network or a service within a server that assigns IP
addresses.

A bar code or symbol in which the spaces between characters
(intercharacter gaps) are not part of the code.

A binary bar code symbology representing each character by a group
of five bars, two of which are wide. The location of wide bars in the
group determines which character is encoded; spaces are
insignificant. Only numeric characters (0 to 9) and START/STOP
characters may be encoded.

European Article Number. This European/Inlemational version of the
UPC provides its own coding formal and symbology slandards.
Element dimensions are specified metrically. EAN is used primarily in
retail.

Generic term for a bar or space.

Tola! linear dimension occupied by all characters of a code pattern,
including start/stop characters and dala.

ENQ software handshaking is also supported for the data sent to the
host.

Encryption is the scrambling and coding of data, typically using
mathematical formulas called algorithms, before informalion is
transmilted over any communications link or network. A Key is the
specific code used by the algorithm to encrypt er decrypt the data.
Also see, Decryplion and Key.

Electro-Static Discharge

Extended Service Set Identifier, defines the coverage area. Prior to
the release of the 802.11 specification the ESS_ID was called the
Net _ID or Network Idenlifier.

ESS_ID: 32 Alphanumeric characters, (case sensitive).

Flash memory is responsible lor storing the system firnware and is
non-volatile. If the system power is interrupted the data will not be lost.
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IEC

JEC (825) Class 1

IEEE Address

Intercharacter Gap

Interleaved Bar
Code

Interleaved 2 of 5

IP Address

Glossary

A computer that serves olher terminals in a network, providing such
services as compulalion, database access, suparvisory programs and
network control.

Intemational Electrotechnical Commission. This international agency
regulates laser safaty by specifying various laser operalion classes
based on pawer output during operation.

This is the lowest pawer |EC laser classification. Conformity is
ensured through a software restriction of 120 seconds of laser
operation wilhin any 1000 second window and an automatic laser
shutdown if the scanner's oscillating mirror fails.

See MAC Address.

The space between two adjacent bar code characters in a discrele
code.

A bar code in which characlers are paired together, using bars to
represent the first characler and the intervening spaces lo represent
the second.

A binary bar code symbology representing character pairs in groups
of five bars and five interleaved spaces. Interleaving provides for
greater informalion density. The location of wide elements (bar/
spaces) wilhin each group determines which characters are encoded.
This conlinuous code type uses no inlercharacter spaces. Only
numeric {0 to 9) and START/STOP characters may be encoded.

{Intemet Protocol) The IP part of the TCP/AIP communications
protacol. IP implements the netwark layer (layer 3) of the protocol,
which contains a netwaork address and is used to route a message to
a different netwark or subnetwork. IP accepts “packets” from the layer
4 transport protocol {TCP or UDP), adds its own header to it and
delivers a “datagram” to the layer 2 data link protocol. It may also
break the packet inlo fragments to support the maximum transmission
unit (MTU) of the nstwork.

{Intemet Protocol address) The address of a compuler attached to an
IP network, Every client and server station must have a unique [P
address. A 32-bit address used by a computer on a [P network. Client
workstations have either a permanent address or one lhat is
dynamically assigned to them each sessicn. IP addresses are wrilten
as four sets of numbers separated by periods; for example,
204.171.64.2.

Glossary-5
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Kay

LASER - Light
Amplification by
Stimulated
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LED Indicator

MAC Address (also
called IEEE
Address)

MIL

Misread
{Misdecode)
MU

Null Modem Cable

Nominal
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Kerberos is a network authentication protocol. Itis designed to provide
strong authenticalion for client/server applicalions by using secret-key
cryptography. A frea implementalion of Lhis protocal is available from
the Massachusetts Institute of Technology. Kerberos is available in
many cemmercial products as well,

A key is the specilic code used by the algorithm to encrypt or decrypt
the data. Also see, Encryption and Decrypting.

Tha laser is an intense light source. Light from a laser is all the same
frequency, unlike the output of an incandescent bulb. Laser light is
typically coherent and has a high energy density.

A gallium-arsenide semiconductor type of laser connecled to a power
source to generate a laser beam. This laser type is a compact source
of ccherent light.

A semiconductor diode (LED - Light Emitling Diode) used as an
indicator, often in digital displays. The semiconduclor uses applied
voltage to produce light of a certain frequency determined by the
semicanductor's particular chemical composition.

Spectrum24® devices, like other Ethemst devices, have unique,
hardware-encoded MAC (also called IEEE addresses). MAC
addresses delermine the device sending or receiving data. The MAC
address is a 48-bit number written as six hexadecimal bytes
separated by colons.

1 mil = 1 thousandth of an inch.

A condition which occurs when the data oulput of a reader ar interface
controller does not agree with lhe dala encoded within a bar code
symbol.

The MU (Mobile Unit) searches for APs with the same ESS_ID and
associates with an AP to establish communications.

An RS-232 cable used to connect two personal compulers together in
close proximity for fite transfer. It attaches to the serial ports of both
machines and simulates what would occur naturally if modems and
the phone systemn were used. It crosses the sending wire wilh the
receiving wire.

The exact {or ideal) inlended value for a specified parameter.
Tolerances are specified as posilive and negative deviations from this
value.
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Nominal Size Standard size for a bar code symbol. Most UPG/EAN codes are used
over a range of magnificalions (e.g., from 0.80 to 2.00 of nominal).

Open System Open Systemn authentication is a null authentication algerilhm.

Authenticatlon

Parameter A variable thal can have different values assigned lo it.

Percent Decode The average probabilily lhat a single scan of a bar code would result

in a successful decode. [n awell-designed bar cade scanning system,
that probability should approach near 100%.

PING (Packet Internel Groper) An Intemnet utility used to determine whether
a parlicular IP address is online. Itis used lo lesl and debug a network
by sending out a packet and wailing for a respanse.

Print Contrast Measurement of the contrast (brightness difference) between lhe bars
Slgnal (PCS) and spaces of a symbol. A minimum PCS value is needed for a bar
code symbol to be scannable. PCS =(RL - RD)/ RL, where RL is the
reflectance factor of the background and RD the reflectance factor of

the dark bars.

Programming Mode The state in which a scanner is configured for parameter values. See
SCANNING MODE.

Protected Mode An application can be assigned password protection so that it can only

run when a password is entered. The password can be assigned for a
specific application via the Configuration Utility, System Menu or the
Control Panel.

Quiet Zone A clear space, conlaining no dark marks, which precedes the start
character of a bar code symbol and follows the stop character.

Reflectance Amount of light returned from an illuminated surface.

Resoclution The narrowest element dimension which is distinguished by a
parlicular reading device or printed with a particular device or method.

Scan Area Area intended lo contain a symbol.

Scanner An eleclronic device used to scan bar code symbols and preduce a

digitized pattern that comesponds to the bars and spaces of the
symbol. Its three main components are:

1. Light source {laser or photoeleciric call) - illuminates a bar code.

2. Pholodetector - registers the difference in raflected light {more light
reflected from spaces).

3. signal condilioning circuit - transforms optical detecter oulpulinto a
digitized bar pattem.

Glossary-7
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Scanning Mode

Scanning Sequanice

SDK
Self-Checking Code

Shared Kay
Space
Specular Reflectlon

Start/Stop Character

Subnet Mask

Substrate

Symbol

Symbol Aspect
Ratio

Symbol Helght

Symbol Length

Symbology
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The scanner is energized, programmed and ready to read a bar code.

A method of programming or configuring paramelers for a bar code
reading system by scanning bar code menus.

Software Development Kit

A symbology that uses a checking algorithm to detect encoding errors
within the characters of a bar code symbol.

Shared Key authentication is an algorilhm where bolh the AP and the
MU share an authentication key.

The lighter element of a bar code formed by the background between
bars.

The mirror-like direct refleclion of light from a surfacs, which can
cause difficulty decoding a bar code.

A pattern of bars and spaces that provides the scanner with start and
stop reading instructions and scanning direction. The start and stop
characters are normally to the left and right margins of a horizontal
code.

A 32-bit number used to separate the network and host sections of an
IP address. A custom subnet mask subdivides an IP network into
smaller subsections. The mask is a binary pattem that is matched up
with the IP address to turn part of the host ID address field inlo a field
for subnets, Default is often 255.255.255.0.

A foundalion malerial on which a substance or image is placed.

A scannable unit that encodes data within the conventions of a certain
symbology, usually including stari/stop characters, quiet zones, data
characters and check characters.

The ratio of symbol height to symbol width.

The dislance between the oulside edges of lhe quiel zanes of the first
row and lhe last row.

Length of symbol measured from the beginning of the quiet zone
{margin) adjacent lo the start character lo lhe end of the quiet zone
{margin) adjacent to a stop character.

The structural rules and conventions for representing data wilhin a
particular bar code type (e.g. UPG/EAN, Code 39).



TCP/IP

Telnet

TFTP

Tolerance
UDP

UpPC

Visible Laser Diode
(VLD)
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{Transmission Control Protocol/internet Protocel) A communicalions
protocol used to internetwork dissimilar systems. This standard is the
protocel of he Internet and has bacome the global standard for
communications.

TCP provides transport funclions, which ensures that lhe total amount
of bytes sent is received correctly at the olher end. UDP is an alternate
lransport that does not guarantee delivery. It is widely used for real-
lime voice and video transmissions where erroneous packets are not
retransmitted.

IP provides the routing mechanism. TCP/IP is a routable protocal,
which means that all messages contain not only the address of the
deslinalion station, but the address of a destinalion network. This
allows TCP/IP messages to be sent to multipte networks within an
organization or around the world, henca ils use in the worldwide
Intemet. Every client and server in a TCP/IP network requires an [P
address, which is either permanently assigned or dynamically
assigned at slartup.

A terminal emulation protocol commanly used on the Internet and
TCP/IP-based networks. It allows a user at a terminal or computer to
log onto a remote device and run a program.

(Trivial File Transfer Protocol) A version of the TCP/IP FTP (File
Transler Protocol) protoco] lhat has no directory or password
capability. It is the prolocol used for upgrading firmware, downloading
software and remole boating of diskless devices.

Allowable deviation from the nominal bar or space width.

{User Datagram Protocol) A protacol within the [P protocal suite thal
is used in place of TCP when a reliable delivery is not required. For
example, UDP is used for real-time audic and video traffic where lost
packets are simply ignored, because there is no time to refransmit. If
UDP is used and a reliable delivery is required, packet sequence
checking and errer notification musl be written into the applicalions.

Universal Product Code. A relatively complex numeric symbology.
Each characler consists of two bars and two spaces, each of which is
any of four widths. The standard symbology for retail food packages
in the United States.

A solid state device which produces visible laser light.

Glossary-9
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WEP Encryption

WEP

WNMP

WNMS (has been
renamed to
AirBeam Manager)
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{Wired Equivalent Privacy encryption) The conversion of data into a
secret code for transmission over a public network. The original text,
or plaintext, is converted into a coded equivalent called ciphertext via
an encryption algorithm. The ciphertext is decoded {decrypted) at the
receiving end and lumed back inlo plainlext.

The encryplion algorithm uses a key, which is a binary number that is
typically from 40 to 128 bits in length. The greater the number of bits
in the key (cipher strength), the more possible key combinalions and
the longer it would take to break the code. The data is encrypted, or
“locked,” by combining the bits in the key mathematically with the data
bits. At the receiving end, the key is used te “unlock™ the code and
restore the original data.

Wired Equivalent Privacy, is specified by IEEE for encryption and
decryption of RF (wireless) communications.

{Wireless Network Management Protocol) This is Symbol's
proprietary MAC layer protocol used for inter access point
communication and other MAC layer communication.

See AirBeam Manager
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Tell Us What You Think...

We'd like to know what you think about this Manual. Please take a moment
to fill out this questionnaire and fax this form to: (631) 738-3318, or mail to:

Symbol Technologies, Inc.

One Symbol Plaza M/S B-4

Holtsville, NY 11742-1300

Attention: Technical Publications Manager

IMPORTANT: if you need product support, please call the appropriate

customer support number provided. Unfortunately, we cannot provide
customer support at the fax number above.

User's Manual Title:

(please include revision level)

How familiar were you with this product before using this manual?
[] Very familiar [ Slightly familiar [J Not at ali familiar

Did this manual meet your needs? If not, please explain.

What topics need to be added to the index, if applicable?

What topics do you feel need to be better discussed? Please be specific.

What can we do to further improve our manuals?

Thank you for your input—We value your comments.
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