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Chapter 1 Usage Note

1.1 Caution for Laser scan engines

Laser radiation, please do not stare directly into the beam.

1.2 Safety notes

» Your device can only use the battery and charger specified by the
company. Using unqualified accessories may cause the battery
leakage, overheating, burst and fire.

» Do not short circuit the charger, otherwise it may cause an electric
shock, smoke and charger damage.

» Please do not use the charger when the power cord is exposed,
otherwise it may cause fire and an electric shock.

» Please do not disassemble or modify the charger, otherwise it might
lead to personal injuries, an electric shock, fire and charger damage.

» To unplug the charge by holding and pulling the charger, pulling the
power cord may result in damage or cause an electric shock and fire.

» Clean the device, battery and charger with soft and dry cloth.

» Please do not use alcohol, thinner, benzene or other solutions to
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clean the device.

1.3 Maintenance notes

>

This product is waterproof and dustproof, but it still should be kept
away from being operated in the environment of extremely high or
low temperature. Please refer to temperature and humidity
standards in the product specifications .

Hard press on the screen may cause damage to the screen. Please do
not use a resistive screen touching pen to avoid the scratch or
damage to the screen. To clean the screen, please spray a small
amount of the commercial LCD cleaner onto a soft cloth instead of
spraying cleaner directly onto the screen.

Do not use any chemical cleaning agent to clean the LCD screen.

Keep the scanning exit window clean and stay away from sharp
objects.

If this product has not been used for a long time, please make sure to
download the data to the computer store, and remove the battery.
Please separately store the device and battery pack.

It will take a long time to fully charge the battery when it is the first
time to work or recovery from storage.

In the event of device failure, please take down the situation and

information and contact with maintenance staff.
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Chapter 2 Device layout

Logo and scan indicator

Optical and proximity sensor

Charging indicator
|

7 Gae), |\

USB slot

AN

Left scan key

Right scan key

//

Main scan key

Home Key \

Fn function key —

\

P
Extend interface

- Return key

= Enter Key

QDD @,_..--—-"""'_ Power On/off
kh__‘_ ° j — Main Mic

Figure 2-1 Front view
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Scan engine

cT=F %

-{W— | Camera

Flash Light __|

( ) MFC decoding
Loudspeaker @ O
— = area
R=C
/?’ Battery cover lock
.--""'".‘“J —

Secondary Mic

cassette

Memory card slot

""-__1_‘_‘_‘_‘1‘-

—""SIM card slot

Figure 2-2 Back view
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Chapter 3 Keyboard

There are 31 keys in total, including 29 keys and 2 side buttons on the

keyboard of AUTOID Q7 device.

Key Description:

Table 3-1 Key description

Key Function

Function description

Home key

Touch ¢ to go back to main screen.

«
a Back key

Touch 3 to return to the previous screen or
exit the application. On the text input
interface, touch to close the on-screen
keyboard.

Scan key

Normally, press to scan barcode as the scan
key.

On the camera interface, ( the built-in camera),
as the photo button.

Side scan key

Normally, press to scan barcode as the scan
key.

On the camera interface, ( the built-in camera),
as the photo button.

Fn Lock key

Lock keyboard input and initiate Fn function
key input

Enter key

Confirm

Direction key: up

In Fn mode as background light +

down

Direction key:

In Fn mode as background light -

Direction key:
Left

bbbl

In Fn mode as Volume +




Direction key:
Right

In Fn mode as Volume -

Setuic

0 Input O or space

m Delete Delete, in Fn mode as * input key

m - key, in Fn mode as # input key
Number 1 key, or the symbol of ’

m 1 In Stroke input mode: Horizontal stroke
In Fn mode: F1 key
Number 2 key,

5 In English keyboard: Letter of A, B and C
In Stroke input mode: Vertical stroke
Fn mode: F2 key
Number 3 key,

@ 3 In English keyboard: Letter of D. Eand F
In Stroke input mode: Left-falling stroke
In Fn mode: F3 key
Number 4 key,

m 4 In English keyboard: Letter of G, H and |
In Stroke input mode: Right-falling stroke
In Fn mode: F4 key
Number 5 key,

5 In English keyboard: Letter of J,K and L
In Stroke input mode: Horizontal hook
In Fn mode: F5 key
Number 6 key,

m 6 In English keyboard: Letter of M, N and O
In Fn mode: F6 key
Number 7 key,

m 7 In English keyboard: Letter of P, Q, Rand S
In Fn mode: F7 key
Number 8 key,

8 In English keyboard: Letter of T, U and V
In Fn mode: F8 key
Number 9 key,

m 9 In English keyboard: Letter of W, X, Y and Z
In Fn mode: F9 key

m Custom Key Available for users to custom the function in

(P1to P7) according to their needs.
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Power on/off button, to wake the device from
sleep mode.

oRpa

Power button

Chapter 4 Quick Start Guide

4.1 First Use

» Take the device and battery from the package, set the battery cover
lock to open to install the battery, the lock the battery cover. Long

press the Power button until the PDA vibrates to start the device.

4.2 Start

» First use the device or the applications, there will be pop-up tips to

guide you to use the PDA.

4.3 Power off

» Long press the power button and select Power Off on the

prompted selection menu to switch of the device.

4.4 Restart

> With the device in non-sleep mode, press and hold the Power button
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for 2s until the selection menu displays. Touch Restart and then the

OK to restart the device.

4.5 Installing the SIM Card

» Please install the SIM card as instructed below:
» Insert the SIM card in the direction shown in the figure into the right
card slot(for micro-SIM card or nano card, please use the SIM card

support frame to help fit into the card slot).

f__SIM card slot

=¥
Fig. 4-1 Installing the SIM Card

4.6 Installing the SD card

» Please install the SIM card as instructed below:

» Insert the SD card in the direction shown in the figure below

(microSD or microSDHC).
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Storage card

—

slot T

Figure 4-2 Installing the SIM Card

Note: 1. PSAM card is not supported.
2. The device does not support the card hot plug, please reset

after accident hot plug.

4.7 Installing the battery

Slide the battery cover switch to the right side to unlock, pull out the
battery cover, install the battery in according the instruction label and

then lock the battery over.
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Battery

cover lock

Battery

cassette

Figure 4-3 Remove the battery cover
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Chapter 5 Charging the Battery

The new device battery is charged for test in the factory with possible
electricity remain, please charge the battery before using it for the first
time. The AUTOID Q7 series device can also be charged with USB cable,

device charging dock and specified flap end charging cradle.
5.1 Charging time

» Battery: the battery’s first charge time is about 3.5 hours through the
adapter, and the LED indicator is solid red when charging. When

charging is completed, the LED indicator is long and solid green.

5.2 Charging temperature

» The best operating temperature is room temperature 18~25°C.
» The battery can not be charged with the temperature lower

than-10°C or higher than 55°C.
5.3 Battery power supply

» The battery can also be charged separately with the single battery
charging dock or the four-slot battery charging dock.

Note: If you do not use the product for a long time, please charge the

11
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device at least once every two months.

5.4 Notes for battery use

>

If the battery is completely discharged, the device can’t be turned on
immediately. This is a normal phenomenon. Allow the depleted
device to be charged for a few minutes before turning on the device.
The battery can be charged repeatedly, but the battery is a
consumable product. Please replace a new battery if you find the
device's standby time is greatly reduced.

Battery charging time changes with temperature and battery usage.
Please charge it at a reasonable temperature range.

When the battery is in low power, the device will give the low-power
warning. When the battery power is too low, the device will

automatically shut down.

5.5 LED Indicators

» the LED indicator, in the middle of the top right of the device,

indicates the battery and charging status by flashing different

colors:

» Without the insertion of USB and charging adapter, red flash shows

that the battery power is low. Please charge the device as soon as

12
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possible.

» With insertion of USB cable and charge adapter, long bright red
indicates that the battery is charging.

» With insertion of USB cable and charge adapter, long bright green
indicates the battery is fully charged.

» If the LED indicator on the right side of the device flashes blue just
like the breathing light, it indicates that there’s a message for
reading. Please check it in time.

» When a bar code is scanned, the LED indicator flashes red once.
When the bar code is not scanned, there will be no LED flash.

Note: When the system is in charge, the blue indicator light will not be

on.

13
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Chapter 6 Home Screen

Find this icon &, go to setting of the application, click the button on

the right corner to set the home screen. There are two default screens

for the user’s choice.

mE% T10AM oy B ¢ < @ 3% 10:14 AM

X D
J

Home app

£} Launcher3 (Default)

®

@ Mobile Butler

CANCEL

Figure 6-1 Home Screen

Table 6-1 Home screen features

@ Status bar: display notification and status icons.

@ Display area: used to place APP icons, folders and widgets.

(3) Shortcuts: tap to launch APPs.

@ Tray application: tap to view all the APPs.

6.1 Status Bar

Status icons and notification icons are located at the top of the screen to
notify the device status information and notifications, as shown in the

table below:

14
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Table 6-2 Status Icons and Notification bar Icons

Icon Description Icon Description

Available Wi-Fi Network SIM card missing

Connected to a Wi-Fi Network Downloading data

Mobile data network available
and its strength

. B
-0

Uploading data

The portable WLAN is on Airplane mode

Do not disturb mode Scanning is on

Vibrate Mode Battery being charged

Missed Calls Battery is fully charged

New Messages Low power level

00 B0EB AR A
BEOOAaan

Screenshots saved Bluetooth

Alarm activated

@

Preparing microSD Card

USB debugging and
connecting

2 fj o

15
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Chapter 7 Settings

7.1 WLAN

Find thisicon: ¥

->Settings

->Wi-Fi and network

->WLAN®
2.4G and 5G Wi-Fi provides the farthest 450 feet (150m) and 300 feet
(100m) wireless network access range respectively (note: industry class
AP, open area). To use the Wi-Fi on your device, you must connect to a
wireless access point or hotspot.
Note: the availability and range of the Wi-Fi signal are determined by the
number, the infrastructure, and the object to which other signals are
penetrated.
Tap Wi-Fi and then turn on the Wi-Fi switch. Connect to the Wi-Fi
network.
1. Tap WLAN and switch on the Wi-Fi. The device will detect available
wireless networks automatically.
2. Then the Wi-Fi network list available will show the network name and
security type of the Wi-Fi network (open network or encrypted network)
3. Tap one of the networks to make a connection. If you select an open

Wi-Fi network, your device will connect automatically. If the network is

16
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protected, enter the password when prompted and then tap Connect.

Tap to connect to the network

>

Tap to turn on and detect the network

Wireless & networks

Y  WLAN 7 seuicT_test seuic1_test

Password

% Bluetooth |

[C] show password
() Datausage

D Advanced options

More

CANGCEL

Device

o Buttons
Figure 7-1 Wi-Fi menu

4 WALN frequency band setting (Click the - at the right above corner

of the WLAN page to enter the Advanced then WLAN frequency band). If

you select only 5GHz/2.4GHz frequency band, only 5GHz/2.4GHz

frequency band AP can be searched.

17



LS I®Y; Add network €  Advanced WLAN Q

on Refresh

Scanning always available
Let Google's location service and

Advanced other apps scan for networks, even
', seuic1_ when WLAN is off
WLAN frequency band

Network notification

@ ® Automatic

Naotify whenever a public network is
available
(O 5GHz only
Keep WLAN on during sleep
Ay (O 2.4 GHz only
Avoid poor connections CANCEL
Don't use a WLAN network unless it D

has a good Internet connection

WLAN frequency band
Automatic

Figure 7-2 WLAN frequency band

> Refresh the Wi-Fi interface to detect and list the available Wi-Fi.
» Click any other Wi-Fi to connect.
5. Wi-Fi roaming threshold and roaming increment can be set by the

advanced settings according to customer needs (on the Wi-Fi switch

interface find ., brief press it to enter into Advanced WLAN).

LR, Add network ¢ Advanced WLAN Q

On Baflest Keep WLAN on during sleep
Always
214 a
Avoid poor connections
Don't use a WLAN network unless it D

has a good Internet connection

WLAN frequency band
Automatic

iffroaming trigge
-65dBm

Wifi roam delta

Figure 7-3 WLAN roaming setting

(1) Roaming threshold: when the connected AP signal value (Note: a

18
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roaming environment is required) is lower than the set threshold, the
roaming will be triggered. When the roaming threshold is set to -65dBm,

roaming will be triggered by lower value than -65dBm.

Wifi roaming trigger
(O -55dBm
(O -60dBm
® -65dBm
(O -70dBm

(O -75dBm

O -80dBm

CANCEL

Figure 7-4 Roaming threshold

(2) Roaming increment: when the signal difference value between the
two APs reaches the set value, roaming will be triggered to connect to
the AP with better signal value. If the difference value between the two
APs is higher than 5dBm, as shown in the figure (Roaming threshold is

also required to be reached), roaming can normally start.

19
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Wifi roam delta

O 3dBm

® 5dBm

(O 10dBm
O 15dBm
(O 20dBm
O 25dBm

O 30dBm

CANCEL

Figure 7-5 Roaming increment

6. WIFI work mode configuration: support module configuration of fixed

work mode (a/b/g/n), and the default is 802.11 AUTO.

& Advanced WLAN Q

WiFi PHY MODE
WLAN frequency band ® 802.11 AUTO
Automatic

(O 802.11 ABG
Wifi roaming trigger
65dBm (O 80211B
Wifi roam delta O 802116
5dBm

(O 802.11N
WiFi PHY MODE
802.11 AUTO (0 802.11 ONLY AP G

(0 802.11 ONLY AP N

WiFi DATA RATE
Data Rate AUTO
(1) 802.11 ONLY AP B

WIFi AGC MODE CANCEL
MODE OFF

Figure 7-6 WIFI work mode configuration

7. WIFI data rate supports rate control and the default value is Data Rate

AUTO.

20
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Wifi roaming trigger (® Data Rate AUTO
65dBm

(O RATE 1MBPS

Wifi roam delta

5dBm (O RATE 2MBPS
WiFi PHY MODE (O RATE 5_5MBPS
802.11 AUTO

(O RATE 11MBPS

WiFi DATA RATE
Data Rate AUTO O RATE 6MBPS

WiFi AGC MODE O RATE 9MBPS

MODE OFF
() RATE 12MBPS

Install certificates CANCEL

Figure 7-7 WIFI data rate

8. AGC monitor threshold configuration; AGC RX control function is used
to adapt to the noisy environment and low receiving efficiency to reduce

the interference, and the default is MODE OFF.

€  Advanced WLAN Q
WiFi AGC MODE
\__j VI LA L o

Wifi roaming trigger

65dBm (O MODE 4

Wifi roam delta () MODE 5

S5dBm

O MODE 6

WiFi PHY MODE
802,11 AUTO (O MODE 7

WiFi DATA RATE O MODE 8

Data Rate AUTO

O MODE 9

WiFi AGC MODE

MODE OFF (® MODE OFF

Install certificates CANCEL

Figure 7-8 AGC monitor threshold configuration

9. Wi-Fi status information: you can view relevant information on the

Wi-Fi status information interface, and tap REFRESH STATS, such as Wi-Fi

21
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status, the connected AP, signal value, MAC address, etc., as shown in

the figure below;

WLAN Direct REFRESH STATS

WLAN state: Enabled

WPS Push Button Network state: Connected to _test”
Supplicant state: COMPLETED
RSSI: -46

WPS Pin Entry BSSID:
SSID:

MAC address Hidden SSID:

78:8e:33:ff.cefc IPaddr:

MAC addr:

MNetwork ID:

Link speed:

Scan results:

IP address

Unavailable

Wi-Fi status information

RUN PING TEST
Wi-Fi PowerSaveMode Ping IpAddr:
PowerSave Ping Hostname(www.google.com):

HTTP Client test:

Wi-Fi SSID Filter Rules

Figure 7-9 Wi-Fi status information

10. Power saving mode settings: there are three modes: power saving,
full power, full power but to save power in sleep mode, and the default
is power saving mode. Power saving indicates always taking the
power-saving mode; full power indicates always taking the activity mode,
huge power consumption; full power but to save power in sleep mode

indicates that only saving power in the sleep mode.

22



Seuic

Wi-Fi PowerSaveMode

® PowerSave

O FullPower

(O FullPower Without Sleep

CANCEL

Figure 7-10 Power saving mode

11. Wi-Fi SSID Filter Rules and configure blacklist and whitelist
(1) Wi-Fi SSID Filter Rules (set filter rules): there are three rules: Do not
use any filter rules, Only display whitelist AP, Do not display blacklist AP,

as shown in the figure below:

Wi-Fi SSID Filter Rules
(® No Filter Control

(O White SSID Filter

(O Black SSID Filter

CANCEL

Figure 7-11 Set filter rules

(2) The blacklist configuration contains adding the whitelist, deleting the

whitelist for the specified serial number, adding the blacklist, deleting

23
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the specified blacklist, and displaying the current list status. Enter the
correct SSID number to add the black/white list; enter the serial number
of AP to delete the specified white/black list; enter O to delete all (The AP

serial number can viewed by displaying the current list status).

8¢ WLAN settings

addWhiteSsid

rmWhiteSsid

addBlackSsid

rmBlackSsid

showSsidList

Figure 7-12 Configure blacklist and whitelist

Note: when the device is connected to a Wi-Fi network, the connected
Wi-Fi icon ﬂ will display in the status bar and shows you the signal
strength ( indicated by the number of bands that light up). If you touch
the Wi-Fi network that is currently connected to the device, its name,
status, speed, signal strength, security information, and IP address will
be displayed.

If you want to remove the wireless network settings on your device,
touch and hold the connected AP, and then select to forget network and

delete this AP, as shown in the figure:

24
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seuic1_test

Forget network

Modify network

Write to NFC tag

Figure 7-13 Delete or modify network

Note: the device will remember an encrypted Wi-Fi network you have

used before and reconnect to it automatically. You don’t need to enter

password again. When Wi-Fi is enabled, the device will automatically

connects to the best network.

Connect to other Wi-Fi networks

> On the Wi-Fi On/Off switch interface, touch the scan, and you will
then see a list of available Wi-Fi networks.

» Tap the Wi-Fi network you want to connect

25
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7.2 Bluetooth

Find this icon: @
->Settings
->Wi-Fi and networks

->Bluetooth *

1. On the Settings screen, tap Bluetooth, and then tap the switch to
activate it and detect other Bluetooth devices;

2. Select a Bluetooth device you want to pair with from the detected
Bluetooth devices list;

3. Input the PIN code into the pop-up dialogue box of the Bluetooth

connection request on your device to confirm;

Tap the switch to activate it

Wireless & networks On

' WLAN Available devices C
O 00:17:EQA2:31:5F Bluetooth pairing request
Device
PDT-90P
3 Bluetooth % AOE6F8:26:85C0

Pairing code

2422
O Data usage E  A0E6:F8:26:7B:33 80
g Pairing grants access to your contacts and call
hmlory-.-arenconremed

3 BO:B4:48:AAEES
More CANCEL PAIR

.  ZTE BV0720_4580

Device
[ 00:22:F4:C4:14:02

@ Buttons PDT-90F is visible to nearby devices while

Figure 7-14 Bluetooth menu
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4. Tap the set button on the right side to rename and cancel saving the

paired device or perform other options according to your own needs:

< Bluetooth

On

Paired devices Paired devices

Nar
. PDT-90P

PDT-90P
Available devices
. PDT-APAD-P

0 mF-2351 [] Internetaccess
Use for Internet access

0K

& 0258

E A0E6:F8:26:7B:33

Figure 7-15 Paired Bluetooth devices settings

5. Bluetooth transfer: you can send the files, photos, videos, MP3 and
other documents via Bluetooth to another device. For example, select a
MP3, and then press and hold the MP3 to share. Select a device to
transfer the MP3 to on the share interface and tap send, as shown in the

figure below:
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Choose Bluetooth device :

'\. nice

Returning Home

Play

\. ZTE BV0720_4580
Add to playlist

Use as phone ringtone
Delete

Search

Sending file to "nice

Figure 7-16 Bluetooth transmission

6. At the time of sending, you can see the upward arrow mark on the left
side of screen top and swipe down to view the transmission details, as

shown in the figure below:

@ s:28pm Monday 17 July

o Bluetooth share: Receivi.. s10pm

v USB connection 510 pm
:

Click enter application

Returning Home
Dar 2S00

Updater 507 pm

System need upgrade, click for detai

USB debugging connected
Touch to disable USB debugging

Connected as an installer
Touch for other USBE options

Figure 7-17 Bluetooth transmission progress bar

7. When the file is sent, there is a message prompt.
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Bluetooth share: Receiv.. s10pm
1 successful, 0 unsuccessiul

E‘ USB connection B0 pm

Click enter application

USE debugging connected
Touch to d

isable USB debugging

Figure 7-18 Bluetooth share results

8. Bluetooth headset is also connected with a device via the normal
Bluetooth pairing. Bluetooth headset can be wused for voice

communications, multimedia display and so on.

7.3 Data Usage

Find this icon: -]
->Settings

->WLAN and Network

->Data Usageo

Tap to switch on the mobile data and set the mobile data limit.

Wireless & networks

v WLAN Set cellular data limit
14 Jul- 13 Aug - 23.04KB
p Bluetooth
w ]
More 2.0
waning .
Device 14 Jul 25.Jul 14 Aug
Carrier data accounting may differ from your
@  Buttons e

Figure 7-19 Data usage
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7.4 More

Find this icon: ®
->Settings
->More=
&< More Q
Airplane mode

Default SMS app
Messaging

NFC

Allow data exchange when the .
phone touches another device

Android Beam
Ready to transmit app content via NFC

Tethering & portable hotspot
VPN

Cellular networks

Figure 7-20 More menus

7.4.1 Airplane mode

Check the Airplane mode and the wireless will be automatically shut

down.
7.4.2 NFC

When NFC is turned on, you can beam data to another NFC-capable
device by holding the devices close together. For example, you can beam
app content. At the same time, the installation of third party NFC

software allows you to read and write RF card operation.
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<  Android Beam

On

When this feature is turned on, you
can beam app content to another
NFC-capable device by holding the
devices close together. For
example, you can beam Browser
pages, YouTube videos, People
contacts, and more.

Just bring the devices together
(typically back to back) and then
touch your screen. The app
determines what gets beamed.

Figure 7-21 NFC feature

7.4.3 Wi-Fi Calling

The users can use it to make phone call when the function is on as

shown below:

TNTTm@ ‘4 B 10:46 am

<  Wi-FiCalling

(0]

When Wi-Fi calling is on, your phone can route
calls via Wi-Fi networks or your operator’s
network, depending on your preference and

which signal tronger. Before turning on this
feature, check with your operator regarding
fees and other details

Figure 7-22  Wi-Fi Calling
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7.4.3 Android Beam
Use the Android beam to share files with other device when it’s on.
7.4.5 Portable hotspot

(1) Use this device as a Wi-Fi hotspot to share the device’s mobile
data connection with other mobile phones and computers with the

Wi-Fi module.
(2) Settings-->More-->Tethering and portable hotspot-->Portable WLAN

hotspot-->Start, as shown in the figure below:

€&  Tethering & portabl.. Q

USB tethering
USB connected, check to tether

Portable WLAN hotspot .

Portable hotspot AndroidAP active

Set up WLAN hotspot

AndroidAP WPAZ PSK portable WLAN hotspot

Bluetooth tethering
Mot sharing this phone’s Internet
connection

Figure 7-23 Portable hotspot settings

(3) Set up a portable hot pot, as shown in the figure below:
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Set up WLAN hotspot

Network name

P\ndroidAP

Security

WPAZ2 PSK

Password

The password must have at least 8
characters

["] show password

CANCEL SAVE

Figure 7-24 Modify WLAN hotspot

7.4.6 VPN

After starting VPN, you need to add the VPN private network (for
example, you can access the company's internal file server and other
network shared resources). You can connect to the company's VPN
server via the VPN client anywhere. After obtaining the VPN account,
you can dial via the VPN the client and dialing successfully, then access

the company’s shared resources.
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Edit VPN profile

MName

Type
PPTP

Server address

PPP encryption (MPPE)
[T] Show advanced options

CANCEL

Figure 7-25 VPN Setting

7.4.7 Mobile data

1. Activate mobile networks: After entering the roaming environment
with the data roaming activated, data communication can be directly

switched to the roaming state.

< Cellular network settings

Data roaming

Connect to data services when .
roaming

Preferred network type
Preferred network mode: 4G preferred

Enhanced 4G LTE Mode

Use LTE services to improve .
voice and other communications
(recommended)

Access Point Names

Network operators

Choose a network operator

Figure 7-26 Mobile data roaming
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2.Network preference: The task bar will display the corresponding
network mode for the users to set, and the device will connect to the

choose network prior to others even if they are available.

Preferred network type

(® 4G preferred

(O 3G preferred

O 2G preferred

CANCEL

Figure 7-27 Preferred network type

3. Access point names: China Mobile default is generally cmnet, China
Unicom default is 3gnet, and Telecom the ctnet, as shown in the figure

below:

CMNET China Unicom NET ctite

cmnet @ 3gnet @ ctite @
CMWAP O China Unicom AGPS O CTWAP

cmwap 3gnet CTWAP

CMMMS China Unicom WAP o)

cmwap 3gwap

China Unicom MMS

3gwap

Figure 7-28 Access Point Name (APN)

4. Add special APN, tap B, and then the interface in the figure below
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will pop up, containing general add name (user-defined), APN (Access
Point Name), user name, password, etc.. Press Menu button to save or
Back button to directly go back. If you want to modify or delete the
added APN, tap to enter modify APN and then press Menu button to

save or delete, as shown in figure below:

Note: when adding APN, the other options can be set according to their

own access point requirements as required.

Edit access point i

China Unicom NET @ Name

3gnet Mot set

China Unicom AGPS @)

3gnet :F:N
ot set

China Unicom WAP O

3gwap Proxy

Mot set

China Unicom MMS

3gwa
awap Port
Not set CANCEL OK

Username
Not set

Password
Mot set

[ L[| Tef-51 ( Delete APN

Name Discard China Unicom NET ® Name Save
seuic 3gnet seuic
Discard
China Unicom AGPS O
APN 3gnet ik
999 999
China Unicom WAP O
Proxy 3gwap Proxy

Mot set Mot set
Port Port

Hotset China Unicom MMS Hotser
Jgwap

Username Username

Mot set Mot set

Password Password

Mot set Mot set

Figure 7-29 Add and delete APN
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5.Network operators: detect network operators resources in the current

environment.

7.4.8 Cellphone plan

The users can set the data limit in according to their data allowance

service to monitor the data they have used.
7.4.9 Reset the network

Rest the WLAN, mobile data and Bluetooth by click the Resetting to
enter into the confirmation interface, click reset to confirm the resetting

request as shown below:

¢ Network settings reset <  Reset?
This will reset all network settings, Reset all network settings? You
including : ! .
' can't undo this action!
» Wi-Fi
* Mobile data
» Bluetooth

RESET SETTINGS

RESET SETTINGS

Figure 7-30 Reset the network
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1. WLAN: The WIFI AP password will be cleared out and the WIFI will be
disconnected after resetting the WLAN.

2.Mobile data: The enhanced mode of 4G LTE will be automatically on
after resetting the network even if it has been switched off before the
resetting.

3.Bluetooth: After the network resetting, the renamed Bluetooth will be

reset to default and the paired Bluetooth record will be cleaned.
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7.5 Display

Find this icon: &
->Settings
->display ©
1. Brightness; drag the slider to left or right to adjust the backlight

manually.

—

Brightness level

Adaptive brightness
Optimize brightness level for
available light

Wallpaper

Sleep

After 1 minute of inactivity
Daydream

Font size
Normal
When device is rotated
Figure 7-31 Display

2. Adaptive brightness: Tap Auto-brightness to automatically optimize
brightness according to ambient light conditions.

3. Wallpaper: tap it and then change the wallpaper. Choose one from the
collection of preset wallpapers, including both still and dynamic

wallpapers, or from photos you’ve taken with the camera.
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¢  Choose wallpaperf.. Q
Gallery
Live Wallpapers

Wallpapers

Figure 7-32 wallpaper

4. Sleep mode: you can change the time the device goes into sleep mode,
and the device will automatically goes into sleep mode when it has been

spared for a preset time period.

Sleep

S T STLUTIUD

(O 30 seconds
® 1 minute
O 2 minutes
() 5 minutes

(O 10 minutes

(O 30 minutes

(O Never

CANCEL

Figure 7-33 Sleep mode

5. Screen saver: Switching the screen saver on to choose any screen
saver to preview, or set the condition to enter into screen saver
automatically including the device being put into charging dock or

charging cradle or both, etc.
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When to start screen saver
®  While docked

(O  While charging

Photo Frame (O Either
[

_
O O O O

F'l Photo Table

Figure 7-34 Screen saver

6. Notification turns on screen: When it’s on, new message or other kind
of notification will lit up the screen automatically.
7. Font size: you can change the device’s font size in according to the

users’ needs varies from small to huge.

Font size
(O small

(® Normal

O Large

(O Huge

CANCEL

Figure 7-35 Font size

8. Text size: To set and adjust how big the screen will be to display the
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contents.

<  Display size

Hi Pete! o

o ) BEASEEERA

Preview

L N

Default

Make the items on your screen smaller
or larger. Some apps on your screen
may change position.

Figure 7-36 Display size

9. Auto rotate screen: Rotate the screen content: automatically rotate
the screen and switch between horizontal and vertical screen based on
the angle of device orientation; Lock the current orientation: maintain

the vertical screen and do not change as the device rotates.

&  Display Q

Font size
Normal

When device is rotated
Stay in current orientation

Cast screen

Figure 7-37 Auto rotate screen

10. Multi-screen: When it’s on, the device will automatically search for

the device using the same network, click the computer to connect and
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share it’s screen with the computer.

7.6 Notification

Find this icon: ®

->Settings

->Notification
Tap to switch on or off the settings for the application notifications,
including enabling or disabling the notification, display without sound
notification, not showing the contents when the screen is locked, etc. as
shown below:

= Notifications o

All apps

& Blocked

Shown silently
=l
~~ - No sensitive content on lock screen

g Never shown on lock screen

Overrides Do Not Disturb

? Galcuiaror

Calendar

-

Figure 7-38 Notification

7.7 Sound

Find this icon: @
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->Settings

->Sound #
You can set up volume, phone ringtone and default notification ringtone.
You can also tap to switch on or off the settings, such as Also vibrate for
calls, dial pad tones, the screen locking sounds, the touch sounds, and

the vibrate on touch and so on as shown below:

< Other sounds

Dial pad tones

Jo)

Screen locking sounds

Touch sounds

Vibrate on touch

Figure 7-39 Sound and notification

7.8 Application management

Find this icon: ®

->Settings

->Application
Click any application to enter into the application list to uninstall
them.(Please note, only the third party developed application can be

uninstalled, the application is necessary for the system normal function
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which cannot be uninstalled.)

<  Appinfo

= 360FHBHF
JI Version 7.1.81

UNINSTALL FORCE STOP

Storage

Computing..

Data usage

No data used

Permissions
Calendar, Camera, Contacts, Location

Microphone, SMS, Storage, and Telephone

Figure 7-40 Application info

7.9 Storage

Find this icon: @
->Settings

->Storage™=

You can view the available capacity of the internal storage and select the
option to perform a media scan on an external memory card or an

external USB device
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&  Storage Q

Internal storage

Total space
11.11GB

Available
10.48GB

l Apps (app data & media conten..
208MB

. Pictures, videos
80.00KB

I Audio (music, ringtones, podca..
124KB

Figure 7-41 Storage

7.10 Battery

Find this icon: ®
->Settings
->Battery™

View the amount of battery power left and the usage time.

&  Battery Q

89% - Charging on AC
100%

1 min 56 secs

Battery usage data isn't available.

Figure 7-42 Battery
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7.11 Memory

Find this icon: ®
->Settings
->Battery B
View the average memory, total memory, available memory left or the

memory used by all the applications etc. as shown below:

=  Memory

3 hours -

Average memory use

1.7c8
(|

Performance Normal
Total memory 18GB
Average used (%) 60%
Free 754 MB

Memory used by apps

45 apps used memory in the last 3 hours

Figure 7-43 Memory

7.12 Location

Find this icon: ®

->Settings

-> Location mode ¢
Checkmark Google's location service and then switch on GPS positioning
function. The third-party positioning software will be automatically

downloaded.
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€&  Location mode Q

< Location

[o])] High accuracy
Use GPS, WLAN, and cellular networks O
to determine location

Mode
Device anly
Battery saving
Use WLAN and cellular networks to O
Recent location requests determine location
No apps have requested location recently Device only @

Use GPS to determine your location

Enhanced Location

Accelerated location
u
accelery

mm® |Zat™ hardware
location

Figure 7-44 Location mode

7.13 Security

Find this icon: ®

->Settings

->Security@
Set up the Screen lock mode, owner info, encrypted phone, display
password, device manager, Unknown sources, unknown source

application installation password setting and so on.
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€ Security Q

Screen security

Screen lock

Pattern
Lockscreen shortcuts
Make pattern visible .

Automatically lock

5 seconds after sleep

Power button instantly locks .
Owner info

Encryption
Figure 7-45 Security

For unknown source applications, the device limits their installation by
default. If you want to install, please checkmark the Unknown sources
option and then you will be prompted to enter password. After the
password being entered, the applications will be able to installed (default
password: 4007770876).

This feature will be unchecked by default when the device restarts.

In the unknown source application installation password setting, you can

change password.
7.14 Accounts

Find this icon: @
->Settings
>Add account®

Create accounts and sync contents with your accounts(you can sync
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contacts information, calendar and so on with other cloud-based

products, requiring an account and server).

Exchange
Personal (IMAP)
Personal (POP3)

QTI Logging

Figure 7-46 Add an account

7.15 Language and input

Find this icon: ®

->Settings

->Language and input®
On this setting screen, some options are available, such as Language,
Spell checker and Personal dictionary. You can select your favorite
keyboard and input settings, set text-to-speech output and adjust the
pointer speed. If you install other input methods, they will be displayed

on this interface.

50



Seuic

€&  Language & input Q

Language

English (Australia)

Spell checker

Android Spell Checker (AQSP)
Personal dictionary

Keyboard & input methods

Current Keyboard
English (US) - Android Keyboard (AOSP)

Android Keyboard (AOSP)
English (US)

Custom

Figure 7-47 Language and input

7.16 Backup and reset

Find this icon: ®
->Settings
->Backup and reset©
Make backup copies or perform the factory data reset.

¢  Backup & reset Q

Personal data

Factory data reset
Erases all data on phone

Figure 7-48 Factory data reset
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7.17 Date and time

Find this icon: ®

->Settings

->Date and time ©
You can set the device to update date and time or time zone
automatically via the network, or set date and time and select the time

zone you’re in manually. You can also select display format of date and

time.

&  Date&time Q
Automatic date & time ®
Use network-provided time

Automatic time zone .
Use network-provided time zone

Use 24-hour format
1:00 pm

Figure 7-49 Data and time

7.18 Scheduled power on and off

Find this icon: @
->Settings
->Assistance ©

You can configure the power on and off time of the device on this
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interface.

< Scheduled power on and...

Scheduled power on

“  EVERY DAY )

Scheduled power off

“  EVERY DAY D)

Figure 7-50 Scheduled power on and off

7.19 Accessibility

Find this icon: ®

->Settings

->Accessibi|ity7°r
You can set the System, Captions, Magnification gestures, Large text,
High-contrast text, Power button ends call, Auto-rotate screen, Audible
password prompts, Accessibility shortcut, Text To Speech (TTS) output

and Touch and hold delay.
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& Accessibility Q

Services

Total Control notification listener servic..
off

System

Captions

Off

Magnification gestures

off
Large text

High contrast text
(Experimental)

Drusiar battan ande ~all

Figure 7-51 Accessibility

7.20 Print

Find this icon: &
->Settings
->Print
After installing print drive program, the device can be connect to printers

to print documents.
7.21 Developer options

Find this icon: &
->Settings
->Developer options !
Go to Settings-->About phone-->Build number: tap Build number for

many times and enter the password 4007770876 in the text box when
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you are prompted. Developer options then will be enabled and you can
obtain some other information about the device. Developer options can

be found under Settings of all Android devices by default.

€<  Developer options

On

Software version
Your phone and personal data are

more vulnerable to attack by apps
from unknown sources. You
agree that you are solely
responsible for any damage to

your phone or loss of data that Desktop backup password

Take bug report

may result from using these apps.

Desktop full backups aren't currently
protected
Flease type the old passwoi
Stay awake
CANCEL oK Screen will never sleep while
charging

Enable Bluetooth HCI snoop I..

Capture all bluetooth HCI packets in
afile

Figure 7-52 Developer options

7.22 About phone

Find this icon: ®
->Settings
->About phone®

Detailed information of the device:

55



Seuic

Updater

Status

Battery Status, battery level, efc.
Legal information

Model number
AUTOIDT

Processor info
Qualcornm Technologies, Inc MSM8916

Device Functicn Version
34C3
Android version

Baseband version
.1.0.1.¢1-00129-M8915EAAAANUZM-2

Kernel version

3.10.49-pert
ﬂnﬂ(DIE‘][;'._QHG'OIL"]-[IL #1

Wed Jul 12 08:35:21 CST 2017

Serial Number
SUPBIUEZZ000

Bulld number
V1.6.4 dev-keys

Figure 7-53 About phone

1. Status: Check Battery status, Wifi strength, SIM card status, IMEI
information, IP address, Serial number, and so on as shown in
Figure above.

2. Law information: License information of some of the source
codes.

3. Model number: Display the model of this device;

4. Serial number: Display the device's S/N number;

5. Device function version: Display the function number of this
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device;
6. Android version: Android system version;
7. Baseband version: Device kernel information;
8. Kernel version: Kernel version number;

9. Build number: Device system software version.

Battery status

Ful

Battery level
100%

SIM status
IMEI information

IP address
Unavailable

WLAN MAC address

78:8e:33ff.cf.64

Bluetooth address

78:8e:33:f.cf65

Serial number
5476%90ed

Up time

23:08:30

Figure 7-54 Status
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Chapter 8 Typical applications introduction

8.1 Scan tool

1. Find this icon |]HI| Tap it to enter the interface shown below and then

scan can be normally started.

m:ﬂ]ﬂ Scan tool
ver:2.0.9

Scan Barcode Settings

Clear
Figure 8-1 Home screen of scan tool

2. Select Barcode and enter the bar code type setting interface. Set

the bar code type you need;
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Barcode Settings

| Basic settings

v) (wv)

Code 128
UPC/EAN
Code 39
Code 93

v) (v) (v)

Code 11
Interleaved 2 of 5
Discrete 2 of 5

Codabar

r) (v) (v) (v) (v)

VI

Barcode Settings

|- UPC-A: On
|- UPC-E: On

|- UPC-E1: Off

|- EAN-8: On

|- EAN-13: On

|- Bookland EAN: Off

|- Transfer UPC-A Identifying Code: On
|- Transfer UPC-E Identifying Code: On
|- Transfer UPC-E1 |dentifying Code: On

|- UPC-A prefixing: Only add the system
character

Figure 8-2 Barcode

3. 1D scanner: Go to basic setting to set the duration time, scan angle,

time out limits etc.

2D scanner: Go to basic setting to set the scanning safety grade, light,

light continuation time, exposure, aiming mode etc.

Note: The basic settings for different scanner varied, details refer to

the real scanner settings.

|ml]ﬂ Scan tool
var2.2.6

Scan Barcode Settings

v) Basic settings
|- Duration(0~255): 30
|- Scanning angle: 37
|- Timeout(0~99): 10
|- Security level(1~4): 1
|- Bilateral scanning: Off
|- Continuous Scan: Off

Code 128

v)

UPC/EAN

) (w)

Code 39
! Code 93

v)iwy

Figure 8-3 1D scanner basic settings
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Barcode Settings

.
V¥ ' Basic settings
|- Security level(1~3): 1
|- Lighting: Both Aimer and Led
|- Continuous Scan: Off
|- Exposure Level: auto
|- PickList Mode: Off
|- GS1Ai Separator: Off

|- Inverse mode: Off

») Code 128

o~

Figure 8-4 2D scanner basic settings
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4. Open Application Settings to set the basic scan switches, as shown in
Figure 8-5:

(1) Sound: Give you a voice prompt while scanning;

(2) Indicator: The indicator stays green during scanning when it’s on.

(3) Vibrate: Give you a vibration tip while scanning;

(4) Append: Continuously output bar codes;

(5) Auto clear: Automatically clear the last bar code before the next bar
code scanning starts;

(6) Booted start: Automatically turn on the Scan tool when booting up;
(7) Show type: Display the bar code type while scanning;

(8)Filter invisible Char: Filter the invisible bar code characters;

(9) Filter the first and last space of the bar code: Filter the first and last
space of the bar code;

(10)Stop scan on up: Loosen scan button and the scan lighting
immediately turns off, or press scan button and the scan light continues
for a certain time range (set Scan duration ) before turning off;

(11) Loop scan: Automatically scan bar code continuously; if switch on
continuous lighting mode in Basic settings and then scan with continuous
lighting;

(12) Interval: Set time delay between two scans;

(13) Restore the bar code default settings: you can restore the bar code
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default settings, as shown in Figure 8-5;

(14) Bar code suffix: Add bar code output suffix on your own (They can
be numbers, letters, special characters, etc.);

(15) Bar code prefix: Add bar code output prefix on your own (they can
be numbers, letters, special characters, etc.);

(16) End Char: you can choose the bar code to end the output, including:
Enter, Tab, Space, None;

(17) Barcode Send Mode: Select Focus, Broadcast, EmuKey or Clipboard
to send (Emukey needs the input which supports the hard keys), as
shown in Figure 8-7. End Char can be selected to send over keys in the
focus input mode.

(18) Developer: Input password 888888 and then developer options can

be modified (not recommended to modify), as shown in Figure 8-8.

61



Seuic

Scan tool
ver2.0.9

Scan Barcode Settings

General Settings

Sound [ ON |

Vibrate

Append
Auto Clear
Booted start [ ON |
Show Type

Filter invisible Char

Filter pre/suffix blank |

Stop scan on up [ ON |
Loop Scan OFF
Interval 1000 ms Modify
Restore Setup
Suffix Modify
Prefix Modify
End Char ENTER

Barcode Send Model

Focus
® Broadcast
 EmuKey
Clipboard

Other

Developer

Figure 8-5Applications settings
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Prompt

Determined to restore the
factory?

Cancel

Figure 8-6 Restore bar code default setting

The emulated mode needs the
input which supports hard

keys , choose now ?

Cancel

Figure 8-7 EmuKey settings
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Developer
Broadcast

Broadcast name

com.android.server.scannerservice.
broadcast

Please input password

Key name
| | ] scannerdata

Action on start scan
Cancel com.scan.onStartScan
Action on stop scan
com.scan.onEndScan

Default broadcast add

enter event after [ on |
barcode
Default Save

Figure 8-8 Developer

5. Hide and Exit applications

(1) Tap Hide: the application will run in the background and
scanning can be enabled by pressing the scan button on any editing
interface;

(2) Tap Exit: exit and close the application.

Figure 8-9 Hide and Exit

64



Seuic

8.2 System update

This application is convenient for customers to complete remote

updates.

1. Find this icon k=, and enter Updater (or go to Settings-> About

phone-> Updater, as shown in the figure below:

Updater

CHECK FOR UPDATES

Figure 8-10 System update

2. In case of good network connectivity, tap Check for updates. If there
are no updates available, you will be prompted that the current version
is the latest one; if you are notified of updates, tap Download to enter

the download interface, as shown in the figure below:

65



Seuic

Updater =+ [ Updater

DOWNLOAD CANCEL CANCEL

Figure 8-11 Check for updates and Download

3. Tap Download: once download is completed, tap Install now. Your
device will restart automatically and goes into the updating status,

as shown in the figure below:

Updater

MW New versior

INSTALL NOW INSTALL LATER

Figure 8-12 Update now

When the power is less than 30%, you will be prompted to charge the

device before upgrading, as shown below:
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Figure 8-13 Low power notification

4. System update settings, as shown in the figure below:

< Updater

MNever >

Figure 8-14 Settings
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8.3 Mobile butler

This application is designed for the customers to set up access rights of

Android portable terminals according to their own needs and to prohibit

users to access non-designated applications.

® Go to Settings-->Home screen,and then select Mobile butler as
shown in the figure below:

€& Home Q

Launcher

O @ Mobile Butler

® (2

Figure 8-15 Default launcher setting

® Administrator settings: change password

(1) Open the application and press F6 Menu key (Fn+number 6 key)

to add items to the desktop.
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Password confirmation for add
project

Password is not set, please set

the login password!

Figure 8-16No password set interface

As shown in the figure above, the administrator password is not set.
You need to set the password first and tap OK to enter the password

setting screen, as shown in the figure below:

Change Password

|
Change password

Confirm password

Figure 8-16 Initial password setting

Set the administrator's initial password as required, e.g. 123456. Note:
They cannot be empty, and the confirmation password shall be exactly

the same as the new password.
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(2) Briefly press the Fn+Number 6 Key again, as shown in the figure

below:

Password confirmation for add
project

Enter

Confirm Cancel

Figure 8-18 Password input interface

Enter the administrator password (123456). You can pass the verification
and then enter the screen in the figure below:

{ Back
Choose Run
System Application

g Contacts

-

& Phone

- l M
&) settings

Oaetable Liatanat

User Application

Total Control

Confirm

Figure 8-19 Application adding interface
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Select an application to add to the desktop and tap OK to complete; Add

an application to Self-starting and the application will be automatically
enabled when the device boots up (Note: Self-starting currently only

supports one application), as shown in the figure below:

Mobile Butler

Figure 8-20 Home screen of Mobile butler

(3) Administrator: change password
Input the correct password and tap Settings to enter the Settings screen.
Tap Change password and then the interface of Change password will

Pop up:
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Change Password

Version:2.0.2.0

Wallpaper modification

Change passwort

Change Password

Confirm pa

Password protection settings
| Desktop does not display the |
\ menu button

Figure 8-21 Change password

(4) Administrator: Change name

Enter the settings and you can change the name of Mobile butler.

serif suicide | suicidal

asdfgh | kI
4 z xcvbnnm®@a

Figure 8-22 Change name

(5) Wallpaper modification
Go to Settings, and then tap Wallpaper modification. In the figure
below, Wallpapers are stored the phone memory/Pictures. Gallery is

stored in the phone memory/DCIM/Camera:
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Choose wallpaper from

B &

Wallpapers

Figure 8-23 Wallpaper modification

(6) Password protection settings
Set the password protection problem (an optional setting), as shown

in figure below:

Password confirmation for add
project

Password protection settings

Dlease edit auestions
Please edif questions Enter the

Please edit the answer

Confirm Cancel Confirm Cancel

Figure 8-24 Password protection setting

The left-side figure above shows the password protection settings

interface. When the password protection setting is completed, there is
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the corresponding [forget password] option (as shown in the right-side

figure above) below the password verification entry box. The password

requires being reset, otherwise it can’t be retrieved.

(7) Allow new applications to add <---> Do not allow new apps to be
added by default.

If you select “Allow new apps to be added by default”, The apps that are
installed after entering the Mobile butler are displayed on the Mobile
butler's desktop. If you select “Do not allow new apps to add by default”,
any installed App will not be displayed on the desktop.

Note: The online upgrade application is not a “new application”.

(8) Menu buttons display on the desktop <---> Menu buttons does not
display on the desktop.

Control whether to display the menu button on the desktop: select
“Menu buttons display on the desktop” and then the buttons will display
on the desktop. Tap the button options: Set/Exit, as shown in the figure

below:
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Mobile Butler

Figure 8-25 Menu buttons

Settings: directly enter the interface of Mobile butler settings(Password
is required).

Exit: Exit the Mobile butler and go back to the system's default

launcher (the default device has the default launcher option the first

time you enter the Mobile butler).

(9) Mobile butler boot from the start <---> Mobile butler does not boot
from the start

Control whether the Mobile butler is used as the default launcher.
Mobile butler does not boot from the start: the default launcher is set as
the system default launcher; Mobile butler does not boot from the start:

set Mobile butler as the default launcher.
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8.4 Once configure

This application is used to quickly copy the configuration information
from one to another within the same model devices, so that the two
devices’ relevant configuration will be exactly identical.

Configuration import can not be achieved different model devices.

@
Find this icon , and enter the Once configure interface;

Once Configure

Import File

Import QR

Export File

Export QR

Figure 8-26 Once configuration interface

8.4.1 Import

1. Import file

You need to place the configuration compressed package in specific
directory of the external SD card. External SD card system path is: SD

card/SysSetting/Setinfo.tar.gz.
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(1) Manually import:

1) Place the configuration compressed package (File name is

Setinfo.tar.gz) in the SD card/SysSetting directory, as shown in the figure

below:

= [ 0 ) SysSetting >

. Parent folder

Setinfo.tar.gz

18/02/1970 3:02 pm -rw-rw— 52 kB

.
H

Figure 8-27 Configuration compressed package directory

2) Enter the Once configure and tap Import file. The following prompt

will pop up and tap OK;

Caution

Are you sure you want to

do[Export QR]processing?

=N

Figure 8-28 Import file
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3) After the success of the import, the items and status of the file
imported will pop up. Tap Confirm and then tap Restart now when you
are prompted (Some configuration will not take effect immediately

without restarting the device).

Import File
System Settings v
MobileBulter v

_ Caution
WIF! information v
Configuration import

Scanner Setting vV completed, please restart!
Apn Setting Vi LATER NOW
Key mappina Vi

Confirm

Figure 8-29 Successfully import file configuration

2. Import QR

This feature can import the external configuration files by scanning the
2D code, and you can also launch the camera to scan other external 2D

code to import configuration files.

(1) Enter Once configure and tap Import QR. Place the QR code you want

to import within the scan frame, as shown in the figure below:
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Figure 8-30 2D code import window
(2) After the successful transmission of the scan, the items and status of
the 2D code are displayed. Tap OK and then Restart will be prompted.
Tap Restart now (Some configurations will not take effect immediately

without restart).

Export QR

System Settings \

MobileBulter \
Caution

WIFI information \
Configuration import

Scanner Setting Vi completed, please restart!
Apn Setting \/ LATER NOW
Kev mappina v
Confirm
aeE
&

Figure 8-31 Successfully import QR
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8.4.2 Export

1. Export File

This feature allows you to export all the configuration items of the device
in Once configure to the specific directory of the external SD card. The

name of the exported file is Setinfo.tar.gz and the export path is:
A) External SD card/SysSetting
B) Internal SD card/SysSetting

If external SD card is available, the file is prior to be exported to the

external SD card.

(1) Enter Once configure and tap Export file. The following popped-up
interface indicates the success of export. If there exist configuration files
in the external SD card, you will be prompted when exporting them and

the original files will be covered when you re-import them:

Export File
System Settings v
Caution MobileBulter v
Caution External SD card in the WIFl information s
A f the configuration ! \
re you sure you want to o export will
N o xport w )
do[Export File]processing? he original file, whether Scanner Setting Vi
Kev mappina v
Confirm
£

Figure 8-32 Export file
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(2) The file exported name is Setinfo.tar.gz, and you can view it in

SysSetting/external (internal) SD card/File manager:

— E] 0 ) SysSetting

. Parent folder

Setinfo.tar.gz
=hi ]

14/07/2017 5:19 pm -rw-rw—  55kB

Figure 8-33 Export file path

2. Export QR

Export QR to generate 2D code: connect the Bluetooth channel via

scanning QR code to transfer the configuration files.

(1) Enter Once configure and tap Export QR. The popped-up interface

indicates the success of export and tap Confirm:

Export QR
System Settings Vi
MobileBulter Vi
Caution
WIFI information /
Are you sure you want to
do[Export QR]processing? T v
pon et v
Key mapping Vi
Confirm
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Figure 8-34 Export QR

(1) 2D code generated in the application below can be viewed by

tapping its small icon.

Figure 8-35 QR Code

8.4.3 User configuration

1. User profiles

Name: UserConfig.xml

Storage location: External SD card/SysSetting/UserConfig.xml

A) External SD card/SysSetting

B) Internal SD card/SysSetting

If external SD card is available, the file is prior to be stored in the

external SD card.
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Example:

<?xml version="1.0" encoding="UTF-8"?>
<projects>
<project desc="MobileBulter" desc_zh="# 2z} ZK">
<path>/data/data/com.cn.seuic.homedemo/databases/homeApp.db3</path>
<path>/data/data/com.cn.seuic.homedemo/files/wallpaper.png</path>
</project>
<project desc="WIFI information" desc_zh="WIFI {5 &.">
<path>/data/misc/wifi/wpa_supplicant.conf</path>
</project>
</projects>
des: default name of setting options
des_zh: Chinese name of setting options

Path: Configuration path of setting options (More than one, such as Mobile
butler)

Note: if there is any other language, add the appropriate name, format:
des_standard language abbreviation = corresponding language

configuration name.

2. Export user profiles

Place user profiles that meet documentation requirements in the
specified location, as shown in the figure below (Take the external SD
card directory as an example):

= (31 sdcard1 b SysSetting >

. Parent folder

Setinfo.tar.gz
O &

14/07/2017 519 pm -w-rw— S5 KB

UserConfig.xml

D e

17/07/2017 9:39 am -rw-w—  180B

Figure 8-36 User profile

83



Seuic

Enter Once configure and tap Export file. The following figure indicates

the file has been successfully exported:

Export File

Scanner Setting \/
Apn Setting v
Key mapping \
ShortCut Key \
Camera \

FeatureSettings v

Confirm

Figure 8-37 Successfully export user profiles
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8.5 Features setup

This application is designed for the customers’ special needs to

access the features they want to use.

Fn Stick Once Mode

Glove Mode

Prohibit drop-down status
bhar

Disable virtual keyl
Disable Virtual key?
Disable Virtual key3
Disable HOME key*
Disable LockScreen key*

Disable pass scan key
code to application

Automatically close
unknown source after
reboot*

Show scan suspension
button

Keypad Sound

Hide shortcut on the left
side of the lockscreen*

Hide shortcut on the right
side of the lockscreen®

Exit

Tha satting fams with * nasad 1o raboat
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Figure 8-38 Features setup

8.5.1 Glove mode

When Glove mode is turned on, you can touch the screen while wearing
gloves and the sensitivity of touch screen will be higher at the same

time;
8.5.2 Prohibit drop-down status bar

This feature is turned on.
It takes effect immediately and drop-down status bar is disabled.
This feature is turned off.

It takes effect immediately and drop-down status is normal.
8.5.3 Disable Virtual Home Key

This feature is turned off.

Home button £ at the middle of the screen is enabled, and tap to

return to Home screen.
This feature is turned on.

Home button £-3 at the middle of the screen is disabled, and no

response to tapping indicates it has been blocked.
8.5.4 Prohibit the scanner key from passing value to the apps

This feature is turned off.
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To prohibit some application such as Telnet from passing all the pressed
value to its server.
This feature is turned on, some application such as Telnet might pass all

the pressed value to its server.
8.5.5 Automatically close unknown source after reboot*

This feature is turned off.

Restart the device: Unknown source will not be canceled, and APK can be
directly installed without requiring password input again.

This feature is turned on.

Restart the device: Unknown source is canceled, and installing APK again

requires re-entering the password.
8.5.6 Hide shortcut on the left side of the lockscreen*

Switch on this feature and hide the shortcut application entry at the
lower left corner of the lock screen interface to prevent camera or other

custom features from entering the lockscreen interface.
8.5.7 Hide shortcut on the right side of the lockscreen*

Switch on this feature and hide the shortcut application entry at the
lower right corner of the lock screen interface to prevent camera or

other custom features from entering the lockscreen interface.
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8.6 Certificate Whitelist

This software is used to import specified app certificate into whitelist. If
an apk is signed by certificate in whitelist, it can be installed while system
setting for allowing unknown app sources is not checked. The application

password is: 20020322.

Certificate Whitelist

l Import Certificate From Apk }

Please input password!

Package Installed

Import Certificate From ‘

[ Remove certificate ]

* This software is used to import specified app
certificate into whitelist. If an apk is signed by
certificate in whitelist, it can be installed while
system setting *Unknown Source* is not
checked.

Ver: 1.0.8

Figure 8-39 Certificate Whitelist

1. Import Certificate From APK

The application will search for all APK files within the directory of the
internal storage, and display the file name and directory the file is
located at. After ticking the single or multiple display items, users can tap
Import button to import the certificate in the selected APK file into the

system.
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Apk File List

G com.android.chrome_307109...

Import

Figure 8-40 APK File List
2. Import Certificate From Package Installed

The application will display the installed third-party APP name and its
package name in the system. After ticking the single or multiple display
items, users can tap Import button to import the certificate in the

selected APK file into the system.

Package Installed List

Total Control _

Import

Figure 8-41 Package Installed List
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3. Remove certificate

The application will display the name of the added certificate. Check the
single or multiple display items and tap Remove to remove the
corresponding certificates from the system whitelist. The display items
that are gray and have no check boxes are the system default certificates,

and they can’t be deleted.

Whitelist

Seuicapp
seuicplatform

com.ticktick.task

Remove

Figure 8-42 Whitelist

Notes:

The added certificate will be named with the APP's package name.

For certificates with the same contents and different names, only one

record is saved and the name is saved with the first record.
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8.7 ShortCut Key settings

This application is used in the ShortCut Key settings (Fn and Pn), which is

convenient for customers to quickly access frequently-used applications.

1. Find this icon , and enter ShortCut Key settings interface;

@ ShortCut Key

F2
F3
F4
F5
F6
F8
F9
F10

Figure 8-43 Home screen of ShortCut Key settings

2. ShortCut Key settings: tap the Fn key (such as: F2) to enter the settings

interface, as shown in the figure below:

Contacts
Phone
Messaging

Settings

Portable Hotspot

File Manager

Calculator

Calendar

Chrome

Figure 8-44 Add ShortCut Key interface
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Select the corresponding application, as shown in the figure below:

@ ShortCut Key

F2 Phone P1

F3 Gallery P2
F4 P3
S
F8 PS5
F9 P6

F10 P7

Figure 8-45 Successful ShortCut Key settings

3. Unregister hot key: hold and press Fn key (such as: F2) and the

following interface pops up:

Unregister hot key
Cancel

Figure 8-46 Unregister hot key

Tap Unregister hot key and you can cancel the hotkey settings; tap Cancel,

and then exit the Unregister hot key interface.
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4. Use Shortcut keys: switch the keyboard mode into Fn Key mode, and

with Fn button light on, press F2-F10 on the keyboard; P1-P7 can be

activated without being in Fn Key Mode.
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Chapter 9 Troubleshooting

Problem

Cause

Solution

When pressing the power
button, the AUTOID Q7 does
not turn on.

Critically low battery
level or the battery is
completely discharged.

Fully charge the battery or
replace the battery.

The battery may not be
seated properly.

Insert the battery properly.

System crash.

Perform a soft reset.

The rechargeable battery did
not charge.

Battery failed.

Replace the battery.

Battery temperature is
too high or low.

Put the battery at room
temperature.

No sound.

Volume setting is low or
turned off.

Adjust the volume.

The AUTOID Q7 shuts off.

The AUTOID Q7 is
inactive

The display turns off after
a period of inactivity. Set
this period of from 15
seconds to 30 minutes, or
never go into sleep.

The battery is completely
discharged.

Charge or the

battery.

replace

The AUTOID Q7 does not
decode with reading bar
code.

Scanning application is
not loaded.

Load a scanning application
on the AUTOID Q7.

On the bar code settings
or application settings
interface.

Set the scan application to
the scan interface, or hide
the scan application.

Unreadable bar code.

Ensure the symbol is not
defaced.

The barcode decoding
function is not enabled.

Enter bar code settings and
enable the corresponding
decoding function.

The brand-new is not
programmed for this bar
code.

Distance between exit
window and bar code is
incorrect.

Place the AUTOID Q7 within
proper scanning range.
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AUTOID Q7 can’t find any
Bluetooth nearby.

Move closer to other
Too far from other | Bluetooth devices, within a
Bluetooth devices. range of 10 meters (32.8
feet).
The Bluetooth nearby | Turn on the Bluetooth

are not turned on.

devices to find.

The Bluetooth devices
Not in the indiscoverable
mode.

Set the Bluetooth devices
to discoverable mode.

AP can’t be connected.

Show “Authentication

failed”.

WLAN
incorrect.

password is

The camera can’t be

launched

A message appears
stating “ Memory is full.”

Exit USB storage mode.

A message appears
stating “SD card storage
is full.”

Clear internal storage or
switch the storage location.

Mobile network can’t be
connected.

Data is not enabled.

Go to Settings and then
enable Mobile network.

Network mode is
incorrect or SIM card not
registered error.

Go to Settings and then
select the correct Network
mode

SIM card arrears.

Timely recharge your SIM.
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Accessories

Please keep the original box and packing materials for the warranty and
storage of the device in the future. The following accessories can better
improve your work and you can purchase as required.

B A USB cable (standard)

A charging adapter (standard), the charger is a power-off device.

B One Hand Strap (standard)

A rechargeable lithium battery (standard)

A brand-new AUTOID Q7 series product

 Device charging dock (with Ethernet and battery) (optional)

= Device charging dock (without Ethernet with battery) (optional)

= Battery four-slot charging dock (optional)

B Battery single-slot charging dock (optional)

# Clipped on data cable (optional)

» Backpack (optional)

# Stylus(optional)

= Vehicle charger (optional)

» OTG data cable (optional)
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Warning

The SAR limit of USA (FCC) is 1.6 W/kg averaged over one gram of tissue. Device
types AUTOID Q7 (FCC ID: 2AC68-AUTOIDQ7) has also been tested against this SAR
limit.

The highest SAR value reported under this standard during product certification for
use when properly worn on the body is 0.415W/Kg. Accessory designated by

Manufacture must be used to meet body worn RF exposure compliance.

FCC statements:

This device complies with part 15 of the FCC rules. Operation is subject to the
following two conditions:

(1) this device may not cause harmful interference, and

(2) this device must accept any interference received, including interference that
may cause undesired operation.

NOTE: The manufacturer is not responsible for any radio or TV interference caused
by unauthorized modifications or changes to this equipment. Such modifications
or changes could void the user’ s authority to operate the equipment.

NOTE: This equipment has been tested and found to comply with the limits for a
Class B digital device, pursuant to part 15 of the FCC Rules. These limits are
designed to provide reasonable protection against harmful interference in a
residential installation. This equipment generates uses and can radiate radio
frequency energy and, if not installed and used in accordance with the instructions,
may cause harmful interference to radio communications. However, there is no
guarantee that interference will not occur in a particular installation. If this
equipment does cause harmful interference to radio or television reception, which
can be determined by turning the equipment off and on, the user is encouraged to
try to correct the interference by one or more of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

-Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

-Consult the dealer or an experienced radio/TV technician for help.
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