
QIYUE(Shenzhen) Technology Co., Ltd. 

2.911 (d)(5)(i) Equipment Type Attestation v1.2 

 

Section 2.911(d)(5)(i) Certification – Equipment Type 

 

Company name: QIYUE(Shenzhen) Technology Co., Ltd. 

Address: Room 1312P4, Building A, Galaxy Century, No.3069, Caitian Road, Gangxia Community, 

Futian Street, Futian District, Shenzhen 

Product Name: NPC 

FCC ID: 2A8TT-NPC 

Model(s): NPC001,NPC002,NPC003,NPC004,NPC005,NPC006,NPC007, 

NPC008,NPC009,NPC010,NPC011,NPC012,NPC013,NPC014, 

NPC015,NPC016,NPC017,NPC018,NPC019,NPC020,NPC021, 

NPC022,NPC023,NPC024,NPC025,NPC026,NPC027,NPC028 

 

2.911(d)(5)(i) Equipment Type 

 

We, [Shenzhen KeepTeen Electronic Technology Co., Ltd.] certify that the equipment for which 

authorization is sought through certification is not: 

 Prohibited from receiving an equipment authorization pursuant to § 2.903; of the FCC rules. 

 Identified as an equipment type in the “Covered List” NOTE 1  

 

 

Yours sincerely,  

 

 

Name: Deng Jing           Date: Sep.18, 2024       0032927279             

 

 

Title and Company name:      

 general Manager / QIYUE(Shenzhen) Technology Co., Ltd. 

 

NOTE 1 

“Covered List”; is the List of Equipment and Services Covered By Section 2 of The Secure Networks Act, available at 

https://www.fcc.gov/supplychain/coveredlist 
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