JTS Securebook 5.0
Quick Start Guide
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This guide covers operation of the Securebook 5.0 hardware only.

Ports and Connectivity:

The Securebook by itself has no 1/O ports for content to go on or off of
the device. The Securebook connects to a docking station (the
Securedock) in order to provide access to USB ports, HDMI, Ethernet, or
WiFi (optional), which are included only in the Securedock.
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BIOS Administration:

The Securebook has a number of BIOS options to keep the device
secure. By default, a password has been set on BIOS. For most secure
deployments, BIOS is accessed with a USB unlock key. Press Fn + F12
keys at American Megatrends boot screen to enter BIOS.

Pairing with Securedock (Sold Separately):

The Securedock is a docking station designed to add USB, HDMI,
Ethernet, or WiFi (optional) connectivity ports to your Securebook for
short periods of time. This is valuable for managing the device. By putting
all of the connectivity ports on a separate piece of hardware (the
Securedock), the Securebook cannot be abused by residents who wish
to transfer content or access a network while in their living units
unsupervised. Any Securebook works with any Securedock. Do not
provide access to a Securebook and Securedock simultaneously unless
supervised by admin.

JTS-SD50W  TOP Securedock:

1. Male Docking Port

2. Mounting Screw Bracket
Dock Power Port

HDMI Output

2x USB Ports

Ethernet Adapter
Optional WiFi Inside Dock
Kensington Port Lock

©NO® O W

BACK 34 5 6 7 8

IMPORTANT:

Do not provide access to a
Securebook and Securedock
simultaneously unless
supervised by admin.

DOCKED

When provided access to a
Securedock, the computer can
have unrestricted access to
USB and network ports.

Important Note:

This guide does not cover the operation of software on the Securebook.
The Securebook is compatible with a variety of operating systems,
including Windows, Ubuntu Linux, Chrome (via CloudReady), and
Endless OS for Corrections.
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FCC Warning

This device complies with part 15 of the FCC Rules. Operation is subject to the condition that this device
does not cause harmful interference..

Any Changes or modifications not expressly approved by the party responsible for compliance could
void the user's authority to operate the equipment.

Note: This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment generates uses and can radiate
radio frequency energy and, if not installed and used in accordance with the instructions, may cause
harmful interference to radio communications. However, there is no guarantee that interference will not
occur in a particular installation. If this equipment does cause harmful interference to radio or television
reception, which can be determined by turning the equipment off and on, the user is encouraged to try to
correct the interference by one or more of the following measures:

-Reorient or relocate the receiving antenna.
-Increase the separation between the equipment and receiver.
-Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

-Consult the dealer or an experienced radio/TV technician for help.

FCC RF Exposure Information and Statement

The SAR limit of USA (FCC) is 1.6 W/kg averaged over one gram of tissue. Device types: Securebook
5.0 (FCC ID: 2AS4KJTS-SD50W) has also been tested against this SAR limit. The highest SAR value
reported under this standard during product certification for use properly worn on the body is 0.592W/kg.
This device was tested for typical body-worn operations with the back of the handset kept Omm from the
body. To maintain compliance with FCC RF exposure requirements, use accessories that maintain a
10mm separation distance between the user's body and the back of the handset. The use of belt clips,
holsters and similar accessories should not contain metallic components in its assembly. The use of
accessories that do not satisfy these requirements may not comply with FCC RF exposure requirements,
and should be avoided.

Body-worn Operation

This device was tested for typical body-worn operations. To comply with RF exposure requirements, a
minimum separation distance of 0Omm must be maintained between the user’'s body and the handset,
including the antenna. Third-party belt-clips, holsters, and similar accessories used by this device should
not contain any metallic components. Body-worn accessories that do not meet these requirements may
not comply with RF exposure requirements and should be avoided. Use only the supplied or an
approved antenna.



