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CHAPTER 1

Introduction

This chapter describes the overview and the operating environment overview and installation
prerequisites of the CEED 3700 and contains the following sections:

This section contains the following sections:
e CEED Operating Environment Overview
« Installation Prerequisites
» Usage Guidelines and Restrictions
- CEED 3700 Hardware Summary

CEED Operating Environment Overview

This section provides a detailed overview of CEED 3700 and its operating environment.

CEED 3700 series is a comprehensive integrated and open platform designed to leverage collaboration
and live content video to enable session. It is a high end reliable router with video conferencing
capability. It includes an intelligent edge device and leverages cloud capabilities of Cisco to deliver
secure, high definition video using the latest collaboration tools from the cloud.
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At one end CEED is connected. Other end can be a CEED, Desktop or Laptops

The CEED 3700 provides additional capabilities such as:

4th Generation Intel Processor.
Operating temperature between (0°C to 40 °C).

Projection lamp light brightness of 3000 Lumen for 4000 hours in standard mode and up to 6000
hours in Eco Mode.

Field Replaceable Unit (FRU) based projection lamp.

3G Wireless Capability with Subscriber Identified Module (SIM)/ User Identify
Module (UIM).
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Installation Prerequisites

This section describes how to install CEED 3700 unit, precautions, prerequisites and unpacking of
the CEED 3700 unit and contains the following sections:

- CEED 3700 Components and Prerequisites, page 1-3
« Safety Guidelines, page 1-4
« Usage Guidelines and Restrictions, page 1-5

CEED 3700 Components and Prerequisites

The prerequisites and the required componentsto install the CEED 3700 are as follows:
e 100V to 240V, 5 Amps Uninterrupted Power Supply (UPS)
e 1 Mbps Internet Leased Line (ILL) with static IP availability

s

Note  You need a minimum of /30 public IP pool provided the connection is coming directly on the Ethernet.
In case where the connection is coming on serial link, you will need an Ethernet modem and this needs
a /29 Public IP pool.

e 3G SIM for 3G Internet Access

« Power Socket for CEED unit with required earthing.

« Manually retractable projection screen

» CAT-6 cable - approximately10 feet or as required at site
« Power socket for the speakers

« Coach Bolts

« Screw Driver Set

« Allen Key set

« Hammer and Drill Set (manual as well as power-driven)
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Safety Guidelines

CEED 3700 series in a single package that contains the items that are listed in the table List of CEED
3700 Package Items.

>

Warning  Ensure that never use defective parts or test the equipment with different parts that are not listed.

>

Warning Do not replace any part that are not listed in prerequisites or in the unpacking section

>

Warning  Read the installationinstructions before connectingthe system to the power source. If aniteminthe
box is damaged or missing, contact your Cisco representative

>

Caution  Be aware of the size and weight of the CEED 3700 when mounting. Ensure that the mounting location
can safely support the weight. Please use the appropriate type of screws, electric drills and screw drivers
to install the unit.

Read the installation instructions before connecting the system to the power source

e

Warning  This product requires short-circuit (over-current) protection, to be provided as part of the
building installation. Install only in accordance with national and local wiring regulations.

>

Warning  The plug-socket combination must be accessible at all times, becauseit serves as the
main disconnecting device.

Warning  Only trained and qualified personnel should be allowed to install, replace, or service this equipment.

>

Warning  Covers are integral part of safety design of the product. Do not operate without the covers installed.

>

Warning  The area must be known to be nonhazardous before installing, servicing, or replacing the unit.

>

Warning  This equipment must be grounded. Never defeat the ground conductor or operate the equipment inthe
absence of a suitably installed ground conductor. Contact the appropriate electrical inspection
authority or an electrician if you are uncertain that suitable grounding is available.
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N

Warning  There is the danger of explosion if the battery is replaced incorrectly. Replace the battery only with
the same or equivalent type recommended by the manufacturer. Dispose of used batteries
according to the manufacturer's instructions

>

Warning  Before using the CEED device, read the user's manuals to ensure correct usage. Incorrect handling of
this product could possibly result in personal injury or physical damage. The manufacturer
assumes no responsibility for any damage caused by mishandling that is beyond normal usage
defined inthese manuals of this product

A

Caution  Be cautious of high temperatures of the CEED. High temperatures are generated when the lamp is lit. It
could result in fire or burn. Use special caution in households where children are present.

Usage Guidelines and Restrictions
A

Warning  This section describes the usage guidelines and restrictions while using CEED 3700.

Warning  The warranty will be void if one or more points in this section is violated.

Warning Do not change the user name or password.

Warning Do not install any third party software or update the system settings.

e CEED 3700 isnot a permanent storage device.
e Donot operate CEED 3700 if a problem should occur.

— Abnormal operations such assmoke, strange odor, no image, no sound, excessive sound, damaged casing or
elements or cables, penetration of liquids or foreign matter, etc. can cause a fire or electrical shock.In such case,
immediately turn off the power switch and then disconnect the power plug from the power outlet. After making
sure thatthe smoke or odor has stopped, contactyour account manager. Never attempt to make repairs yourself
because this could be dangerous.

¢ Donot disassemble or modify.
— Modification and/or disassembly of the equipment or accessories could result in fire or electrical shock.
— Never open the cabinet.
e Donot give the CEED any shock or impact.

— If the CEED is shocked and/or broken, it could resultin aninjury, and continued use could result in fire or
electrical shock.
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— If the CEED is shocked, immediately turn off the power switch, disconnect the power plug from the power
outletand contact your Cisco representative.

e The CEED 3700 device “must be” installedon a RCC or equivalent ceiling with provided mounting
brackets and accessories. Do not place CEED 3700 on an unstable surface

— Donot place the CEED on anunstable, slant or vibrant surface such asa wobbly or inclined stand.

« Donot touch the surface of the lens, air fans and ventilation openings during use or immediately after use to prevent a
burn.

e Ensure togive ample of ventilation space forthe CEED 3700 device.

e Donot operate CEED 3700 continuously formore than 4 hours. Ensure thatyou turn off the
CEED 3700 device every 4 hours for about 30 minutes

« Avoid a high temperature operating environment.

e The heat could have adverse influence on the cabinet of the CEED3700 and other parts. Do not place the
CEED3700, the remote controland other parts in direct sunlight or near a hot object such as heater, etc

« Keep enough space between the CEED 3700 device and other objects such aswalls.
¢ Donot place any objects on or near the lens, air fans and ventilation openings of the CEED3700.
— Never block the air fan and ventilation openings.
e Donot cover the CEED3700 with a tablecloth, etc. Do not place the CEED 3700 on a carpet or bedding.
e Useonly the correct power cord and the correct power outlet.
— Incorrect power supply could resultin fire or electrical shock.
— Useonly the correct power outlet depending on the indication on the CEED 3700and the safety standard.
e Besure to connect with ground wire.

— Connect the ground terminal of AC inlet of this unit with the ground terminal provided at the building using the
correct power cord; otherwise, fire or electric shock can result.

¢ Avoid asmoky, humid ordusty place.

— Placing the CEED 3700 inasmoke, ahighly humid, dusty place, oily soot or corrosive gas could result in fire or
electrical shock. High dustenvironment will also resultin quick clogging of the ventilation system and result inlamp
shutdown.

— Donot place the CEED 3700 near a smoky, humid or dusty place (ex. a smoking space, a kitchen, a beach,
etc.). Do not place the CEED3700 outdoors.

— Donot use a humidifier near the CEED3700.
* Avoid Magnetism.

— Avoid any magnetic contact that is not shielded or protected on or near the CEED3700 itself. (ie.,. Magnetic
Security Devices, or other CEED accessory that contains magnetic material thathas not been provided by the
manufacture etc.) Magnetic objects may cause interruption of the internal mechanical performance of the CEED
3700, which may interfere with cooling fans speed or stopping, and may cause the CEED3700 to completely
shut down.

e The CEED 3700 should not go insleep mode. Adjust your Power Management options accordingly
through the power management options during the set up.

e Donot allow CEED 3700 to install updates automatically from the Internet and restart.
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CEED 3700 Hardware Summary M
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The table 1-1 describes the materials that are packaged with CEED 3700 unit in a single package.

Ensure that all parts are in the package. Contact your Cisco representative within 2 weeks for any

missing parts.

Caution

A

Note

Do not use defective parts or use replacement parts that do not conform to specification. Make sure only
authorized personnel can open the package.

Keep the original packaging materials for future shipment. Ensure to use original packaging material.

Table 1-1 List of CEED 3700 Package Items

Item Number Size

Mounting kit (Top Side) 1 246x130x547 mm (low)
Mounting kit (Bottom Side) 1 210x200x625 mm (low)
CEED 3700 1 440x315x135 mm (low)
AC Power Cord 1 2.5 meters

Speakers one pair 1 NA

Speaker Adapter 1 Available along speaker
Speaker Extension Cable 1 10 meters

Speaker to Speaker inter 1 10 meters

connection cable

Remote for projection 1 NA

Keyboard 1 Wireless Keyboard

Mouse 1 Wireless Mouse
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Note

Item Number Size

Wireless Dongle 1 NA

Microphone 2 Wired microphone

Microphone Extension Cable 2 10 meters

Microphone Splitters 1 NA

Camera 2 Wired Camera

Active USB Extension Cable 2 10 meters

RJ45 cable from Router to 1 50 cm

Mother board (Pre-installed in

the unit)

Anchor Bolts 4 M 10

Allen Screws with washer 4 M 10 x 10 mm

Bolt with washer 2 M12 x 70 mm

Nut 2 M12

Router 3G Antenna* 2 Router Antennas (*Provided
only if 3G Option is selected
while ordering)

Wi-Fi antenna Router Antenna

Remote Batteries™ 1 3V, model:CR2025

Keyboard and Mouse Batteries* |3 2 AAA (keyboard batteries)*

and 1 AA (Mouse batteries)*

The batteries are either pre-installed or to be procured by the installation partner at the time of

installation.
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Installation

This chapter describes the installation/mounting of the CEED3700 (CEED 3700) and contains the
following sections:

This section contains the following sections:
« Mounting Prerequisites, page 2-1
* Mounting of the CEED 3700, page 2-1
e Accessories, Peripherals and Cable Assembly, page 2-6

Mounting Prerequisites

« CEED 3700 is optimally designed for a room size of 20*20 ft. Any deviations shall be suitably
notified and prior approval on the installation with partners (The document assumes a size of 20*20
ft room. Actual position may vary depending on the implementation and other details)

e CEED isplaced at 10 to 13 feet from the screen.

» Ensure the celling is strong enough with reinforced concrete (RCC) or steel structures and is capable
of taking at least 20 Kilograms (Kg) of load.

« Ensure ambient room lighting for proper image capture and better image projections.
e Usedrapes or opaque curtains to block excess light in the room that will interfere the image projection.

A

Caution  Ensure that all “Installation Prerequisites” section on page 1-2 in the Introduction chapter is adhered to
without any deviations.

Mounting of the CEED 3700

To mount the CEED 3700 in the ceiling, perform the following steps:

Stepl  Assign the position of the CEED (from the screen) to be mounted. Align/arrange the top portion of the
mounting kit towards the ceiling as shown in “Top portion of the Moutning Kit” in Figure 2-1.

Remove the portion after you mark the holes.

"
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Figure 2-1 Top portion of the Moutning Kit

%

« Alternatively, you can also mark the holes using the template markings as shown in “Template for
the Drilling Hole” in Figure 2-2.

Figure 2-2 Template for the Drilling Hole

\
LN 5

0~ |
a \___,/ ﬂ

A

Step2  Drill 12 mm diameter for the depth of 55 mm holes at the marked position.

Step3  Insert all 4 anchor bolts one-by-one and slightly hammer to drive anchor into the drilled holes. Fix the
top portion of the mounting kit and tighten the screws using the wrench/heavy duty screwdriver. See
“Fixing of the Anchor Bolts” in Figure 2-3.

Figure 2-3 Fixing of the Anchor Bolts
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Step4  To connect all the cables, draw all the cables that are mentioned in “List of CEED 3700 Package Items”
through the pipe and pull them towards the top portion of the mounting kit. See Figure 2-4.

N

Note  Ensure that respective end of cables pass through the mounting kit from the bottom.

Figure 2-4 Cable Connections through the Mounting Kit

FASTASESCATE WY e

Step5  Insert bottom portion of mounting kit to top portion of the mounting kit as shown in “Alignment of the
Top Portion and the Bottom Portion of the Mounting Kit”.

Step6  Adjust the length of the vertical slider so that the base of the CEED 3700 is above 6 feet from the ground.
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Figure 2-5 Alignment of the Top Portion and the Bottom Portion of the Mounting Kit

Step7  Lock the Vertical Slider in both top and bottom side of the mounting kit. See Figure 2-6
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Figure 2-6 Locking the Vertical Slider

S

Step8  Place CEED 3700 unit as shown in figure“CEED 3700 Placement”in Figure 2-7.

Note  Ensure that the lens of the CEED 3700 is facing the screen.

Step9  Lock the screws tightly.




Chapter 2 Installation |

REVIEW DRAFT—CISCO CONFIDENTIAL

Figure 2-7 CEED 3700 Placement

Step10 Complete set up looks as shown in

Accessories, Peripherals and Cable Assembly

This section describes the external wiring, all cable connections, positioning of the accessories and their
connections and contains the following section:

« External Wiring and Placement of Accessories, page 2-6
« Assembling of the Accessories, page 2-8

External Wiring and Placement of Accessories

To connect and place all the accessories, peripherals and cables that are coming out of the CEED
3700 device, perform the following steps:

Note: The accessories and peripherals should be kept outside the test chamber/room using the extension cables while
performing any compliance test.

Stepl  To connect accessories such as camera, microphone, keyboard, mouse and speaker follow the “CEED
3700 External Cable Connections” in Figure 2-9.
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Figure 2-9 CEED 3700 External Cable Connections
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Step2  Allocate appropriate positions to the accessories.
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Assembling of the Accessories

This section describes how to connect camera, microphone and speakers to CEED 3700.

VGA
Connect the VGA cable to the CEED back panel VGA port. Refer number 1 in Figure 2-9
Camera
To connect the camera 1 and camera 2 to the CEED 3700 back panel, perform the following steps:
Stepl  Connect the Camera 1 and Camera 2 to Active USB extension cable. Refer number 3 and number 4 in
Figure 2-9 for connection.
Step2  Insert the USB extension cable in the USB port in the CEED 3700 back panel as shown in Figure 2-9
Step3  Place the camera in the appropriate position.
Step4  Secure the camera position with appropriate nuts, bolts and screws.
Speakers

To connect the speakers tothe CEED 3700 back panel, perform the following steps:

Stepl  Connect the speakers to the audio extension cable.Refer number 8 and number 9 as shown in Figure 2-9.
Step2  Insert the audio extension cables in Audio port (Lime Color).

Step3  Place the speakers at a suitable height on the wall for the sound to be audible as shown in Figure 2-9.
Note that the height will differ at each site.

Step4  Secure the speakers with appropriate brackets and screws.

Step5  Connect the speakers to the power outlet.

S

Note The power cord provided with the speakers in the CEED 3700 package items are to be used only in India.
For other countries use your respective adapters/converters for the power cord.
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Microphone

Stepl  Connect the microphone splitter to the microphone. Refer number 6 and number 7 as shown in
Figure 2-9.

Step2  Connect the microphone extension cable to the splitter.

Step3  Connect the microphone wire to the other end of the microphone extension cable

Step4  Insert audio extension cables into Audio port (Pink Color).

Step5  Place the microphones at suitable locations such that it is easily accessible as shown in Figure 2-9.

Keyboard and Mouse

CEED 3700 comes with the wireless keyboard and wireless mouse. Plug-in the appropriate respective dongle inthe USB
port of the CEED 3700 back panel. Refernumber 10 asshown in Figure 2-9.

Screen

To connect the projection screen to the CEED 3700, perform the following steps:

Stepl  Vertically place the screen parallel to the wall. Placement of the screen should be such that the lens of
the CEED 3700 projects on the screen.

Step2  Secure the screen to the wall with screws.

Note  Screen is not part of the CEED 3700 package items. To be procured by the installation partner.
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CHAPTER 3

Configuring LAN and Connectivity

This chapter describes the how to configure Local Area Network and its related connectivity to the
CEED 3700 device and how to power on the CEED 3700. This chapter contains the following sections:

e Configuring LAN
« Powering On CEED 3700

Configuring LAN

To connect the RJ45 cable to the specific ports, perform the following steps:

Stepl  Connect RJ45 cable from the modem to the CEED 3700 WAN port in CEED 3700 back panel.
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Figure 3-1 CEED 3700 Back Panel
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Step2  Connect RJ 45 cable provided with the CEED 3700 package item from LANL1 port in the back panel to
the LAN A port. See CEED 3700 Back Panel in Figure 3-1.

Step3  Connect the Wi-Fi Antenna to the Wi-Fi Antenna port.
Step4  Connect the one 3G Antenna to 3G port.

Step5  Connect the other 3G antenna to the AUX port.

Step6  Inserta 3G SIM in the SIM slot.

Note  RJ45 cable from the modem to CEED 3700 is not provided with the CEED packaging items. The
deployment partner has to procure the RJ45 cable as the length may be different in each location.
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Powering On CEED 3700
A

Caution  All cables, peripherals and accessories to be connected securely before power-on.

PoweringOnCEED3700 M

This section describes how to power on the CEED 3700 after connecting the power cord.

Stepl  Press the power switch once. See Power Switch in Figure 3-2.

Figure 3-2 Power Switch

Step2  Turnon the projection system using the remote or the projection ON/OFF switch at the bottom of CEED
3700.
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Configuring CEED 3700 Software

This chapter describes how to configure the CEED 3700 software, first time login and subsequent login
sessions using the CEED 3700. This configuration is a one-time process to be performed during the first
time login only.

The following sections assumes that you have removed the plastic sheet covering the back panel of the
CEED 3700 and CEED 3700 powered on.

First Time Log in

Step 1

Step 2

Step 3

To complete the configuration of CEED 3700, perform the following steps after you first login.

After you power on the setup screen will appear as shown in “Setup Screen” figure Figure 4-1

Figure 4-1 Setup Screen

Wait for 20-30 seconds for the setup process screen to appear as shown in “Setup Process” in Figure 4-2

Figure 4-2 Setup Process

Setup is installing devices (100%)

+

Once the system has installed the required devices 100%, Windows 7 professional license starts its
installation process. The windows 7 licence screen as appears.

"w
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Step4  From the Country or region drop-down list, choose India.
Step5  From theTi me and Currency drop-down list, choose your country. For example, English (India)
Step6  From the Keyboard layout drop-down list, choose US and click Next.

For Steps 4 to 6 see figure Figure 4-3.

Figure 4-3 Windows 7 License Screen

o) o Set Up Windows

£7 Windows 7 Professional

Country o region: |India v

Time and currency: {5"9“5“ (India) v [

Keyboard layout: [US -

‘@ Copyright @ 2009 Microsoft Corporation. All rights reserved.

Step7  Enter the desired Username. For example, CEED.

Type the computer name filed will auto-populate with the “username-PC”. For example CEED-PC.
See Figure 4-4.

Figure 4-4 Username

@ 4 SetUp Windows

f". Windows 7 Professional

Choose a user name for your zccount and name your computer to distinguish it on the network.

Type a user name (for example, John):
CEED

Type a computer name:
CEED-PC

Copyright © 2009 Microsoft Corporation. All rights reserved.

Next

Step8  Click Next. Set a Password for your account screen appears. See Figure 4-5.
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Figure 4-5 Set apassword for your account

) « Set Up Windows

Set a password for your account

Creating 2 password is a smart security precaution that helps protect your user account from
unwanted users, Be sure to remember your password or keep it in a safe place.

Type a password (recommended):
esssssese

Retype your password:

Type a password hint (required):

Type the Hint for password|

Choose a word or phrase that helps you remember your password.
If you forget your password, Windows will show you your hint.

Step9  In the Type a Password field, type a password. For example, xyzabc
Step 10  Re-type your password, in the Re-Type password field.

Step11 (Optional) Enter the hint for your password.

Step12 Click Next.

Step13  Type your Windows Product Key screen appears. See Figure 4-6
Step 14 Click Skip.

A

Caution Do not enter the product key

Step15 Uncheck the Automatically activate windows when I’m Online check box.

Figure 4-6 Product Key

@ 4 SetUp Windows

Type your Windows product key
You can find your Windows product key on a label included with the package that came with
your copy of Windows. The label might also be on your computer case. Activation pairs your

product key with your computer.

The product key looks similar to this:
PRODUCT KEY: XXXXX- XXX~ XXX XXKXX - XXXXX

(dashes will be added automatically)

[7] Automatically activate Windows when I'm online

What is activation?

Read our privacy statement

[Csep ] [CNex ]
Step 16  Check the radio button | accept the license terms and then click Next. See Figure 4-7
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Figure 4-7 Accepting Windows Licence

) « Set Up Windows

Please read the license terms

MICROSOFT SOFTWARE LICENSE TERMS
WINDOWS 7 PROFESSIONAL SERVICE PACK 1
These license terms are an agreement between Microsoft Corporation (or based on
where you live, one of its affiliates) and you. Please read them. They apply to the
software named above, which includes the media on which you received it, if any.
Printed-paper license terms, which may come with the software, may replace or modify
any on-screen license terms. The terms also apply to any Microsoft

updates,

supplements,

Internet-based services, and

[¥]1accept the license terms

Next |

Step17 Click Next.

Step18 Review your Date and Time settings on the window that appears as shown in “Set Date and Time” in
Figure 4-8.

Figure 4-8 Set Date and Time

@ 4 Set Up Windows

Review your time and date settings

Time zone:
i(UTC«OS:SO) Chennai, Kolkata, Mumbai, New Delhi v
Date: Time:

‘ April, 2014 4 Y G

7 8 9 10 11 12 13

Mo Tu We Th Fr Sa Su 78 \
3192 345 6 f \/)

14 15 16 17 18 19 20 \> Ny
2 2 23 2425 %27 & 74
28203 1 2 3 4 Lol
5 6 7 8 9101

Step19 Set your Time Zone. For example, (UTC +5.30) Chennai, Kolkata, Mumbai, New Delhi, if you have
selected India as your country in Step 4.

Step20 Set the current Date and Time.
Step21  Click Next.

Step22  Select Public network from select your computer's current location. See Figure 4-9
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Note

This Window will not appear if LAN is not connected to CEED 3700. Select Public network whenever
LAN cable is connected

Figure 4-9 Set Up Windows

@ <4 SetUp Windows

Select your computer's current location

This computer is connected to a network. Windows will automatically apply the correct network
settings based on the network's location.

Home network
|: If all the computers on this network are at your home, and you recognize them, thisis a

trusted home network. Don't choose this for public places such as coffee shops or
airports.

i Work network

If all the computers on this network are at your workplace, and you recognize them, this

is a trusted work network. Don't choose this for public places such as coffee shops or
airports.

Public network
If you don't recognize all the computers on the network (for example, you're in a coffee

shop or airport, or you have mobile broadband), this is a public network and is not
trusted.

If you aren't sure, select Public network.

Step23  Windows Desktop Screen with windows logo appears see “Windows Desktop™ in Figure 4-10.

Figure 4-10 Windows Desktop
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Step24 Click the Start button, enter “Microsoft Security Essentials” in the search box, and open “Microsoft
Security Essentials” application. See Figure 4-11.
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Figure 4-11 Search Box
\:‘_ »
= m"o

Recycle Bin WebEx Player’

Programs (1)
| @ Microsoft Security Essentials

[&) See more results

[ Microsoft Security Essentiall % | | shutdown | » |
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:: u:T_.J (>]] ; 4/25/2018

Wait for a few seconds before Microsoft Security Essentials screen pop up on the desktop as shown in
Figure 4-12.

Step 25

Figure 4-12 Microsoft Security Essentials

Virus and spyware definitions: Connection failed

The virus and spyware definitions didn't update on 4/25/2014, 1:41 AM because of an Internet or network connectivity

problem.

Definitions created on: 4/12/2014 at 5:20 PM
Definitions last updated: 4/13/2014 at1:12 PM
Virus definition version: 1.169.2496.0

Spyware definition version:  1.169.2496.0

© Did you know?
Virus, spyware, and other malware definitions are files that are used to identify malicious or i d

on your PC.
These definitions are updated automatically, but you can also click Update to get the latest versions whenever you want.

n e gy 208AM

,
©ele JE

Step26  Click Update tab to update the latest Virus and Spyware definition.

~

Note

Ensure that CEED 3700 is connected to the Internet while you perform the Step 26.
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Step 27  To activate windows right-click on My Computers and then choose Properties from the drop-down
menu. See Figure 4-13.

Figure 4-13 Properties

g Started ﬁ
W
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ng Tool
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>ws Fax and Scan Desicaana Map network drive...

EDGEEsCsRReaTeR Disconnect network drive...

Show on Desktop

soft Security Essentials Help snd Su Rt

grams Properties

2:14 AM
4/25/2014

= [= = b

A System Screen appears where you can change the product key. See Figure 4-14.

Figure 4-14 System Screen

( iU* [1% ) Control Panel » System and Security » System

Control Panel Home . . .
View basic information about your computer

%) Device Manager Windows edition

® Remote settings Windows 7 Professional

& System protection Copyright © 2009 Microsoft Corporation. Al rights reserved.
) Advanced system settings Service Pack t

Get more features with a new edition of Windows 7

System
Manufacturer: Cisco System Inc
Model: CEED 3700 ol I Il l I
Rating: System rating is not available CISCO
Processor: Intel(R) Core(TM) i3-4130 CPU @ 3.40GHz 3.40 GHz
Installed memory (RAM):  4.00 GB (3.66 GB usable)
System type: 64-bit Operating System
Pen and Touch: No Pen or Touch Input is available for this Display

Computer name, domain, and workgroup settings

Computer name: CEED-PC B Change settings
Full computer name: CEED-PC
Computer description:
Workgroup: WORKGROUP
Seealso Windows activation

Action Center §A. 3 days until automatic activation. Activate Windows now

Windows Update Product ID: 00371-177-0000061-85764 | Change product key

Performance Information and
Tools

m U:T:J [@—Jﬂ = P E 25342:»35014 i

Step28 To change the product Key, click Change Product key.

A Windows Activation Screen appears. See Figure 4-15.
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Figure 4-15 Windows Activation

QQ [ Control Panel » System and Security » System

Control Panel Home

\ficuar hacic infarmaati 2ot oo tar

# Device Manager B
) Remote settings &) A Windows Activation

) System protection

@) Advanced system settings Type your product key

The Windows 7 Professional product key can be found on the installation disc holder inside the
‘Windows package. Activation will register the product key to this computer.

The product key looks like this:
PRODUCT KEY: XXXXX-XXXXX - XXXXX-XXXKX-XXXXX ol | laol | L]

Cisco

Where do I find my Windows product key?

Product Key: |

§ Change settings
What is activation? % g g

Read the privacy statement online

Action Center

W& 3 days until automatic activation. Activate Windows now

Windows Update Product ID: 00371-177-0000061-85764  Change product key
Performance Information and
Tools

I |

Step29 Enter the Product Key in the Product key field.

~

Note  The product key is an alphanumeric key which is found in the CEED Box

A Windows Activation with activating windows appears. See Figure 4-16.

Figure 4-16 Activating Windows

S Ir=]

(C)U_) [ » Control Panel » System and Security » System

S|
@
Control Panel Home s s - — _

@) Device Manager - ==
#) Remote settings & ¥ Windows Activation
@& System protection
& Advanced system settings Activating Windows...

The product key is being verified.

This might take a few minutes.

—— |
ctloanf,

Ccisco

®J Change settings

Action Center

T 3 days until automatic activation. Activate Windows now

Windows Update Product ID: 00371-177-0000061-85764  Change product key

Performance Information and
Tools

=l Ol ez | em] ™ |
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Step 30 After a few minutes the Windows is activated screen appears as shown in Figure 4-17

Figure 4-17 Activated Windows

‘ IU |8 » ControlPang » System and Security b Systsm

| Panel H . . s .
S P e View basic information about your computer

% Dewce Manager Windows edtion

¥ Remote settings Vindows 7 Professional

% System protection Copynght © 2008 Microsoft Corporation. All nghts reserved,
# Advanced system settings Service Pack1

Get more festures with 2 new edbion o Windows 7

System
Manufacturer: Cisco System Inc
Mode: CEED3M0 i
Raing: System rating is not available CISco
Processor: Inted{R) Core[TM) B-413) CPU @ 340GHz 340 GHz
[nstalled memory (RAM): 400 GB (3,65 GB usable)
System type: 64-bit Operating System
Pen and Toudh: Mo Pen or Touch Input is avaiabie for this Display

Computer neme, domain, 2nd workgroup settings

Computer namz CEED-PC %) Change settings
Full computer name CEED-PC
Computer descnption:
Vierkgroup: VICRKGROUP
Secglso Windows activation

Action Certer Windowsis actvazed

Windows Update Product ID; CO371-OEM-SO46171-10943  Chonge praduct key

Perfermance Information and

Tocls

-y
.

JpEiEi]
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CHAPTER 5

Configuring the Browser

This chapter describes about how to configure the CEED3700 (CEED
3700 browser (Internet Explorer 8.0) and contains the following sections

e Launching the Browser, page 5-1
« Verification of the Browser Settings, page 5-3

Launching the Browser

To launch the browser in CEED 3700, perform the following steps:

Stepl  Power on the CEED 3700 device by pressing the Power Switch once.
Step2  Enter the Username in the Username field. For example, Cisco
Step3  Enter the Password in the password field. For example, 1234
Step4  Click the Internet Explorer e icon to launch the browser
Step5  From the browser menu bar, click Tools. (See Figure Figure 5-1)
Alternatively, you can press Alt + F simultaneously in your keyboard to open the Tools Menu.
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Figure 5-1 Tools Menu

Yage - Windows Interet
mgl | —

® ‘z_ sboutiblank

it View ngamexm

Share Browser WebBx  Delete Browsing History.. Ctrl+Shift+Del

ites | 4 i File.. InPrwvate Browsing Ctrl+Shift+P EDU'”"
Diagnose Connection Probler

P
¥ Reopen Last Browsing Session

InPrivate Fiktering CtrloShiftoF
InPrivate Filtening Settings

Pop-up Blocker »
SmartScreen Filter »
Manage Add-ons

Compatibility View

Compatibility View Settings

his Feed,

Windows Update
Developer Tools 2

OneNote Linked Notes
Send to OneNote

Intemet Options

Step6  From Tools menu, choose Internet Options. (See Figure 5-1Tools Menu)
Step7  Click Internet Options.
A Internet Options dialog box opens. (See Figure 5-2Internet Options)

Step8  Enter the homepage address or URL in the homepage field. For example, http://kssa.webex.com

~

Note  This URL or homepage address will be provided by the Cisco Representative or the partner
during the installation.
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Figure 5-2 Internet Options

General [Security I Privacy I Conkenkt I Conneckions I Programs I adwvanced

Home page

To create home page tabs, tvwpe each address on ikts own line.

U SO0 e B e, co rnl -

[ se current ] [ Use default ] [ Use blank ]

Browsing history

p ’l_ Delete temporary Files, history, cookies, saved passwords,
- !/ and web Farm infFormation.

Delete browsing history on exit

[ Delete. .. ] [ Settings ]

Search

p Zhange search defaults. [ Settings ]
Tabs

[ Change hows webpages are displayed in [ Sektings ]

| — tabs.
Appearance
[ Colars ] [ Languages ] [ Fonts ] [ accessibility ]

[ (=] 4 ] [ Cancel ] [ apply ]

Step9  Click OK.
Step10 Restart the browser.

Verification of the Browser Settings

To verify your browser settings, perform the following steps:

S

Note  Ensure the CEED 3700 device is powered ON. If not power ON the CEED device as given in Step 1.

Stepl  Check the Back Panel LED indicators functionality which is as follows:
e Link LED glow continuously

Step2  To login to enter the Username and password.

Step3  Click the Internet Explorer icon e to launch the browser

The homepage (CEED Page) must open with your default address/URL that you have set in Step 8 of
last section.

~

Note  If the default page does not open, repeat the tasks in Launching the Browser section.
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CEESAY P SEEeR 6

Configuring the Router

This chapter describes how to configure the router for the CEED 3700. This chapter contains the
following:

e Configuring WAN

« Configuring 3G

e Configuring Wi-Fi

» Powering Down/Shutting Down the CEED 3700
This chapter assumes that the following prerequisites have been completed.

« Atleast 1 Mbps Internet Leased Line with Static Public IP for WAN interface is available.

e The Internet link should have an Ethernet hand-off.

Configuring WAN

To configure the WAN in the router, perform the following steps:

Stepl  Connect RJ45 cable from the modem to the CEED 3700 WAN port in CEED 3700 back panel.

Step2  Connect RJ 45 cable provided with the CEED 3700 package item from LAN1 port in the back panel to
the LAN A port. See CEED 3700 Back Panel in Figure 6-1.
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Figure 6-1 CEED 3700 Back Panel
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Step3  Click Windows Start button, choose All Programs and then click Internet Explorer to open the web
browser.

Step4  Enter the IP address of the router in the web address bar and then press Enter. The default IP address is
192.168.1.1.

An Authentication required dialog box appears as shown in Figure 6-2.
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Figure 6-2 Authentication Required

-
Authentication Required M

Q‘ A username and password are being requested by http://192.168.1.1. The site says: "Welcome to use
‘ Maestro Wireless Router”

User Name: |

Password:

o] (o]

Step5  Enter the Username and password in the Username and password field respectively. The default
username is admin and the password is admin

Step6  Click OK.

Step7  The Router homepage appears as shown in “Router Home Page” in Figure 6-3.

Figure 6-3 Router Home Page

etc, you will
- 000000000000 =
FiD 3GWR0000-02 1102-MC2000-1 Fiioow abioit fia wendig
System Up Time 2 mins, 53 secs stetus of router here
Cperstion Mode Gatewsy Mode
Signsl Strength 87%
IMEI Code 012037000536835
Intermet Configurations
Connacted Type DHCP
WAN IP Address 72.1863.182.142
Subnet Mask 2552552540
Default Gatewsy 72.183.182.1
Primary DNS
Secondary DNS
MAC Address A4 AE QA Q0.CEOF
Local Network
Locsal IP Address 10.10.10.254
Local Netmask 2552552550
MAC Address A4 AE QA QG DEBE
Port Status
status StatusPort

Step8  Cick Op.mode tab to change the WAN mode to WAN Main, Cellular Back up.
Step9  Select the WAN Main, Cellular Back up radio button as shown in “Op.Mode”in Figure 6-4.

"=
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Figure 6-4 Op.Mode

Firmware: 1.0.0.0 (Bulld: 2014-03-22 17:0417)

Quick Setup Op. Mode Network Wireless Frewall VPN Management M2M Apps

Operation Mode :omtmm
° The router can work in
Gutemay: different modes, select
The first ethernet port IS treated as WAN port. The other ethernet ponts and the proper operation mode for
wireless inlerface are brnidged together and are treated as LAN ports your network topology.
AP Chient:

The wirgless apcli interface Is treated as WAN port, and the wirgless ap interface and
the ethemnet ports are LAN ports

WAN Mode:
WAN Only

©) WAN main, Cellular backup

Cellular Only

Step 10 Click Apply and then wait for the settings to be applied.

Step11 Press F5 to refresh the browser.

Step12 Click Network tab, choose WAN to set up the static IP on WAN.
The router page as shown in Figure 6-5 appears.

Figure 6-5 Network Tab

Firmware: 1.0 0.0 (Bulld: 2014-03-22 17.04:12)

Quick Setup Network Wireless Firewall VPN Management M2M Apps

LAN Cedular | Routing | DHCP Server | DHCP clients | MAC Clone

| Static (Fixed IP)
WAN Setup i Cybercale and residence
| community that fibre-oplic
WAN Connection Type: STATIC (fixed IP) n | broadband network Is inked
| 10 usually use this
f 1 { connection way, ISP will
IP Address 192 168 1 1 , ol Bl
Subnet Mask {2565.255 2550 | | mask, gateway and ONS
' —_— | server 10 you, 50 please set
Defaut Gateway {192 168 1254 | | these parameters corectly
el i 3 [ then can access 10 network.

Primary DNS Server lggss ]

Secondary DNS Server 5884 4 | ‘MTU
— " : | Maximum transmission unit
MTU Vaiye 1500 j (detaun 1500) is 3 communication protocol
| a layer above the maximum

e~ | 7] i size can through packet (in
[ Avply | [ cancel | | bytes for unit), please setup
{MTU vailue based on the
| connection network
| surrounding, so that go on
| network communication
| better If you do not know
| how 10 setup the value,
| please keep defaull value

Step13 From the WAN Connection Type drop-down list, choose STATIC (Fixed IP)

m' |
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The IP Address, Subnet Mask, Default Gateway, Primary DNS Server, Secondary DNS Server and MTU
value fields will be enabled.

Step14 Enter the values that you have obtained from the Service Provider in the IP address, Subnet Mask,
Default Gateway, Primary DNS Server, Secondary DNS Server.

Step15 The MTU Value is set to default 1500.

Step16  Click Apply and wait for the settings to be applied.

Configuring 3G

Step 1
Step 2

To configure 3G network in the router, perform the following steps:

Perform Step 1 to Step 7 in the section Configuring WAN, page 6-1.
Click Network tab and then choose Cellular as shown in “Cellular Tab” in Figure 6-6.

Figure 6-6 Cellular Tab

Wireless Firewall Management M2M Apps

Routing | DHCP Server | DHCP clients | MAC Clone

Cellular Setup The third mobile
communication.
ISP WA TN
] MTU
PN Code [ Maximum transmission unit
: : | is a communication protocol
Access point name lalrtelgprs.com b e Wi
Dial number *99 =1 size can through packet (in
bytes for unit). please setup
User name Ia MTU value based on the
connection network
Password s  surrounding, so that go on
: network communication
MTU Value 1490 (default 1490) better. If you do not know
' how to setup the value,
m ' please keep default value.
Step3  From the IPS drop-down list, choose the service provider. For example, Airtel.
Step4  If your Service provider is not listed in the drop-down menu, enter the service provider’s name manually.
Step5  In the Access point name, dial number , user name and password fields enter the respective values
provided by the service provider.
Step6  Click Apply and wait for the changes to be applied.
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Configuring Wi-Fi

To configure Wi-Fi set up in the router, perform the following steps:

Stepl  Perform Step 1 to Step 7 in the section Configuring WAN, page 6-1.
Click Wireless tab and then choose Basic as shown in “Wireless Tab” in Figure 6-7.

Figure 6-7 Wireless Tab

Quick Setup Op. Mode Network Wireless Firewall Management M2M Apps

| Advanced | Security | WDS

Wireless Network Wireless Settings
You can setwireless

— parameters here, such as
Radio OnfOf WiFi OFF network name (3SID),
Network Mode 11b/g/n mixed mode v frequency (Channel),
network mode etc.
S8ID [ Cisco-CEED J
Broadcast Network Name (SSID) @ Enable Disable Radio On/Off

Turn on or turn off the WIF|

B3SID A4AEIA00.0EGE network, if choose "of the
Frequency (Channel) AutoSelect v client will cannot access to
this network.
HT Physical Mode Netvork Moo
This router supports
802.11 bigin wireless
Channel Band¥idth 20 @ 20/40 network mode, choose
Guard Interval Long @ Auto one of the working modes

according to the act
network environment. If
there are 802.11 b and

[—] 7 R | 802.11 g devices
Save l Apply ! lt Sancels) concurrence in the
network, so choose

11big/n mixed mode to
keep compatibility

Network Name (SSID)

S8ID is network name of
wireless signal that all

Step2  Inthe SSID field, enter Cisco-CEED.

Step3  Click Apply and then wait for settings to be applied.
Step4  Press F5 to refresh the browser.

Step5  Click Wireless Tab to change the Wi-Fi password
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Figure 6-8 Wireless Tab

Quick Setup Op. Mode Network Wireless Firewall Management M2M Apps
Basitc | Advanced | WDS
O —————
| Wireless Security
"Cisco-CEED" | Settings

| You can set security mode
and encryption of wireless

Security Mode WPA-PSKIWPA2-PSK v network here, to prevent
unsolicited client
WPA Algorithms ) TKIP ) AES © TKIPAES accessing your network,
Pass Phrase [ cisco@i23 |
Key Renewal Interval 3600 seconds (0~4194303) WPA
Itis pre-sharing key,
| supports 64 hit and 128 bit
Access Policy: WEP key.
Policy: Disable v | WPATWPA2
_ | WPA-PSK supports 8 to 64
Add a station Mac | bytes shared key, supports
TKIP and AES two

encryption methods. WPA
encryption is divided into
Save Apply Cancel WPA and VWPA2
i | authentication. So far,

' WPA2 is the most secure
authentication, it can
effectively protect your
wireless network from
being embezzled

Step6  Click Security.

Step7  Inthe Pass phrase field, enter cisco@123 to set the password.
Step8  Click Apply and wait for the changes to be applied.

Step9  Press F5 to refresh the browser.

Step10 Reboot the CEED 3700 device.

Powering Down/Shutting Down the CEED 3700

To shut down the CEED 3700 device, perform the following tasks:

Stepl  Close all applications and wait for all applications to shutdown

Step2  Click Start button

Step3  Click Shut down.

Step4  Wait for the display to turn off.

Step5  Wait for the projection fan to stop (Step 1 and Step 4 will take about 2-3 minutes)

Step6  Tum off the AC Power Switch in the wall power outlet.
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CHAPTER ;

Configuring the Live Session

This chapter describes how to schedule and jointhe live session. It also describes about the accessories
that are enabled during a session and troubleshooting techniques. This chapter includes the following

sections:
» Hosting a WebEXx Session
 Joining a WebEXx Session
 Verification of the Accessories

Hosting a WebEx Session (HOST)

Stepl  Loginto WebEx Meeting Center site: http://kssa.webex.com

Step 2  Click on My WebEx. m

Step 3  Loginto WebEx account using the following credentials:

User Name: hoskote
Password: Edu@]123

Leg in to your account

Username:

Password:

Fargat your password?
Keep me logged in

Step4  Click on Meeting Center.

Step5  Click on Schedule a Meeting (Marked in Red in the below figure).
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Meeting Centel

Join an Unlisted Meeting

New User Reference

Attend a Meeting

To join an unlisted meeting, type the meeting number that your
host gave to you, then click Join Now.

My Meetings Meeting number:

My Recorded
Meetings

p SetUp

W Support
MyResources
User Guides
Downloads

Training

Contact Us

© 2014 Cisco and/or its affiliates. All rights reserved. wwa.vebex.com
Privacy | Terms of Service| Request information about WebEx services

Step 6  Enter a Meeting Topic (For example: Test).

Step 7  Set Session password as 1234 and confirm the same.

Step 8  Set date and time.

Step 9  Audio conference type should always be “Use VoIP only”.

Schedule a Meeting

To set advanced meeting options, go to Advanced Scheduler

= Meeting topic: Test

Password: eeee Confirm password:  eeee

Date: May v 12 v 2014 v 7
Time: 12 v 30 ¥ @ am @pm  Mumbai Time

Duration: 1hr ~ Omin ~

Attendees: <«Separate email addresses with a ~ Use address book...
comma or semicolon>

[T] Send a copy of the invitation email to me

Audio conference: Use VoIP only Change audio conference...

[ Cancel ] [ Sawe as template... ]

Step 10 Click on Start Now. . This will start the WebEx session.

Note: If this is the first time WebEXx is running on your computer, you will be prompted to install
the WebEx software via ActiveX. Install it.

Step 11 Turn on the video by clicking the video icon
Step 12 Note the Meeting number (marked in Red).
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@ Cisco WebEx Meeting Center - test

File Edit Share View Audio Participant Meeting Help

Quick Start : Meeting Info

Meeting Topic: test

Host: Remote Teacher
Meeting number: I 140 105 757 |
Host key: 226208

Joining a WebEx Session (Participant / Attendee)

Step1 Login to WebEx Meeting Center site: http://kssa.webex.com

Step 2 Click on Meeting Center.

Step 3 Note down the Meeting number from the Meeting Info tab in Host login (Refer Step 12 of
Hosting a WebEx Session).
Step 4  Enter the Meeting number (in the box marked in Red) and click Join Now (marked in Blue).

Meeting Center

Join an Unlisted Meeting

New User Reference

Attend a Meeting

To join an unlisted meeting, type the meeting number that your
W Host a Meeting host gave to you, then click Join Now.

Schedule a Meeting
My Meetings Meeting number!

My Recorded
Meetings

p SetUp

W Support

MyResources

Step5  Enter the required login info: Name, email and password. Password will be 1234 (Refer Step 7
of Hosting a WebEx Session).
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If you are the host, start your mesfing,

O It's time to join!

Your name:
Email address:
Meeting password:

I would ks to take & fras WabEx wial (ermadl
reguired].

Step 6  Click on Join. This will start the WebEx session for attendee.
Note: If this is the first time WebEXx is running on your computer, you will be prompted to install
the WebEx software via ActiveX. Install it.

Step7 A pop up to Join the Integrated Voice Conference appears. Click on Yes.

» 3
@ Join This Integrated Voice Conference @

‘Your host has started an Integrated Voice Conference.
Do you want ko participate?

[
Step 8  Turn on the video by clicking the video icon

Note: This document is grounded on WebEx Meeting center. If WebEx Training center is used, the only
change would be to click on Training center instead of Meeting center (wherever applicable).

Verification of the Accessories

To verify the accessories (Camera/Microphone) perform the following steps:

Step 1 Microphone 1 and 2 on CEED 3700 is audible on the speakers. Both microphones are tested for its
individual effect.
a. If the microphone is not audible, make sure you have selected the right microphone.

b. Click Audio from the menu bar, choose the appropriate microphone from the drop-down menu to
make the microphone audible.

If the above steps does not seem to work, troubleshoot with the following tasks.
c. Click windows Start button. Choose Control Panel.
Adjust your computer settings window appears.
d. Click Hardware and Sound.
e. From the list, click Sound.
A sound dialog box appears
f. From the playback tab, choose the appropriate output and click OK.
g. From the Microphone tab, choose the appropriate Microphone output and click OK.
Step 2 Verify the camera image is visible on the training screen (projection screen) of CEED 3700 device.

Step 3 Change the camera as shown in the figure below to test the second camera from CEED 3700. To change
of camera view, perform the following steps:

a. Click Set Video Options in the participants bar as shown in “Set Video Options” in Figure 7-4

"=m
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Figure 7-4 Set Video Options
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b. A Video options dialog box appears as shown in Figure 7-5.

Figure 7-5 Video Options
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c. Click the drop-down arrow as shown in Figure 7-5 next to the present camera name.

d. Select the second camera name as shown in “Capture Device” in Figure 7-6.
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Figure 7-6 Capture Device
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e. Click OK.
f. The video from the second camera will appear in the small window as shown in “Second Camera
Trasmission” in Figure 7-7.
Figure 7-7 Second Camera Trasmission
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The attendee is set to attend the live session.




FEDERAL COMMUNICATIONS COMMISSION INTERFERENCE STATEMENT

This equipment has been tested and found to comply with the limit s for a Class B
digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to
provide reasonable protection against harmful interference in a residential installation.
This equipment generates, uses and can radiate radio frequency energy and, if not
installed and used in accordance with the instructions, may cause harmful
interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation. If this equipment does cause
harmful interference to radio or television reception, which can be determined by
turning the equipment of f and on, the user is encouraged to try to correct the

interference by one or more of the following measures:
-- Reorient or relocate the receiving antenna.
-- Increase the separation between the equipment and receiver.
-- Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.
-- Consult the dealer or an experienced radio/TV technician for help.

CAUTION:
Any changes or modifications not expressly approved by the p arty responsible for
compliance could void the user's authority to operate the equipment.

This device complies with part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must accept any
interference received, including interference that may cause undesired operation.

FCC RF Radiation Exposure Statement:

1. This Transmitter must not be co-located or operating in conjunction with any other antenna or transmitter.
2. This equipment complies with FCC RF radiation exposure limits set forth for an uncontrolled environment.
This equipment should be installed and operated with a minimum distance of 20 centimeters between

the radiator and your body.



