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USB 2.0 Adapter

User’s M anual



REGULATORY STATEMENTS

FCC Certification

The United States Federd Communication Commission (FCC) and the
Canadian Department of Communications have established certain rules
governing the use of electronic equipment.

Part15, Class B

This device complies with Part 15 of FCC rules. Operation is subject to the
following two conditions:

1) Thisdevice may not cause harmful interface.
2) This device must accept any interface received, including interface that may

cause undesired operation. This equipment has been tested and found to
comply with the limits for a Class B digita device, pursuant to Part 15 of the
FCC Rules. These limits are designed to provide reasonable protection
againgt harmful interference in a residential ingtalation. This equipment
generates, uses and can radiate radio frequency energy, and if not instaled
and used in accordance with the ingtructions, may cause harmful
interference to radio communications. However, there is no guarantee that
interference will not occur in a particular instalation. If this equipment does
cause harmful interferencetoradio or televison reception, which can be
determined by turning off and on, the user is encouraged to try to correct the
interference by one or more of the following measures:

o Reorient or relocate the receiving antenna

o Increase the distance between the equipment and receiver.

o Connect the equipment into an outlet on a circuit different from that to

which the receiver is connected.

CAUTION:

1) To comply with FCC RF exposure compliance requirements, a separation
distance of at least 20 cm must be maintained between the antenna of this
device and al persons.

2) This transmitter must not be co-located or operating in conjunction with

any other antennaor transmitter.



This deviceisintended only for OEM integrators under the
following conditions:

1) Theantenna must beinstalled such that 20 cmis
maintained between the antenna and users.  For laptop
installations, the antenna must beinstalled to ensure that
the proper spacing is maintained in the event the users
places the device in their lap during use (i.e. positioning
of antennas must be placed in the upper portion of the
LCD pand only to ensure 20 cm will be maintained if
the user places the device in their lap for use) and

2) Thetransmitter module may not be co-located with any other

transmitter or antenna.

Aslong as the 2 conditions above are met, further
transmitter testing will not berequired. However, the
OEM integrator is gill responsible for testing their
end-product for any additional compliance requirements
required with this moduleinstalled (for example, digital
device emissions, PC peripheral requirements, etc.).

IMPORTANT NOTE: Inthe event that these conditions
can not be met  (for example certain laptop configurations
or co-location with another transmitter), then the FCC
authorization is no longer considered valid and the FCC 1D
can not be used on thefinal product. Inthese
circumstances, the OEM integrator will be responsible for
re-evaluating the end product (including the transmitter) and
obtaining a separate FCC authorization.

End Product Labeling




This transmitter module is authorized only for use in devices
where the antenna may be installed such that 20 cm may be
mai ntained between the antenna and users (for example
access points, routers, wireless ASDL modems, certain
laptop configurations, and similar equipment). Thefinal
end product must be labeled in a visible area with the
following: "Contains TX FCC ID: { MQ4WUG2660} .

RF Exposure Manual Information That Must be Included
The users manual for end users must include the following
information in a prominent location "IMPORTANT NOTE:
To comply with FCC RF exposure compliance requirements,
the antenna used for this transmitter must beinstalled to
provide a separation distance of at least 20 cm from all
persons and must not be co-located or operating in
conjunction with any other antenna or transmitter.”

Additional Information That Must be Provided to OEM

Integrators
The end user should NOT be provided any instructions on how
to remove or install the device.
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INTRODUCTION

The specific product as below, 802.11b/g Wirdess LAN USB 2.0 Adapter, with
its designed features and specified description, meets specia requirements for
limited modular approval ob FCC public notice DA 00-1407.

The 802.11b+g Wireless LAN USB Adapter complies with IEEE 802.11g
standard that offers a datarate up to 54Mbpsin awireless LAN environment. It is
backward compliant with IEEE 802.11b specification. The high-speed wireless
network card can plug into your notebook or desktop PC and accesses to
the LAN or peer-to-peer networking easily without wires or cables.
Whether you’re at your desk or in the boardroom, it alows you to share
printers, files, and other network resources.

Features

Complieswith |EEE 802.11g standard for 2.4GHz WirelessLAN
USB 2.0 compliant

USB Plug & Play

Interoperable with existing network infrastructure
Secure information transmission

Freedom to roam while staying connected

Compatible with specialty wireless products and services
Up to 54 Mbps datarate

Antennajoint is built in the card with LED indication
Low power consumption

Easy to ingall and configure

Q 8 8 8 8 8 8 8 8 8 8



SOFTWARE INSTALLATION

Step 1: Install the Driver & Utility

For Windows 98, 2000, ME and XP users

1. Exit all Windows programs. Insert the included CD-ROM into your
computer. The CD-ROM will run automatically.

2. When the Main Menu screen appears, click “ Driver & Utility
Installation” to continue.

54Mbps 802.11 blg
Wireless LAN USB 2.0 Adapter

iver & Utility Installation

= Browse Quick Installation Guide
= Browse User Guide
= Install Adobe Acrobat Reader
= Browse CD contents
» Exit




3. When the Welcome screen appears, click Next to continue.

B02.11byg USB Wireless LAN Adapter, X

Welcome to the InstallShield Wizard for
802.11b+g USB Wireless LAN Adapter

The InstallShield® \wWizard will install B02.11b+q USB
Wireless LAN Adapter on pour computer. To continue,
click Mest

Carcel |

4. Theinstallation program will start running automatically. Follow the
on-screen instruction to proceed.

BO2.11b+p USB Wireless LAN Adapter

Choose Destination Location
Select folder where Setup will install files.

Setup will install 802.11b+g UISE Wireless LAN Adapter in the following folder,

Tavinstall to this folder, click Nest. To install to a different folder, click Browse and select
another folder

Destination Folder

C:5Program Files\WwLANAYBO2 11b+g LSB WLAN Browse

< Back

Carcel |

5. Click Finish to complete the software installation.



B02.11b+p USB Wireless LAN Adapter
Installation Complete

“You havs to plugin the devics after the installation program
and system willfind your device automaticall ta finish the
installation, then yaus could enicy your device




HARDWARE INSTALLATION

1. Bend the WLAN module securing plate 90 angles.
2. Slideinthe module, and make sureit is aligning to the white strip.
3. The WLAN module insert the white strip through the securing plate hole to
secure them both.
. Pull the gtrip with full strength to make sure it’stight.
. Repeat steps of 3,4 to secure the 2™ strip.

4

5

6. Loose the Antennalock off.

7. Insert the Antennainto the chassis.

8. Passthe Antennalock through the wire.

9. Secure the Antenna, and bend the Antenna up to 90 angles.
10.Aiming the Antenna cable to the module.

Attach the Antenna cable onto the connector of WLAN module.

11.Connect the USB connector to USB header.
Verify

To verify if the device exists in your computer and is enabled, go to Start &
Settings & Control Pand & System (& Hardware) & Device Manager.
Expand the Network Adapters category. If the 802.11b+g USB Wireless LAN
Adapter islisted here, it means that your device is properly instaled and enabled.



Device Manager
File Action  Wiew Help

S @ a =

= g WRITER-IN1DI7DE
Computer
e Disk drives
@ Display adapters
b DVDICD-ROM drives
2 Floppy disk contrallers
1 Floppy disk crives
&) IDE ATAJATAPT contrallers
‘2 Keyboards
") Mice and other pointing devices
& Manitors

e = e M = e = e e

ernet Adapter (rev.A)

¥ Ports (COM&LPT)
@, s0und, video and game contrallers

&
=

#- 1 System devices

) Universal Serial Bus controllers




NETWORK CONNECTION

Once the device driver is well installed, a network setting described in the
following should be also established.

In Windows 98SE/ME

1. Goto Start & Settings & Control Panel & Network.

2. Make sure that al the required components are installed. If any
components are missing, click on the Add button to add them
in.

Network [z1x]
Configuration | dentiication | Access Contiol|

The following network components are installed

Clint for Micrasoft Networks

Microsoft Farmiy Logon

B02.11b+g USB Wireless LAN Adapter

DiaHUp Adapter

TCPIP -» 802 11b+g USB Wireless LAN Adapter
TCP/IP - Diaklp Adapter

] Reniove Fraperizs

Py TREXIGAE Logon:
[Micrasatt Famiy Logen =l

File and Print Sharing. .

Descript

oK Cancel

Select Network Component Type [ 2] x]

Click the type of network companent you want to instal:
¥ Protocal J

Cancel

Protocalis a language’ a computer uses. Computers
muist se the same protocol to communicate.




3. For making your computer visible on the network, enable the File
and Print Sharing.

Network.

[7]
{Terligiaion | Identfication | Access Cantal|

The following network components are installed:

|®), Cliert for Micrasoft Metworks
Diakllp Adapter
Fiealiek RTLE 39(A) based PCI Fast Ethemet Adapter
TEPAP - Diaklp Adapter
TCRAR -» Realtek RTLA138A based PCI Fast Ethemet Ada

o 2

sad. | Remwe | Puopeties |

Frimary Hetwork Logor:
[Ctent for Microsclt Hetworks =l

File and Print Sharing.

"Destup

oK Cancel

4. Click the Identification tab. Make up a name that is unique from the
other computers names on the network. Type the name of your
workgroup, which should be the same used by all of the other PCs on

the network.
[21x]

Network

Confiaualon Identiication | Acdess Contiol|

E Witidouss Uses the following information to identiy pour
== compuler on the network. Please type a name for this
=" compuler, the workgroup it vl appear in, and a short
description of the computer.

Computer name: [
Wokgoup:  [WORKGROUP
Computer

Description lane

Cancel




5. Clickthe AccessControl tab. Make surethat “Share-level access
control” isselected. If connecting to a Netware server, share level
can be set to “User -level access control.”

Network
Configuration | Idztification ( Locess Control ’
- Contral S

& Sharedevel access coniol
Enables pou to supply & password for each shar
resaurce.

q

 Userlevel access control

Enables pou to specify users and graups who have
access to each shared resource.

Obtain list of users and groups from:

Cancel |

6. When finished, restart your computer to activate the new device.



In Windows 2000/XP

1. (In Windows 2000)

Go to Start& Settings & Control Panel & Network and Dial-up
Connections & Local Area Connection & Properties.

(In Windows XP)
Go to Start & Control Pand & Network and Internet Connections &
Network Connection & Wireless Network Connection Enabled USB
Wireless Network Adapter.

B3 Control Panel

w  Favortes ook Help

@earch Curoklers (lristory | B 5 X |

= Date/Time A

AddjRe A
Hardware  Programs Tadls

5o A g
Folder Options ~~ Fonts Game Internet
Controllers Options

hone and  Power Options

Modem
4

Regonal  Scamnerssnd  Scheculed  Sounds and
Options G Tasks [

g

System  Users and
Passwards

Control Panel

Network and Dial-up
Connections

Connects to other cormputers,
retworks, and the Internt

‘Windows Update
‘Windows 2000 Support

Ll

(Connects to other computers, networks, and the Intermet:

-10-



2. Makesurethat all the required components are installed.

Local Area Connection 2 Prapetties 2lx|

Genesal | Sharing |

Connect using

| BB 802 11b+a USE Wieless LAN Adapter

Componsnts checked ars used by this connection
[E) - Ciienit for Miciosoft Hatwarks
1 B\ File and Printer Sharing for Microsoft Networks
1% Intemet Pratocol (TCR/F)

Install. Uninstal Praperties

Allowss yaur computer to access resources on a Miciosaft
netwark.

[~ Show icon in taskbar when connected

oK Cancel

3. If any components are missing, click on the Ingtall... button to
select the Client/Service/Protocol required. After selecting the
component you need, click Add... toadd it in.

Select Network Component Ty x|

LClick the type of network component you want to install:
Clignt

= Service
Deseription

A protocol is a language your computer uses to
commuricate with other computers

Cancel

For making your computer visible on the network, make sure you
haveinstalled File and Printer Sharing for Microsoft Networks.

-11-



IP Address

Note: When assigning IP Addresses to the computers on the network, remember
to have the IP address for each computer set on the same subnet mask. If your
Broadband Router use DHCP technology, however, it won'’t be necessary for you
to assign Satic IP Address for your computer.

1. To configure adynamic IP address (i.e. if your broadband Router has the DHCP

technology), check the Obtain an IP Address Automatically option.

2. Toconfigure afixed IP address (if you broadband Router is not DHCP

supported, or when you need to assign a static |P address), check the Usethe

following I P addr ess option. Then, enter an IP address into the empty field, for

example, enter 192.168.1.1 in the IP address field, and 255.255.255.0 for the

Subnet Mask.

Internet Protacal (TCP/IP) Praperties 21

General

You can get IP seltings assigned automaticaly i your network supports
this oapabilty. Otherwise, you need to sk your network sdministiator for
the appropriats IP setings

£ Gbiain an IF addiess automaiical
€ Use the following IP addiess: ———————————————
|P address:
Subriet st
Default gateway:

Internet Protocol (TCP/IP) Properties HE

Geners! |
ou can et IP settings assianed automaticall i your network supports

this capabilty. Othermise, you need to ask your network administrator for
the sppropriate IP setfings.

= Use the following IP address

IP address 192.168. 1 . 1
255 . 256 . 255 . 0 9
1

Subrst mask

£ Obtain DNS server address automatically

£ Usg the follawing DINS server addresses:

Alt=nate DS server

Bisfened DNG server

Advanced

Cancel

) Wl DHE sever address attomaticall

Erefencd DNS server .
Altenate DNS sever: .

Advanced

’rﬁ‘ Usg the following DNS server addiesses:-

o

-12-



Configuration Utility

After the Wireless adapter has been successfully installed, users can use the
included Configuration Utility to set their preference.

Go to Startg Programg802.11b+g Wirdess LAN g 802.11b+g USB
Wireless LAN Utility

W,_tj!‘; Set Program Accsss and Defaults

BARE Office 2714
Hi8 Office 2714

) Paradigm C++ Pro

BS 602,115+ USE Wi Adapter 11b-+g USE Wi Ity

§ Programs 11 L =
(B Accessories Uninstall 802 11b-+q USE Wirelsss LAN Utiliey

Documents
Settings

Search

[t [ BE SO @ |

For Windows 2000/XP, the Configuration Utility icon will also appear in the
taskbar. Y ou can open the Configuration Utility by clicking theicon.

7 N\
|$%‘,\I) Z:10 PM

-13-



Note: There will be two modes — Station and Access Point for you to

switch, you can select the mode you need from the pull-down menu.

02.11b+g LUSB Wireless LAN

Network Adapter:
‘802‘11b+g USE Wireless LAN Adapter

Available Network:

Current Metwork Information
SSID Strength
Channel: 1

Type: Infrastructure
SSID: WAP404-1

Tx Rate: 11 Mbps

Encrypt: Mone Mare Setting...

Link Status; Connected to Access Point, BSSID=00 E0 98 11 22 33
(111} 49%
[ 1] A42%

signal Strangth: WEN
Link Quality: [N

Tx Frame: 32 Rx Frame: 28

-14-




Select Station mode, and you will see the following figure.

4. B02.11b+g USB Wireless LAN Utility

Metwork Adapter: Modd
-~ BlIE07 T1b+q USE Wireless LAN Adapter

Available Network:

Encrypt: Mone Mare Setting..,
Refresh
Link Status: Connected to Access Point. BSSID=00 90 CC 12 12 99
Signal Strength: FEY
Link Guality: 0%
Tx Frame: 211 Rx Frame: 233

Current Metwork Information
SSID Strength
Channel: &

Type: Infrastructure
SsID: Allen904

Tx Rate: 11 Mhps

Channd

Shows the selected channd that is currently in use. (There are
14 channd's avail able, depending on the country.)

Type

The infragtructure is intended for the connection between
wireless network cards and an Access Point. With the wirdess
adapter, you can connect wirdess LAN to a wired global
network via an Access Point

The Ad-hoc lets you set a small wireless workgroup easily and
quickly. Equipped with the wirdless adapter, you can share
files and printers between each PC and |aptop.

The SSID is the unique name shared among all pointsin your
wireless network. The name must be identical for all devices
and points attempting to connect to the same network.

It shows the current SSID setting of the Wirdess USB
Adapter.

-15-




Click the down arrow ¥ to select the Tx Rate from Auto, 1, 2,

Tx Rate 5.5, 11, 6, 9, 12, 18, 24, 36, 48, 54 M bps, you can select up to
54 Mbps.
WEP is a data privacy mechanism based on a 64-bit/128-hit
Encrypt

shared key algorithm.

Click the More Setting button to configure, see the following

figure (Refer to the part on the next page for

more information about thisfigure) :

General Connection Setting
Channel | -| TxRate [auto ~|
SSID | ¥ any
Network Type [infrastructure |
Encryption [Disable <]
Authentication Mode [Auto - Apply

Encryption Setting

‘WEP Encryption Key Setting | WPA Encryption Setting

Profile
Profile name: ~

Load ‘ Save Curmnl‘ Delete

Other

For more advanced setting, information...

Advanced Setting... | Information ‘

Displays the information about the status of the communication

Link Status between the Wireless USB Adapter and the Access Point.

! Displays the signa strength of the connection between the
Signal Strength Wireless USB Adapter and the Access Point it connects.
Link Quality Displays the link quality of the connection between the

Wireless USB Adapter and the Access Point it connects.

-16 -



Tx Frame

The quantities for the wirdess network card transmit.

(Frame: The unit of packet)

Rx Frame

The quantities for the wireless network card receive.

(Frame: The unit of packet)

General Connection Setting
Channel Tx Rate |Auto -

ssio[ Fany
Network Type [irasramnre 2]

Encryption [Disable -
Authentication Mode [Auto -l Apply
Encryption Setting
WEP Encryption Key Setting ‘ WPA Encryption Setting ‘

Profile

Profile name: ~

Load ‘ Save Cu"enl‘ Delete ‘

Other

For more advanced setting, information...

Advanced Setting... | Information ‘

Channd The Channel will change automatically according to AP’s setting.
Click the down arrow ¥ to sdlect the Tx Rate from Auto, 1, 2,
Tx Rate 5.5,11, 6,9, 12, 18, 24, 36, 48, 54 M bps, you can sdect up to 54
M bps.
The SSID is the unique name shared among all points in your
SSID wireess network. The name must be identical for all devices and

points attempting to connect to the same network.

You may select to have SSID by choosing any, the SSID will be
obtained automatically from whichever Access Point with the
optimal signal for this device. If any is left unchecked, it means
you will have to enter the SSID manually.

-17 -




Network Type

The infrastructure is intended for the connection between
wireess network cards and an Access Point. With the wireless
adapter, you can connect wireless LAN to awired global network
viaan Access Point

The Ad-hoc lets you set a small wireless workgroup easily and
quickly. Equipped with the wireless adapter, you can share files
and printers between each PC and | aptop.

Encryption

You can only set your Security preference when Chang§ is
selected and then al fields are active for change. To save
settings, press when you are done with the settings. Select
from the pull-down menu, there are four options including
Disable, WEP, TKIP and AES.

Authentication

Y ou can sdlect the Authentication Mode from the pull-down men,
including Auto, Open System, Shared Key, WPA and WPA

Mode
PK.
WEP Encryption Setting WPA Encryption Setting :
Key Length ' 64 bit 128 bit * 256 bit Connect Infornati
Defsultkey 10: [#1 -] Protocol Tis ~
Key Format: @ Hexdecimal © asci User Name. ]
Key Value; 1; [ e o e e —
7
2 Pre-shared Key
e Fer
= assphrase: ]
e R e e
Encr yptl on Certificate
Setting =

You can only set your Security preference when is
selected and then all fields are active for change. To save settings,

press when you are done with the settings.
WEP Encryption Setting

Keylength : You may select the key length between 64 (bit),
128 (bit) and 256 (bit).

-18 -



Default Key ID : You can set your default key ID at #1~#4.
Key Format : Select Hexadecimal if you are using hexadecimal
numbers (0-9, or A-F).

Select ASCII if you are using ASCII characters

(case-sensitive).

10 hexadecimal digitsor 5 ASCI| charactersare needed if
64-bit WEP is used; 26 hexadecimal digits or 13 ASCI |
charactersare needed if 128-bitWEP isused ; 58 hexadecimal
digitsor 29 ASCI | characters are needed if 256-bitWEP is
used.

Key Value

#1~#4 This setting is the configuration key used in accessing
the wireless network via WEP encryption. You can specify up to
4 different keys to encrypt or decrypt wireless data.

[] TheKey isprovided via 802.1x authentication :

Please query your network manager about the currently used
security protocal, if 802.1x authentication is currently used, then
you can check thisitem to enable 802.1x security protocol. The
key value will be configured automatically, just click [Apply] to
take effect.

WPA Encryption Setting

Protocal : This panel enables you to select an authentication
protocol.

User Name : Type in the user name assigned to the certificate.
Password : This panel is available when EAP-TLS is not selected
(either MSCHAP V2 over PEAP is sdected with WEP or LEAP
is selected for CCX). This panel enables you to enter a login
name and password or request that the driver prompt for them
when you connect to a network.

Passphrase : Enter the key that you are sharing with the network
for the WLAN connection.

Key Format : Select Hex if you are using hexadecima numbers
(0-9, or A-F).

Select ASCII if you are usng ASCII characters.

-19-




Certificate : Please query your network manager about the
certificate, select the same certificate as the certification server.

L oad

Y ou may select dready saved file from the " Profile name” ligt,
and then press” Load " . The setting status will then be restored.

You may save current setting to profile and add one new item in
" Profile name”.

Delete

Delete thefilesin the “Pr ofile name”

Click the Advanced Setting button to configure the following
figure (Refer to the pat on the next page
to see more information about the Advanced Setting) :

Advanced Setting @

User Inferface Fower Gonsumption Setting

Langusge: Enelish v @ Continuous Access Mode (GAM).

Enclish ¢ Maximum Powver-Savine Mods
Japanese
Gountry Roaminel Traditional Chinese ¢ Fast Poer-Saving Made.
~ Yiorld Mods (Simplified Chinese

& User Select

Japan >

Fragmentation Threshold

266 < 2346 (Disable} > 2348

RTS / 0TS Threshold

o < 2347 (Disable) > 2347

| nfor mation|

Click the Information button to show the Driver Version, Utility
Version and MAC Address of the system.

Information, EJ
SYSTEM INFORMATION

Driver Version: 2.12.1006.2004
Utility Version: 1.0.1006.2004 - Oct 13 2004 19:48:17

MAC Address: 00 ED 98 C4 D9 CO

-20-




Advanced Setting EJ

User Interface

Language:

English =

: Jaaese
Gountry Rosming Traditions! Chinese
 Warld Made (Simplified Chinese

& User Select

|Japan

=

Fragmentation Threshold

Power Consumption Setting
* Continuous Access Made (GAM).
" Maximum Power-Saving Mode.

(" Fast Power-Saving Mode.

256

RTS / GT3 Threshold

€ 2346 (Disable) »

2346

0 € 2347 (Disable) »

2347

User Interface

[Language

|Select English or Traditional Chinese.

Power Consumption Setting

Continuous Access M ode
(CAM)

When this mode is selected, the power supply will
be normaly provided even when there is no
throughput.

M aximum Power-Saving
Mode

When this mode is selected, this device will stay in
power saving mode even when thereis high volume
of throughput.

Fast Power-Saving M ode

When this mode is selected, the power mode will
switch between CAM and Maximum Power-Saving
M ode depending on the volume of throughput. The
device driver checksthe tota bytes (only data
frame) every 4 seconds to decide the power mode.
If the total bytes sent exceed 10k bytes, the device
driver will choose “CAM™. If thetotal bytes are
less than 10k bytes, however, the device driver will

choose “Maximum Power-Saving Mode”.

-21-



Country Roaming

World Mode This function is only enabled and effective with
802.11d standard.
User Select Enabl e this function to select the country you are

now |ocating.

Fragmentation Threshold

The mechanism of Fragmentation Threshold is used
to improve the efficiency when high traffic flows
along in the wireless network. If your 802. Wireless
LAN Adapter often transmit large filesin wireless
network, you can enter new Fragment Threshold
valueto split the packet. The value can be set
from 256 to 2346. The default valueis 2346.

RTS/ICTS Threshold

RTS/CTS Threshold is a mechanism implemented
to prevent the “Hidden Node” problem. If the
“Hidden Node” problem is an issue, users have to
specify the packet size. The RTSCTS mechanism
will be activated if the data size exceeds the value

you set.. The default valueis 2347.

This value should remain at its default setting of
2347.  Should you encounter inconsistent data
flow, only minor modifications of thisvalue are
recommended.

-22-




To set your 802.11g Wireless LAN USB Adapter as an Access Point (AP). In
access point mode, the 802.11g Wireless LAN USB Adapter will function as an
access point. This alows you to set up your wireless networks without using a
dedicated AP device. Up to 16 wireless stations can associate to the 802.11g
Wireless LAN USB Adapter.

To the 802.11g Wirdess LAN USB Adapter to bridge your wired and wireless
network, the following requirements must be met :

1. The 802.11g Wireless LAN USB Adapter must be instaled on a computer
connected to the wired network.

2. Either configure network sharing (refer to the appendix for an example) or
bridge the two interfaces (wireless and wired) on the computer.

3.  Set thewirdess station’s IP address to be in the same subnet as the computer
in which the 802.11g Wiredless LAN USB Adapter is inddled. Refer to
Configuring the Wireless Station Computer.

Select the Access Point mode, and you will see the following figure.
O

4. B02.11b+g USB Wireless LAN Utility

‘,‘) Metwork Adapter: Maod§:
s |BUZ‘11h+g USB Wireless LAN Adapter j

Connect Station List:

- Current Netwark Setting
Station MAC Address

Channel: &
SEID; WLAN_AP
WEP: Disable

Tx Power: Level 0

More Setting...

Tx Frame: 38 Rx Frame: 29
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Networ k Adapter

You can select the network adapter from the
pull-down menu, it shows the device itself (the
802.11g Wireless LAN USB Adapter ) and also
shows the devices supported by the 802.11g
Wireless LAN USB Adapter.

Connection Station List

It shows the stations which are now connecting
to the AP.

Channd

Shows the selected channd that is currently in
use. (There are 14 channels available, depending
on the country.)

The SSID is the unique name shared among all
points in your wireless network. The name must
beidentical for al devices and points attempting
to connect to the same network.

It shows the current SSID setting of the
Wireless USB Adapter.

WEP

The WEP function here has been disabled. If you
want to change to Enabled, click

to configure.

Tx Power

The Tx power here is configured as Level 0, to
change the Tx power, click More Settiné... to
configure.

Click the button and the
following figure will appear for you to configure
( Refer to the part on the next

page for more information about thisfigure. )

-24-



Access Point Setting )

General Connection Setting
2)
(U2 B Mixed Mode: -

SSID [WLAN_AP

I Hide SSID

Tx Power |Level 0 (Maximum Power]  ~. Apply

WEP Disable -] sewing |
Authentication Mode: [Open System -

Fragment | Disable
RTSICTS | Disable
Preamble  [Long |

MAC Address Filter:

Bridge Adapter:

[No bridge =
Tx Frame The quantities for the wireless network card
transmit.
(Frame: The unit of packet)
Rx Frame The quantities for the wireless network card
receive.

(Frame: The unit of packet)

Access Point Setting X

General Connection Setting

Channel |6 ~
L1 L IMixed Mode <

SSID [WLAN_AP

™ Hide SSID

Tx Power |Level 0 (Maximum Power) ~ Apply

WEP Disable - Setting
Authentication Mode: |Open System -

Fragment | Disable

RTSCTS J Disable
Preamble  [Long B
MAC Address Filter:

Bridge Adapter:
No bridge ~
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Channd

Shows the selected channd that is currently in
use. (There are 14 channels available, depending
on the country.)

Mode

Select Mixed Mode or 802.11b only, 802.11g
only standard Mode (If you choose this option
the device will automatically convert the suitable
standard ).

The SSID is the unique name shared among all
points in your wireless network. The name must
beidentical for al devices and points attempting
to connect to the same network.

It shows the current SSID setting of the Wireless
USB Adapter.

Tx Power

Select the Tx power from the pull-down menu,
there are four levelsincluding Level 1, Level 2,
Level 3 (Minimum).

Changg or |Apply]

Click to set the General Connection
Setting. After Completing the setting Click

WEP

You can select to Enable or Disable the WEP
function by selecting from the pull-down men.
Click Setting and the following figure will

WEP Key Setting... 3]

WEP Key Setting
Key Langth: 64 bit ( 128bit ( 256 bit

Default Key ID:  [#1 >

Key Format: + Hexdscimal © AsCII

Key value:  #1; [Frersereis

#2; [

w3, [Frrearreir

s [prorrerran

™ The key is provided via 802 1x authentication
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Authentication Mode

Select the Authentication mode from the
pull-down menu, there are two modes for you to
choose, Open System and Shared K ey.

Fragment

The mechanism of Fragmentation Threshold is
used to improve the efficiency when high traffic
flows along in the wireless network. If your 802.
Wireless LAN Adapter often transmit large files
in wireless network, you can enter new Fragment
Threshold valueto split the packet. The value
can be set from 256 to 2346. The default valueis
2346.

RTS/ICTS

RTS/CTS Threshold is a mechanism
implemented to prevent the “Hidden Node”
problem. If the “Hidden Node” problemisan
issue, users have to specify the packet size. The
RTSCTS mechanismwill be activated if the data

size exceeds the value you set.. The default value

is2347.

This value should remain at its default setting of
2347.  Should you encounter inconsistent data
flow, only minor modifications of thisvalue are
recommended.

Preamble

A preamble is a signd used in wireless
environment to synchronize the transmitting
timing including Synchronization and Start
frame delimiter. Select from the pull-down menu
to change the Preamble type into L ong or Short.
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MAC AddressFilter

Click and you will see the following
figure. You can sdlect the Filter Type from the
pull-down menu.

Disable : Sdect to disable the filter function.
Accept : You cantype in 15 MAC addresses by
clicking [Changd. If you select Accept, then the
MAC address(es) you type in will be connected
to the AP.

Reject : You can type in 15 MAC addresses by
clicking [Changd. If you select Reject, then the
MAC address(es) you type in will not be
connected to the AP.

Access Point Setting

Bridge Adapter

The gtations will not be allowed to connect to the
internet if you select No bridge.

The sations will be adlowed to connect to the
internet if you select the device listed in the
pull-down menu.

If you have any trouble with the equipment, please contact the customer care

service:

Company Name: Xterasys Corporation

Tel: 909-590-0600
Fax: 909-590-0388

Contact Person: Mr. Larry
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